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Introduction to this Guide

This chapter providesinformation about what is contained in the viFoglight User Guide.
It also provides information about the vFoglight documentation suite and Vizioncore.

This chapter contains the following sections:

ADOUL VEOGIGNE. .ttt et 10
ADOUL thiIS GUILE .....ecvviiciciie et b bbb s 10
VFoglight DOCUMENLALION SUILE.......cvevrieeerreceeiereisisersese s e e sers s snsesenns 1
TEXE CONVENTIONS ...ttt ettt bttt bbbttt b s s e s e bbb bbb s 13

F A LAY A o 1ol o TN 3o 14
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About vFoglight

vFoglight helps I T organizations understand the virtual infrastructure by managing the
rel ationships and interaction between all the components in the environment, including
data centers, data stores, clusters, resource pools, hosts and virtual machines. With
vFoglight, administrators can quickly determine the root-cause of an incident or
problem, track virtual machine (VM) movements and understand their impact, and
identify contention for resources between virtual machines.

About this Guide

This User Guide provides configuration instructions, conceptual information and
instructions on how to use the browser interface.

Thisguideisintended for any user who wantsto configure vFoglight using the browser
interface.

The User Guide is organized as follows:

Chapter 1, Getting Started with vFoglight—This section focuses on identifying the
key screen elements in vFoglight as well as customizing vFoglight according to User
Preferences, setting home pages and themes.

Chapter 2, Navigation in vFoglight—This section introduces the navigation tool s used
in vFoglight and understanding the concept of rolesin vFoglight.

Chapter 3, Working with Dashboar ds—This section identifies the tools and
techniques to work with dashboards as well as work with tables and charts.

Chapter 4, Working with Services and Alarms—This walkthrough instructs you on
how to monitor services, examine service levels, and create a service. Detailson
viewing system-wide alarmsfor all monitored servicesis aso provided.

Chapter 5, Monitoring Agents and Hosts—This section overviews the dashboards to
monitor agents and hosts such as view active host details, browse and monitor hosts,
and obtain host resource information.

Chapter 6, Monitoring the vFoglight Management Server—This section overviews
monitoring vFoglight performance, such as cleaning up data objects, viewing server
metrics and server details, viewing SQL database details, and viewing persistence
handler details.



Introduction to this Guide 11
vFoglight Documentation Suite

Chapter 7, Working with Applications—This chapter describes how to monitor and
create an application.

Chapter 8, Working with Reports—This chapter introduces the Reports dashboard
and Report Manager dashboard. Reports can be created based on the supplied report
templates or your own custom report. It aso describes working with scheduled and
generated reports, and the functions that are available to work with reports such asrun a
report, schedule areport, test areport template, and add a new schedule to the default
report scheduleslist.

Chapter 9, Working with Data and Data Sour ces—This chapter introduces the Data
dashboard and Data Sources dashboard that are primarily used by dashboard designers
to examine data objects as well as choose a data source in vFoglight.

vFoglight Documentation Suite

The vFoglight documentation suite is made up of the core documentation set, plus the
documentation set for each vFoglight cartridge that you deploy. Documentation is
provided in a combination of online help, PDF and HTML.

* Online Help: You can open the online help by selecting the Help tab from
vFoglight's action panel.

2 foghghe | G SignCue

@ Wekome to Foghate 5.2.4

@ User Guide

'\} AudrarmLration and Corl g alion Guids
é Command-Line Refarencs Guide

@ Web Componenl. Guids

{‘}; ‘Web Component Tutorial

.;:3 ‘Wrch Coenponent Aeferenee

* PDF: The Getting Sarted Guide, What's New Guide, System Requirements and
Platform Support Guide, Installation and Setup Guide set, Administration and
Configuration Guide, viFoglight User Guide, Command-Line Reference Guide,
Web Component Guide, and Web Component Tutorial, are provided as PDF files.
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The PDF guides are included in the zip file downloaded from Vizioncore.
Adobe® Reader® is required.

HTML: Release Notes are provided in HTML.

Core Documentation Set

The core documentation set consists of the following files:
Release Notes (HTML)

Getting Sarted Guide (PDF)

What's New Guide (PDF)

System Requirements and Platform Support Guide (PDF)
Installation and Setup Guide set (all in PDF format):

Installation and Setup Guide—Installing on Windows with an Embedded
MySQL Database

Installation and Setup Guide—Installing on Windows with an External
MySQL Database

Installation and Setup Guide—Installing on Windows with an External Oracle
Database

Administration and Configuration Guide (PDF and online help)
vFoglight User Guide (PDF and online help)
Advanced Configuration Guide set

Command-Line Reference Guide (PDF and online help)
Web Component Guide (PDF and online help)

Web Component Tutorial (PDF and online help)

Web Component Reference (online help)

Cartridge Documentation Sets

When you deploy a cartridge, the documentation set for the cartridge isinstalled. The
online help for the cartridge is integrated automatically with the core vFoglight help.
When you open the help, the name of the cartridge is displayed in atop level entry
within the table of contents.



Introduction to this Guide 13
TextConventions

Some cartridges include additional PDF guides, which may be one or more of the
following: a Getting Sarted Guide, an Installation Guide, a User Guide, and a
Reference Guide.

Feedback on the Documentation

We are interested in receiving feedback from you about our documentation. For
example, did you notice any errorsin the documentation? Were any features
undocumented? Do you have any suggestions on how we can improve the
documentation? All comments are welcome. Please submit your feedback to the
following email address:

info@vizioncore.com

Please do not submit Technical Support related issuesto this email address.

Text Conventions

The following table summarizes how text styles are used in this guide:

Convention Description

Code M onospace text represents code, code objects, and command-
line input. Thisincludes:

« Java language source code and examples of file contents

« Classes, objects, methods, properties, constants, and events
* HTML documents, tags, and attributes

Vari abl es M onospace-plus-italic text represents variable code or
command-line objects that are replaced by an actual value or
parameter.

Interface Bold text is used for interface options that you select (such as

menu items) as well as keyboard commands.

Files, components, | Italic text isused to highlight the following items:
and documents * Pathnames, file names, and programs
 The names of other documents referenced in this guide
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About Vizioncore Inc.

Vizioncore was formed in July 2002 as a consulting and software-devel opment
company with the mission to create easy-to-use software solutions that performed
reliable and repeatable automation of datacenter functions specifically for the Citrix
platform. A main corporate goal was to enable business partnersto offer solutions that
targeted real-world I T issues and provided the best possible installation and automation
for their clients systems.

Vizioncore's solutions have proved successful in organizations from small to mid-sized
businesses to large enterprises, in awide variety of vertical industries, including
Financial Services, Government, Healthcare, Manufacturing, and High Tech.
Vizioncore, Inc. can be found in offices around the globe and at www.vizioncore.com.


http://www.vizioncore.com
http://www.vizioncore.com
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Contacting Dell

Note: If you do not have an active Internet connection, you can find contact information on your purchase invoice,

packing slip, bill, or Dell product catalog.

Dell provides several online and telephone-based support and service options. Availability varies by country and
product, and some services may not be available in your area. To contact Dell for sales, technical support, or customer

Service issues:

1 Visit http://support.dell.com.

2 Verify your country or region in the Choose A Country/Region drop-down menu at the bottom of the page.

3 Click Contact Us on the left side of the page.Note: Toll-free numbers are for use within the country for which

they arelisted.
4 Select the appropriate service or support link based on your need.
5 Choose the method of contacting Dell that is convenient for you.

Country (City) Service Type Area Codes,

International Access Local Numbers, and

Code Toll-Free Numbers

Country Code Web and E-Mail Addresses

City Code

Anguilla Web Address www.Dell.com/ai
E-Mail Address la-techsupport@dell.com

Technical Support., Customer Service, Sales

toll-free: 800-335-0031

Antigua and Barbuda ~ VWeb Address

www.Dell.com.ag

E-Mail Address la-techsupport@dell.com
Technical Support., Customer Service, Sales 1-800-805-5924
Aomen Technical Support

Dell ™ Dimension™, Dell Inspirion™", Dell
Optiplex™", Dell Lattitude™, and Dell
Precision' Servers and Storage

0800-105

0800-105

Argentina (Buenos Aires) Web Address

International Access E-Mail Address for Desktop/ Portable Computers

Code: 00 E-Mail Address for Servers and EMC® Storage
Country Code: 54 Products
City Code: 11 Customer Service

Technical Support
Technical Support Services

www.dell.com.ar
la-techsupport@dell.com
la_enterprise@dell.com
toll-free: 0-800-444-0730

toll-free: 0-800-444-0733
toll-free: 0-800-444-0724

Sales 0-800-444-3355

Aruba Web Address www.Dell.com/aw
E-Mail Address la-techsupport@dell.com

Technical Support., Customer Service, Sales toll-free: 800-1578

Australia (Sydney) Web Address support.ap.dell.com
: Contact Dell Web Address support.ap.dell.com/contactus
g‘;jgaé'oolnla' ACCESS 1 chnical Support., Customer Service, Sales 13DELL-133355

Country Code: 61
City Code: 2
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mailto:la-techsupport@dell.com
http://www.Dell.com.ag
mailto:la-techsupport@dell.com
http://www.dell.com.ar
mailto:la-techsupport@dell.com
mailto:la_enterprise@dell.com
http://www.Dell.com/aw
mailto:la-techsupport@dell.com

Austria (Vienna)
International Access

Web Address
E-Mail Address

SUpport.euro.dell.com

Tech support_central _europe@dell.com

Code: 900 Home/Small Bus@ ness Sales 0820 240 530 00
Country Code: 43 Home/Small Bus! ness Fax _ 0820 240 530 49
City Code: 1 Home/Small Bus! ness Customer Service 0820 240 530 14
Home/Small Business Support 0820 240 530 17
Preferred Accounts/Corporate Customer 0820 240 530 16
Service Preferred Accounts/Corporate Customer 0820 240 530 17
Switchboard 0820 240 530 00
Bahamas Web Address www.dell.com/bs
E-Mail Address la-techsupport@dell.com
Technical Support., Customer Service, Sales toll-free: 1-866-874-3038
Barbados Web Address www.dell.com/bb

E-Mail Address
Technical Support., Customer Service, Sales

la-techsupport@dell.com
1-800-534-3142

Belgium (Brussels)

Web Address

SUpport.euro.dell.com

General Support 02 481 92 88
General Support Fax 02 481 92 95
Customer Service 027131565
Corporate Sales 02 481 91 00
Fax 0248191 99
Switchboard 02 481 91 00
Bolivia Web Address www.dell.com/bo
E-Mail Address la_techsupport@dell.com
Technical Support., Customer Service, Sales toll-free: 800-10-0238
Brazil Web Address www.dell.com/br

International Access

E-Mail Address

BR_TechSupport@dell.com

Code: 00 Customer Service and Tech Support 0800 970 3355
Country Code: 55 Technical Support Fax 51 2104 5470
City Code: 51 Customer Service Fax 51 2104 5480
Sales 0800 722 3498

British Virgin Islands ~ Teéchnical Support, Customer Service, Sales toll-free; 1-866-278-6820
Brunei Technical Support (Penang, Malaysia) 604 633 4966
. Customer Service (Penang, Malaysia) 604 633 4888

Country Code: 673 Transaction Sales (Penang, Malaysia) 604 633 4955

Canada (North York,
Ontario)

International Access
Code: 011

Online Order Status Web Address

AutoTech (automated Hardware and Warranty
Support)

Customer Service

Home/Home Office

Small Business

Medium/Large Business, Government, Education

Hardware Warranty Phone Support

Computers for Home/Home Office

Computers for Small/Medium/Large Business

Government

Printers, Projectors, Televisions, Handheld,
Digital

Jukebox, and Wireless Sales

Home and Home Office Sales

www.dell.ca/ostatus

support.ca.dell.com
toll-free:1-800-247-9362
toll-free:1-800-847-4096
toll-free:1-800-906-3355
toll-free:1-800-387-5757

toll-free:1-800-847-4096
toll-free:1-800-387-5757

1-877-335-5767

toll-free;1-800-999-3355
toll-free:1-800-387-5752

Small Business toll-free:1-800-387-5755
Medium/L arge Business, Government 1 866 440 3355
Spare Parts and Extended Service

Cayman Islands E-Mall Address la-techsupport@dell.com

Technical Support, Customer Service, Sales

1-877-262-5415
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Chile (Santiago)

Country Code: 56
City Code: 2

Web Address
E-Mail Address
Sales and Customer Support

www.dell.com/cl

la-techsupport@dell.com

toll-free: 1230-020-4823

China (Xiamen)

Country Code: 86
City Code: 592

Technical Support Web Address

Technical Support E-Mail Address

Customer Service E-Mail Address

Technical Support Fax

Technical Support — Dimension and Inspiron

Technical Support — OptiPlex, Lattitude and Dell
Precision

Technical Support — Servers and Storage

Technical Support — Projectors, PDAS, Switches,
Routers, etc

Technical Support — Printers

Customer Service

Customer Service Fax

Home and Small Business

Preferred Accounts Division

Large Corporate Accounts GCP

Large Corporate Accounts Key Accounts

Large Corporate Accounts North

Large Corporate Accounts North Government and
Education

Large Corporate Accounts East

Large Corporate Accounts East Government and
Education

Large Corporate Accounts Queue Team

Large Corporate Accounts South

Large Corporate Accounts West

Large Corporate Accounts Spare Parts

support.dell.com.cn

support.dell.com.cn/email
customer_cn@dell.com

592 818 14350
toll-free: 800 858 2969
toll-free: 800 858 0950

toll-free: 800 858 0960
toll-free: 800 858 2920

toll-free: 800 858 2311
toll-free: 800 858 2060

592 818 1308
toll-free: 800 858 2222
toll-free: 800 858 2557
toll-free: 800 858 2055
toll-free: 800 858 2628
toll-free: 800 858 2999
toll-free: 800 858 2955

toll-free: 800 858 2020
toll-free: 800 858 2669

toll-free: 800 858 2572
toll-free: 800 858 2355
toll-free: 800 858 2811
toll-free: 800 858 2621

Columbia Web Address www.dell.com/co
E-Mail Address la-techsupport@dell.com
Technical Support, Customer Service, Sales 01-800-915-4755
Costa Rica Web Address www.dell.com/cr

E-Mail Address
Technical Support, Customer Service, Sales

la-techsupport@dell.com

0800-012-0231

Czech Republic (Prague)
International Access

Web Address
E-Mail Address

SUpport.euro.dell.com
czech_dell@dell.com

Coieoy T sy
. ustomer Service

Country Code: 420 Fox 99537 2714
Technical Fax 22537 2728

Switchboard 22537 2711

Denmark (Copenhagen) Web Address SJpport.euro.del [.com
; Technical Support 7023 0182

Ig(’;zrg a(t)loonal Access Customer Servicg — Relational ' 7023 0184
Country Code: 45 Home/Small Business Customer Service 3287 5505
Switchboard — Relational 3287 1200

Switchboard Fax — Relational 3287 1201

Switchboard — Home/Small Business 3287 5000

Switchboard Fax — Home/Small Business 3287 5001

Dominica

Web Address
E-Mail Address
Technical Support, Customer Service, Sales

www.dell.com/dm

la-techsupport@dell.com

toll-free: 1-866-278-6821



http://www.dell.com/cl
mailto:la-techsupport@dell.com
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Dominican Republic

Web Address
E-Mail Address
Technical Support, Customer Service, Sales

www.dell.com/do
la-techsupport@dell.com
1-800-156-1588

Ecuador Web Address www.dell.com/ec
E-Mail Address la-techsupport@dell.com
Technical Support, Customer Service, Sales
(Calling from Quito) toll-free: 999-119-877-655-3355
Technical Support, Customer Service, Sales
(Calling from Guayaquil) toll-free: 1800-999-119-877-655-3355
El Salvador Web Address www.dell.com/sv
E-Mail Address la-techsupport@dell.com

Technical Support, Customer Service, Sales

800-6132

Finland (Helsinki)
International Access

Web Address
E-Mail Address

support@euro.dell.com
fi_support@dell.com

. Technical Support 0207 533 555
Code: 990
Cgu(ra]try Code: 358 Customer Service 0207 533 538
City Code: 9 ' Switchboard 0207 533 533
' Sales under 500 employees 0207 533 540
Fax 0207 533 530
Sales over 500 employees 0207 533 533
Fax 0207 533 530
France (Paris) Web Address Support.euro.dell.com
(Montpellier) Home and Small Business
International ACCesS  Technical Support 0825 387 270
Country Code: 33 Switchboard 0825 004 700
City Codes: (1) (4 switchboard (calls from outside of France) 035295705 020788
Sales
Fax 0825 004 701
Fax (calls from outside of France) 0499 754001
corporate 0825004 719
Technical Support
. 0825 338 339
Customer Service
Switchboard 55947100
Sales 0155947100
Germany (Frankfurt) Web Address support.euro.dell.com

International Access
Code: 00

Country Code: 49

E-mail Address

Technical Support

Home/Small Business Customer Service
Global Segment Customer Service

tech _support_central _europe@dell.com
069 9792-7200
0180-5-224400
069 9792-7320

City Code: 69 Preferred Accounts Customer Service 069 9792-7320
Large Accounts Customer Service 069 9792-7320
Public Accounts Customer Service 069 9792-7320
Switchboard 069 9792-7000
Greece Web Address Support.euro.dell.com

International Access
Code: 00

Technical Support
Gold Service Technical Support

00800-44 14 95 18
00800-44 14 00 83

Switchboard 2108129810
Country Code: 49 Gold Service Switchboard 2108129811
Sales 2108129800
Fax 2108129812
Grenada Web Address www.dell.com/gd
E-Mail Address la-techsuppo@dell.com

Technical Support, Customer Service, Sales

toll-free: 1-866-540-3355



http://www.dell.com/do
mailto:la-techsupport@dell.com
http://www.dell.com/ec
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Guatemala Web Address www.dell.com/gt

E-Mail Address la-techsupport@dell.com

Technical Support, Customer Service, Sales 1-800-999-0136

Guyana E-Mall Address la-techsupport@dell.com
Technical Support, Customer Service, Sales

toll-free: 1-877-270-4609

Hong Kong Web Address support.ap.dell.com

International Access
Code: 001
Country Code: 852

Technical Support E-mail Address

Technical Support - Dimension and Inspiron
Technical Support - OptiPlex, Latitude, and Dell
Precision

Technical Support - Servers and Storage
Technical Support - Projectors, PDAS, Switches,
Routers, etc .

Customer Service

Large Corporate Accounts

Global Customer Programs

Medium Business Division

Home and Small Business Division

support.dell.com.cn/email
00852-2969 3188
00852-2969 3191

00852-2969 3196
00852-3416 0906

00852-3416 0910
00852-3416 0907
00852-3416 0908
00852-3416 0912
00852-2969 3105

India

Dell Support Website

Portable and Desktop Support
Desktop Support E-mail Address
Portable Support E-mail Address
Phone Numbers

Server Support
E-mail Address
Phone Numbers

Gold Support Only
E-mail Address
Phone Numbers

Customer Service
Home and Small Business

Large Corporate Accounts

Sales
Large Corporate Accounts
Home and Small Business

Support.ap.dell.com

india_support_desktop@dell.com
india_support_notebook@dell.com
080-25068032 or 080-25068034 or
your city STD code + 60003355 or
toll-free: 1-800-425-8045

india_support Server@dell.com
080-25068032 or 080-25068034 or
your city STD code + 60003355 or

toll-free: 1-800-425-8045

eec_ap@dell.com

080-25068033 or your city STD code +
60003355 or

toll-free: 1-800-425-9045

India_care_HSB@dell.com
toll-free : 1800-4254051

India_care REL@dell.com
toll free : 1800-4252067

1600 33 8044
1600 33 8046



http://www.dell.com/gt
mailto:la-techsupport@dell.com
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mailto:india_support_Server@dell.com
mailto:eec_ap@dell.com
mailto:India_care_HSB@dell.com
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Ireland (Cherrywood)

International Access
Code: 00
Country Code: 353

Web Address

Technical Support
E-mail Address

SUpport.euro.dell.com

dell_direct_support@dell.com

; . Business computers 1850 543 543
City Code: 1 Home computers 1850 543 543
At Home Support 1850 200 889
Sales
Home 1850 333 200
Small Business 1850 664 656
Medium Business 1850 200 646
Large Business 1850 200 646
E-mail Address Dell_IRL_Outlet@dell.com
Customer Service
Home and Small Business 204 4014
Business (greater than 200 employees) 1850 200 982
General
Fax/Sales fax 204 0103
Switchboard 204 4444
U.K. Customer Service (dealing with U.K.only) 0870 906 0010
Corporate Customer Service (dia within U.K. 0870 907 4499
only)
U.K. Sales (dial within U.K. only) 0870 907 4000
Italy (Milan) Web Address Support.euro.dell.com

International Access

Home and Small Business

Code: 00 Technical Support 02 577 826 90
Country Code: 39 Customer Service 02 696 821 14
City Code: 02 Fa>§ 02696 821 13
Switchboard 02 696 821 12
Corporate
Technical Support 02 577 826 90
Customer Service 02 577 825 55
Fax 02 575 035 30
Switchboard 02 577 821
Jamaica E-mal Address [a-fechsupport@dell.com
Technical Support, Customer Service, Sales 1-800-440-920

(dial from within Jamaica only)



mailto:dell_direct_support@dell.com
mailto:Dell_IRL_Outlet@dell.com
mailto:la-techsupport@dell.com

Japan (Kawasaki)

International Access

Code: 001

Country Code: 81

City Code: 44

Web Address

Technical Support - Dimension and Inspiron
Technical Support outside of Japan - Dimension
and Inspiron

Technical Support - Dell Precision, OptiPlex, and
Latitude

Technical Support outside of Japan - Dell
Precision, OptiPlex, and Latitude

Technical Support - Dell PowerApp™, Dell
PowerEdge™, Dell PowerConnect™, and Dell
PowerVault™,

Technical Support outside of Japan - PowerApp,
PowerEdge, PowerConnect, and PowerVault
Technical Support - Projectors, PDAS, Printers,
Routers

Technical Support outside of Japan - Projectors,
PDASs, Printers, Routers

Support.jp.dell.com
toll-free: 0120-198-26
81-44-520-1435
toll-free: 0120-198-433
81-44-556-3894

toll-free: 0120-198-498

81-44-556-4162
toll-free: 0120-981-690

81-44-556-3468

Faxbox Service 044-556-3490
24-Hour Automated Order Status Service 044-556-3801
Customer Service 044-556-4240
Business Sales Division - up to 400 employees 044-556-1465
Preferred Accounts Division Sales - over 400 044-556-3433
employees
Public Sales - government agencies, educational 044-556-5963
institutions, and medical institutions
Global Segment Japan 044-556-3469
Individual User 044-556-1657
Individual User Online Sales 044-556-2203
Individual User Real Site Sales 044-556-4649
Switchboard 044-556-4300
Korea (Seoul) Web Address Support.ap.dell.com

International Access

Code: 001

Country Code: 82

City Code: 2

Technical Support, Customer Service

Technical Support - Dimension, PDA, Electronics,
and Accessories

Sales

Fax

Switchboard

toll-free: 080-200-3800
toll-free: 080-200-3801

toll-free: 080-200-3600
2194-6202
2194-6000

Latin America

Customer Technical Support (Austin, Texas,
USA)

Customer Service (Austin, Texas, U.S.A.)

Fax (Technical Support and Customer Service)
(Austin, Texas, U.S.A.)

Sales (Austin, Texas, U.S.A.)

SalesFax (Austin, Texas, U.S.A.)

512 728-4093

512 728-3619
512 728-3883

512 728-4397
512 728-4600 or 512 728-3772

Luxemborg Web Address Support.euro.dell.com
: Support 3420808075
International Access .

Code: OIO Home/Small Business Sales +32(0)2 713 15 96
Country Code: 352~ Corporate Sales 26257781
Customer Service +32(0)248191 19
Fax 262577 82
Macao Technical Support toll-free: 0800 105
. Customer Service (Xiamen, China) 34 160 910

Country Code: 83 ; . T
y Transaction Sales (Xiamen, China) 29 693 115




Malaysia (Penang)

International Access
Code: 00
Country Code: 60

Web Address

Technical Support - Dell Precision, OptiPlex, and

Latitude
Technical Support - Dimension, Inspiron, and
Electronics and Accessories

Support.ap.dell.com
toll-free: 1800 880 193

toll-free: 1800 881 306

City Code: 4 Technical Support - PowerApp, PowerEdge, toll-free: 1800 881 386
PowerConnect, and PowerVault
Customer Service toll-free: 1800 881 306 (option 6)
Transaction Sales toll-free: 1800 888 202
Corporate Sales toll-free: 1800 888 213
Mexico Web Address www.dell.com/mx

International Access
Code: 00
Country Code: 52

E-mail Address

Customer Technical Support
Sales

Customer Service

Main

la-techsupport@dell.com
001-877-384-8979 or 001-877-269-3383
50-81-8800 or 01-800-888-3355
001-877-384-8979 or 001-877-269-3383
50-81-8800 or 01-800-888-3355

Montserrat

E-mall Address
Technical Support, Customer Service, Sales

la-techsupport@dell.com

Toll-free: 1-866-278-6822

Netherlands

E-mall Address
Web Address

la-techsupport@dell.com
support.euro.dell.com

Qgﬁﬂ'e?ands Technical Support 020 674 45 00
(Amsterdam) Technical Support Fax _ 020 674 47 66
International Access Home/Small Business Customer Service 020 674 42 00
Code: 00 Relational Customer Service 020 674 43 25
Country Code: 31 Hom(_e/SmaII Business Sdles 020 674 5500
City Code: 20 Relational Sales 020 674 50 00
Home/Small Business Sales Fax 020674 47 75
Relational Sales Fax 020 674 47 50
Switchboard 020 674 50 00
Switchboard Fax 020 674 47 50
New Zealand Web Address Support.ap.dell.com

International Access
Code: 00
Country Code: 64

E-mail Address
Technical Support, Customer Service, Sales

Support.ap.dell.com/contactus
0800 441 567

Nicaragua

Web Address
E-mail Address
Technical Support, Customer Service, Sales

www.dell.com/ni

la-techsupport@dell.com
001-800-220-1377

Norway (Lysaker)

Web Address

SUpport.euro.dell.com

. Technical Support 671 16882
g‘;jgaé'oona' ACCESS o lational Customer Service | 671 17575
Country Code: 47 Home/Small Business Customer Service 231 62298

Switchboard 671 16800
Fax Switchboard 671 16865
Panama Web Address www.dell.com/pa
E-mail Address la-techsupport@dell.com
Technical Support, Customer Service, Sales 011-800-507-1264
Peru Web Address www.dell.com/pe

E-mail Address
Technical Support, Customer Service, Sales

la-techsupport@dell.com
0800-50-669
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Poland (Warsaw)
International Access

Web Address
E-mail Address

SUpport.euro.dell.com
pl_support_tech@dell.com

. Customer Service Phone 57 95 700
Code: 011 . Customer Service 57 95 999
Country Code: 48
City Code: 22 Sales 5795999

Customer Service Fax 57 95 806
Reception Desk Fax 57 95998
Switchboard 57 95 999
Portugal Web Address Support.euro.dell.com
: Technical Support 707200149

| A
ntemational ACCESS - omer Service 800 300 413

Code: 00

. Sales 800-300-410 or 800-300 -411 or

Country Code: 351 800-300-412 or 21-422-07-10
Fax 21-424-01-12

Puerto Rico Web Address WWW.de||.C0m/pl'
E-mail Address la-techsupport@dell.com

Technical Support, Customer Service, Sales

1-877-537-3355

St. Kitts and Nevis

Web Address
E-mail Address
Technical Support, Customer Service, Sales

www.dell.com/kn
la-techsupport@dell.com
toll-free: 1-866-540-3355

St. Lucia

Web Address
E-mail Address
Technical Support, Customer Service, Sales

www.dell.com/Ic
la-techsupport@dell.com
toll-free: 1-866-464-4352

St. Vincent and the

Web Address

www.dell.com/vc

Grenadines E-mail Address la-techsupport@dell.com
Technical Support, Customer Service, Sales toll-free: 1-866-464-4353
Singapore NOTE: The phone numbers in this section should

International Access
Code: 005
Country Code: 65

be called from within Singapore or Malaysia only.

Web Address

Technical Support - Dimension, Inspiron, and
Electronics and Accessories

Technical Support - OptiPlex, Latitude,

and Dell Precision

Technical Support - PowerApp, PowerEdge,
PowerConnect, and PowerVault

Customer Service

Transaction Sales

Corporate Sales

support.ap.dell.com
toll-free: 1 800 394 7430

toll-free: 1 800 394 7488
toll-free: 1 800 394 7478
toll-free: 1 800 394 7430 (option 6)

toll-free: 1 800 394 7412
toll-free: 1 800 394 7419

Slovakia (Prague)

International Access

Web Address
E-mail Address

support.euro.dell.com
czech dell@dell.com

cuop " Tl Sone R
. ustomer Service

Country Code: 421 Fox 02 5441 8328

Tech Fax 02 5441 8328

Switchboard (Sales) 02 5441 8328

02 5441 7585

South Africa Web Address support.euro.dell.com

(Johannesburg) E-mail Address dell za suppor@dell.com

. Gold Queue 011 709 7713

Ig(’;zrg a(t)g;ggllAcceﬁs Technical Support 011 709 7710

Country Code: 27 Customer Service 011 709 7707

Sales 011 709 7700

City Code: 11



mailto:pl_support_tech@dell.com
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Spain (Madrid)
International Access

Web Address
Home and Small Business

SUpPOrt.euro.com

Code: 00 Technical Support 902 100 130
Country Code: 34 Customer Service 902 118 540
City Code: 91 Sdes 902 118 541
Switchboard 902 118541
Fax 902 118 539

Corporate
Technical Support 902 100 130
Customer Service 902 115 236
Switchboard 91 722 92 00
Fax 91 722 95 83
Sweden (Upplands Web Address support.euro.dell.com
Vasby) Technical Support 08 590 05 199
: Relational Customer Service 08 590 05 642
I(g’;ﬁrg a(;loonal Access Home/Small Business Customer Service 08 587 70 527
Country Code: 46 Empl oyee Purchase Program (EPP) Support 020 140 14 44
Technical Support Fax 08 590 05 594

City Code: 8

Switzerland (Geneva)

International Access
Code: 00

Web Address
E-mail Address

Support.euro.dell.com

Tech_support_central_Europe@dell.com

. Technical Support — Home and Small Business 0844 811 411
gi(;;nggd(éogg. 4 Technical Support — Corporate 0844 822 844
Customer Service — Home and Small Business 0848 802 202

Customer Service — Corporate 0848 821 721

Fax 022 799 01 90

Switchboard 022 799 01 01

Taiwan Web Address Support.ap.dell.com

International Access
Code: 002
Country Code: 886

E-mail Address

Technical Support - OptiPlex, Latitude, Inspiron,
Dimension, and Electronics and Accessories
Technical Support - Servers and Storage
Customer Service

Transaction Sales

support.dell.com.cn/email
toll-free: 0080 186 1011

toll-free: 0080 160 1256
toll-free: 0080 160 1250 (option 5)
toll-free: 0080 165 1228

Corporate Sales toll-free: 0080 165 1227
Thailand Web Address Support.ap.dell.com
International Access Tech.n?cal Support (OptiPlex, Latitude, and Dell toll-free: 1800 0060 07
Code: 001 Precision)

Country Code: 66

Technical Support (PowerApp, PowerEdge,
PowerConnect, and PowerVault)
Customer Service

toll-free: 1800 0600 09

toll-free: 1800 006 007 (option 7)

Corporate Sales toll-free: 1800 006 009
Transaction Sales toll-free: 1800 006 006
Trinidad/Tobago Web Address www.dell.com/tt

E-mail Address
Technical Support, Customer Service, Sales

la-techsupport@dell.com
toll-free: 1-888-799-5908

Turks and Caicos Islands

Web Address
E-mail Address
Technical Support, Customer Service, Sales

www.dell.com/tc
la-techsupport@dell.com
toll-free: 1-877-441-4735



mailto:Tech_support_central_Europe@dell.com
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U.K.(Bracknell)

International Access

Code: 00

Web Address
E-mail Address
Customer Service Website

upport.euro.deil.com
dell direct support@dell.com

support.euro.dell.com/uk/en/ECare/

Country Code: 44 Sales form/home. asp
City Code: 1344 | e and Small Business Sales 0870 907 4000
Corporate/Public Sector Sales 01344 860 456
Customer Service
Home and Small Business 0870 906 0010
Corporate 01344 373 185
Preferred Accounts (500-5000 employees) 0870 906 0010
Global Accounts 01344 373 186
Central Government 01344 373 196
Local Government & Education 01344 373 199
Health 01344 373 194
Technical Support
Corporate/Preferred Accounts/PCA (1000+ 0870 908 0500
employees)
Other Dell Products 0870 353 0800
General
Home and Small Business Fax 0870 907 4006
Uruguay Web Address www.dell.com/uy

E-mail Address
Technical Support, Customer Service, Sales

la-techsupport@dell.com

toll-free: 000-413-598-2521

U.S.A. (Austin, Texas)
International Access

Code: 011
Country Code: 1

Automated Order-Status Service

AutoTech (portable and desktop computers)
Hardware and Warranty Support (Dell TV,
Printers, and Projectors) for Relationship
customers

Consumer (Home and Home Office) Support for
Dell products

Customer Service

Employee Purchase Program (EPP) Customers
Financial Services Web Address

Financial Services (lease/loans)

Financia Services (Dell Preferred Accounts
[DPA])

Business

Customer Service

Employee Purchase Program (EPP)

Customer s Support for printers, projectors, PDAS,

and MP3 players

Public (government, education, and healthcare€)

Customer Service and Support
Employee Purchase Program (EPP) Customers
Dell Sales

Dell Outlet Store (Dell refurbished computers)
Software and Peripherals Sales

Spare Parts Sales

Extended Service and Warranty Sales

Fax

Dell Services for the Deaf, Hard-of-Hearing, or
Speech-Impaired

toll-free’ 1-800-433-9014
toll-free: 1-800-247-9362
toll-free: 1-877-459-7298

toll-free: 1-800-624-9896

toll-free: 1-800-624-9897
toll-free; 1-800-695-8133
www.delIfinancial services.com
toll-free; 1-877-577-3355
toll-free: 1-800-283-2210

toll-free: 1-800-624-9897
toll-free: 1-800-695-8133
toll-free: 1-877-459-7298

toll-free: 1-800-456-3355
toll-free: 1-800-695-8133
toll-free: 1-800-289-3355 or

toll-free:
toll-free:
toll-free
toll-free;
toll-free:
toll-free

: 1-800-879-3355
1 1-888-798-7561
. 1-800-671-3355
. 1-800-357-3355
. 1-800-247-4618
. 1-800-727-8320

toll-free: 1-877-DELLTTY
(1-877-335-5889)



mailto:dell_direct_support@dell.com
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U.S. Virgin Islands

Web Address
E-mail Address
Technical Support, Customer Service, Sales

www.dell.com/vi

la-techsupport@dell.com
toll-free: 1-877-702-4360

Venezuela

Web Address
E-mail Address
Technical Support, Customer Service, Sales

www.dell.com/ve

la-techsupport@dell.com
0800-100-4752
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Getting Started with vFoglight

This chapter gives an introduction to the main dashboards and views in the vFoglight
browser interface. It also describes the icons and other screen elementsthat you will see
in most cartridges.

Note  vFoglight displays dynamic data that is updated regularly. For this reason it is not
recommended that you use your browser’s Back and Forward buttons, as this may cause
cached views to be displayed or result in an error message.

This chapter contains the following sections:

Logging in t0 VFOGIGNT ..o 30
Introducing the BrowSer INtEIMACE. ..ot 30
CUSLOMIZING VFOGIGNT ...ttt 36
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Logging in to vFoglight

vFoglight runsin Internet Explorer 6 and 7 and Mozilla Firefox 2.0x and 3.0x. Your
administrator will provide you with alink to the login page, where you enter your user
name and password.

User

Password

Change Password
@ vizioncore’

Introducing the Browser Interface

The following sections describe the main pages that you will seein a default
installation.

Note  Your administrator may have configured vFoglight so that the actual displays are different
from those in this section. The following information is intended only as a general guide.

Welcome Page
Thefirst time that you log in to vFoglight, the Welcome page is displayed.
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The Welcome page contains helpful linksto vFoglight Getting Started documentation
and tips, vFoglight demonstrations, online help, and support links.

The Welcome to vFoglight page will remain your default home page unless you set a
different home page. For instructions on changing your home page to a dashboard of
your choice, see “Home Page” on page 39. The instructions are also on the Welcome to
vFoglight page.

Screen Elements

This section describes the screen elements in vFoglight that you will see, regardless of
which cartridges have been installed.

In addition to the display area and the two panels, atypical screen in viFoglight includes
other elements, which are indicated in the graphic below.
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Typical screen
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Navigation Panel

The navigation panel contains al the dashboards that are available for viewing by the
current user. You can expand a module and select a dashboard to view it in the display
area. This panel a so provides access to the administration and configuration pages.

Note If you do not see any dashboards in the navigation panel, the user you signed in as may not
have been assigned to a group. For details, see “Understanding Roles in vFoglight” on
page 46.

Action Panel

The action panel contains the various actions that you can perform on the current
dashboard. It also contains views and data that you can add to a dashboard or report that
you are creating and provides access to the online help files.

Subsequent logins display either:
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* A home page that you have selected (for details, see “ Screen Elements’ on
page 31).

» Thefirst bookmark listed under Bookmarks; the default bookmark is the
Welcome page (for details about creating bookmarks, see “ Creating a Bookmark”
on page 43).

Filter Icon

Select the Filter icon ™! to filter by roleto control which group role can access
different parts of vFoglight. By using the Filter by role feature you can enable usersto
access a particular dashboard or homepage through role assignments.

To control user access according to role:
1 Click the Filter icon for the Homes or Dashboards.
2 IntheFilter dialog, select the checkbox next to each role you want to assign
access to the particular Dashboard or Home page.

123 [~ Administrator [~ Advanced Dperator
[T Cartridge Developer I~ Dashboard Designer [~ Dashboard User
[T General Access [~ Dperator [~ Security

Apphy Caral

3 Click Apply.

Note For more information on managing roles, see the vFoglight Administration and
Configuration Guide.

Close Arrow

The Close arrow is used to conserve space on the display area. Click the arrows to:

expand ¥ the display areaand collapse 1 the navigation and action panels.
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Header

The header contains the following icons:

Function Description
F_ogl_igh_f Click the product name to take you back to the Home page.
3 The user name of the current user.
username
B Logs out the current user and reclaims all resources that it
Sign Out used in the current session. This is the recommended way
to exit vFoglight, rather than just closing the browser.
Tabs

The following tabs are available in the action panel:

General tab—contains a number of actions that you can perform on the current
dashboard or report.

Help tab—provides access to the online help files and a search field for the help.

Design tab—available on any non-portal page to properly-authenticated users
such as those with the dashboard designer role. The Design tab shows a
hierarchical list of all views of adashboard, definition details, and acontext editor
that is useful for debugging.

When you select a particular view you can:

* Seethe definition of the current view

=14}

e Click Inspect = toanalyzetheview in the definitions editor.
* View the current run-time values that are available in the context for that view.

Note Inspecting existing object types is accessible from the WCF designer. For more
details on the dashboard definitions, see the Web Component Guide.

When you select Create Dashboard or Create Report, two more tabs appear:

Viewstab—containsalist of viewsthat can be added to a dashboard or report that
you are creating.
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» Datatab—containsalist of data objects that can be displayed in chart or table
format by dragging them into the display area.

Display Area

In the display areayou can view current dashboards and reports, aswell as create new or
custom dashboards and reports. See “Creating a Custom Dashboard” on page 76 and
“Creating a Custom Report Template” on page 213 for more information.

Note You can maximize the size of the display area by closing the navigation and action panels.

The example below shows two views and two metrics charts, which were dragged into
the display from the Views and Data tabs in the action panel.

Hew Dashboard time ranger

Host: @ tor014002.prod.quest.corp ~ i B x|| Al Alarms Chart =R
Host: | tor014002.prod. quest.corp [ All Alarm Count
8
Health: @ Alarms: 1 iqg
® CRrU — - 9% i)
1215 1245 1BS 1345 145 1445 1SS 1545
@ Memory 97 %
@ Disk —— 0% Metrics for: Memory (Windows_Memory) «EZOX
@ Metwork 0%
= - = % 100
Metrics for: CPUs (Windows_CPUs) <1 =i | I
% 100 80
80 0
&0 a0
a0 20

20 o
w 12615 125 1315 1395 1415 1445 1S5 1545
W utilization (%)
o

1215 1245 1315 1345 1405 1445 15:5 155

M utilization (%)

Footer

The footer contains the following links:

Copyright Vizioncore Inc. Links to the copyright page on the Vizioncore
web site.
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Contact Us Linksto local contact information on the
Vizioncore web site.
About Displays product, contact, and support
information.
Delete Icon

A bookmarked page provides easy access to navigation items. Click the Deleteicon
beside the bookmark to remove it. See Chapter 2, “Deleting a Bookmark in the
Bookmarks view”.

Zonar and Time Range
vFoglight uses a bar chart to indicate the average of all collected metrics within the
range of the zonar. See Time Range and Zonar in Chapter 3.

Time Range Freeze Control

The Time range function enables you to freeze the vFoglight interface data at a
specified time range. See “Freezing atime range” on page 52.

Customizing vFoglight

This section describes the areas where you can customize vFoglight according to user
preference settings, home pages, and themes.

User Preferences

The User Preferences dashboard is under Configuration in the navigation panel. The
optionsin this page enable you to change anumber of settingsin vFoglight. The choices
you make here are saved with your user profile.
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I Save X Cancel

~ General

Language (Browser Language)

Refresh Interval |300

Time Zone @ Server Time (Eastern Standard Time) America/New_York — 11:01 AM

OUser Time

Time Range (Default) - Last 4 Hours

* Themes

Print | Report (Monochrome)

~ PDF Defaults
Page Size (Default)

Orientation | (Default)

~ Advanced
+ Page Flow Overrides

Map

~ Data Sources
Foglight

Schema

[[] Disable User Interaction Persistence

The following table describes the User Preferences settings.

Setting

Description or Options

Language

This setting controls the language that is used in the
vFoglight browser interface. The default isthe
language set in the browser.

Refresh Interval

To ensure that the views display current data, vFoglight
automatically refreshes the pages. This setting enables
you to choose the length of the interval. The default is
300 seconds.

Time Zone

The time zone used in avFoglight session is
determined when you log in and is the local time zone
for your server. You can use the User Time setting to
choose another time zone.

Time Range

This setting controls the default time range for the
views. The default setting is Last 4 Hours.
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Setting Description or Options
Themes Themes are format settings that affect the look of
dashboards and reports. You can override this setting
for individual dashboard and reports using the Themes
optionsin the action panel. For details, see “Themes’
on page 39.
You can only change the look of your PDF reports
(Create PDF) in User Preferences.
To change the theme used in generating (printing)
reports to color, choose Report (Color) for the Print
theme.
+ Themes
Print Report (Monochrome) _'J
(Default)
Remote Appl_icai_jon - Default
- PDF Defauli e
Page SizelReport {Color)
PDF Defaults These settings enable you to set the page size and
orientation of PDFs.
Advanced Page Flow Overrides: These settings override the pre-

defined links between System views. For more
information, see “Page Flow Overrides’” on page 38.

Data Sources: These settings determine the data source
that vFoglight uses for data and schemas.

Disable User Interaction Persistence: If you select this
option, changesthat you makein the vFoglight browser
interface are not kept with your user profile.

Page Flow Overrides

System views are linked to each other through pre-defined configurations. In some
cases, you may want to link a System view to a User view instead. The Page Flow
Override option enables you to make this change. Every link on the page or view
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indicated in the Map field that points to atarget view will be redirected instead to the
view indicated in the To field.

Caution This requires knowledge of how views are created, and should only be set by a view or
dashboard designer. For more information, see the Web Component Guide.

Home Page

You can choose any dashboard to be your personal home page. Other dashboards can
also be designated as home pages by a dashboard devel oper. These are listed under
Homes in the navigation panel.

To set your personal home page:

1 Select adashboard under Homes in the navigation panel on the left. Choose the
dashboard that is most appropriate for your needs.

2 Click Makethismy home page in the actions panel.

The dashboard is listed under Homesin the navigation panel and will be the first
page that is displayed every time you log in to vFoglight.

If you later choose another dashboard as your home page, it replaces the previous one.

Note  You can have multiple homes. When you mark something as a home page, it becomes the
default home and it is added to the list of possible homes. For example, if you add vFoglight
Data Management as your home page, it is added to the default set of homes for your user
role, and becomes your "current" home. If you log out and log back in, you will access
vFoglight Data Management.

Themes

The Themes options alow you to control the look-and-feel for your Ul such as the
appearance of vFoglight dashboards and reports. You set these options in the User
Preferences page, but you can override them by using the same options under Themesin
the action panel.
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The following table describes the options.

Option

Result

Application - Default

White background in all dashboards and views

Monitoring - Default

Dark blue background in all dashboards and views

Report (Monochrome)

Reports are printed in black and white

Report (Color)

Reports are printed in color

Note To print PDF reports in color, the theme must be changed in the User Preferences
dashboard. Go to Configuration > User Preferences and choose Report (Color) for the
Print theme. See “User Preferences” on page 36.




Navigation in vFoglight

This chapter provides an introduction to the navigation tools used in the vFoglight
browser interface and also an introduction to roles.

This chapter contains the following sections:

INtrodUCtION t0 NAVIGALION........cvvveeveiceeir et ettt
Understanding Roles in vFoglight
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Introduction to Navigation

In addition to the navigation panel, other navigational aids are located in dashboards and
views. Theseinclude:

» Dataviews (charts, tables, cylinders) provide links to more detail about the data
that is selected (service > service detail) or to diagnose a problem (alarm > alarm
detail).

» Selector views (trees, drop-down lists) allow you to change the context (domain,
hogt, etc.) of what you are viewing.

« Navigation views (links box, labels) alow you to navigate from one part of the
interface to another.

Note In addition to these types of links, vFoglight also displays additional information from within
a view. For more information, see “Tooltips, Dwells, and Popups” on page 50.

Breadcrumb Trail

The name of the current view is displayed in bold letters at the top of the view:
Agents on All Hosts = Property Viewer

If you move directly from one view to another, the names of the previous views are
displayed in a breadcrumb trail. The names are links back to the previous views and are
displayed as non-bolded text.

Caching

vFoglight displays dynamic datathat isregularly updated. For thisreason it is preferable
not to use your browser’s navigation buttons, as this may display cached views or result
in an error message. Use the links in the display areainstead.

vFoglight remembers where you have been by display area. If you leave a dashboard
and then return to it, you see the last view that was displayed.

Note This tracking is based on your user ID and is saved on the server.
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Table Links

Content in tables can be links to views. For example, in atable that contains alist of
hosts, each host name may be alink to a page with more information about that host.

Tables aso have icons and functions for sorting, paging, and filtering. These are
discussed in “Working With Tables” on page 91.

Icon Links

Icons may be links to other views or dashboards. Linked icons and non-linked icons
look the same. When you move your mouse over alinked icon, the pointer changesto a
hand. For more information, see “lIcons’ on page 94.

Bookmarks

Bookmarks are useful for keeping track of dashboards and views that you intend to
revisit or access quickly, without having to drill down several levels. A bookmark can
be a snapshot of datathat is“frozen” at aspecific point intime, or it can be updated with
current data when you access it. For example, you can create a bookmark to quickly
access a specific drilldown or view to be saved for viewing later such as the System
Overview on a particular host last Wednesday.

The Bookmarks section of the navigation panel lists all the bookmarks that you have
created. When you select abookmark, it appearsin the display area. You can then do the
following:

» email alink to this dashboard
* makeit your home page
e printit

Creating a Bookmark
To bookmark a dashboard:
1 Locate and display the dashboard that you want to bookmark.
2 Inthe action panel, select Bookmark.
The Bookmark dialog appears.
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Bookmark

Name Alarms
Keep for & Forever
QO days
[]5end an email with a link to this bookmark
[ Preserve state

Preserve time range
Description

3 Typeaunique name in the Namefield.

4 Select one of the Keep for options to indicate whether you want to keep the
bookmark indefinitely or for a specified number of days. If you choose the | atter,

type the number of daysin the text field.

5 Select Send an email with alink to thisbookmark if you want to send someone

alink to the new bookmark.

6 Select Preserve state if you want to keep the context input of the dashboard.

For example: At the time when you bookmark a dashboard, it has a drop-down in
which HostX is selected. When you later view the bookmarked dashboard, HostX

will still be selected.

7 If you have selected Preserve state, the Preserve time range check box becomes
available. Select this check box if you want to keep the bookmark’s current start
and end times. Otherwisg, if the time rangeisrelative (e.g. Last 24 Hours), the
bookmarked view will show metrics for the default time period when you display

it.
8 Type adescription; thisis optional.
9 Click OK to save the bookmark.

10 If you selected the email option in step 5 above, an email window opens,
containing alink to this bookmark. Complete the required fields and click Send.

The new bookmark is now listed under Bookmarks at the top of the navigation panel.

Viewing a Bookmark

To display a bookmarked dashboard, expand the Bookmarks area in the navigation

panel and select the bookmark you want to display.
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Emailing a Link to a Bookmark
This option is also available when you create a bookmark.
To email a link to a bookmark:
1 Inthe Bookmarks area of the navigation panel, select a bookmark to display it.

2 Select Email from the action panel.
An email window opens, containing alink to the bookmark.
3 Fill in the required information and click Send.

Changing Bookmark Properties
You can change the expiry time and the description of an existing bookmark.
To change the properties of a bookmark:
1 Inthe navigation panel, select the name of a bookmark you want to edit.
2 Intheaction panel, click Propertiesto open a drop-down menu.
3 Select Edit bookmark properties under Actions.

The Bookmark dialog appears.

Bookmark

Name  Alarms
Keep for @Forever

L] days

Description

4 Make your changes and click OK.

Deleting a Bookmark in the Bookmarks view
You can remove a bookmark in the navigation panel.
To delete a bookmark in the navigation panel:
1 Placethe cursor over the deleteicon  beside the name of the bookmark.
Theicon turnsred.
2 Click thedeleteicon @.
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3 Onthe confirmation dialog, click Delete to delete the bookmark.

Understanding Roles in vFoglight

vFoglight controls access to dashboards and views by means of roles. A vFoglight
administrator assigns users to groups and then assigns roles to those groups. When you
try to access a dashboard or view, the roles of the groups to which you belong are
matched against the relevant roles and the allowed roles that were set for that dashboard
or view.

Relevant roles control which dashboards and views are listed in the navigation and
action panels. Allowed roles control which dashboards and views a group can access,
whether or not they are listed in the panels. If aview has no relevant roles marked,
vFoglight assumesit isrelevant to al roles. If aview has no allowed roles marked,
vFoglight assumes that all roles are allowed to seeit.

To illustrate how roles work, suppose you belong to a group that has been assigned the
roles of Advanced Operator and Dashboard User. When you log in to vFoglight, the
navigation panel lists only the dashboards for which those roles are relevant roles. In
some dashboards, one or more views may not be available because your roles have not
been set as allowed roles for them.

You can filter the dashboards that are listed in the navigation panel by clicking the filter
icon to the right of Dashboards or Homes to display alist of relevant roles, de-selecting
one or more roles, and clicking Apply.

Therolesthat are built in to vFoglight are designed to have the following permissions:

Role Permissions

Dashboard User Access to basic dashboards.

Operator Access to basic dashboards. Operators can also access
dashboards like Services, Agents, and Host Table.

Advanced Extends Operator to include administrative dashboards like the
Operator Service Builder and the Application Builder.
Dashboard Access to the dashboard design options available under

Designer Configuration > Definitions.
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Role Permissions

Cartridge Ability to load cartridges, create rules and derived metrics, and
Devel oper perform other tasks related to creating a cartridge.
Administrator Access to al administrative functions, particularly the ability

to deploy, create, and control agents.

See the vFoglight Administration and Configuration Guide for additional information
on users, groups and roles.
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Working with Dashboards

This section describes how to work with vFoglight dashboards, and provides a
description of the common elements that are found on most dashboards.

Note For information about the options in the Administration module, see the Administration and
Configuration Guide.

For information about the Definitions dashboard, see the Web Component Guide.

For information about cartridge dashboards, such as the dashboards for the Cartridge for
Operating Systems, see the User Guides for those cartridges.

This chapter contains the following sections:

INtroduction t0 DASHDOAITS .......ccucvrevreirieircreiereee s 50
COMMON VIBWS ..o e 58
Creating & Custom DaShBOAIT ..........cueeieerierrireeeieesne s ases e 76
Viewing Dashboard PrOPEILIES ..........ccruriiririneieireeeerieisse et 89
WOTKING WIth TADIES ...ttt 91

PHINING VIBWS ..ttt sttt n s 92
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Introduction to Dashboards

vFoglight displays monitoring datain views that group, format, and display it.

Dashboards are top-level views that do not need to receive data from other views.
Dashboards usually contain a number of lower-level views. The dashboards supplied
with vFoglight, as well asthose created by users, are available in the navigation panel.

Lower-level viewsin vFoglight can be added to dashboards or can be accessed by
drilling down from a dashboard. They receive and display data directly from the
vFoglight Management Server or from other views. Some viewsfilter or select data that
appears in other views in the same dashboard. Some are tree views with expandable
nodes for selecting servers, applications, or data.

Display Functions

vFoglight provides various ways in which you can modify aview or display the datain
adifferent format. For example, you can select metrics, select a data object to update a
view, or change the time range. These functions are available as drop-down lists or table
filters, in dialogs, or through menus.

This section describes the following functions that you can use to modify aview:
» “Tooltips, Dwells, and Popups’ on page 50
* “Time Range’ on page 51
o “Splitter” on page 56
e “Columns’ on page 56
e “Drop-Down Listsand Trees” on page 56

Tooltips, Dwells, and Popups

Different types of smaller views provide additional detail about an element in aview.
Examples of these views are:

» A tooltip element describes what it represents when you hold the cursor over a
status icon. Tooltips also appear when you hold the cursor over aline in a chart.

« A dwell displays additional information about the item when you hold your
cursor over alinein atable.

« A popup displays additional information and optionsif you click alinein atable.
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Tooltips and dwells disappear when you move the mouse, but a popup remains open
until you close it by clicking outside it or clicking the closeicon = in the corner. You
can also maximize some popups by clicking the maximizeicon £ in the upper right
corner.

Metrics for: Memory (Windows_Memory),tor014002.prod.quest.... ~ @ O X
% | 100

— w

runQueuelength: tor014002.prod.quest.corp (Windows_Host)| ||
6 count @ 1/22/08 11:01 AM

0740 0810 0840 09110 09140 10:10 1040 1110

M utiization: Memory (Windows_Memary) (%)

Time Range

The time range at the top of a dashboard indicates the current time range for all the
views on the page. If some of the views have independent time ranges, thetimerangeis
not displayed.

By default, the time range in a dashboard is displayed in real time. You can “freeze’ the
time range so that the views are fixed at a certain range. Thisis helpful for diagnostic
purposes when you do not want to receive new data. For further details, refer to
“Freezing atime range”’ on page 52.

Changing the time range in a dashboard affects all the views in the dashboard. If an
individual view in adashboard has a different time range, that takes precedence over the
time range for the dashboard.

Clicking the time range opens a menu where you can select another time range or select
Custom to specify arange.

Standard Time Ranges

Thetime range menu lists the standard ranges. When you select one of these options, al
the views in the dashboard are automatically updated, unless they were created with a
time range other than the global one.

Custom Time Ranges

To set a specific time range, you select Custom from the time range menu to open the
Custom Time Range dialog. Initially, only the Zonar is displayed. Clicking the down-
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arrow beside Precision Control expands the dialog to display the Precision Control
options. Clicking the browse button L to theright of the date fields displays the
calendars.

Custom Time Range =it
Zonar o
e e 1/7/08 3:07:09 °M
Predsion Control =
date and — i
—» From |1/7/08 11:07:09 AM D

time fields

[[] Earliest Available

4| 4 January 2000 A TR | January 2008 B
calendars —» ') 1 4
granularity » Granularity:
control
Apply |

The Precision Control section contains the following settings:
» From and To date and time fields (see page 55)
» Earliest Available and Current Date check boxes (see page 55)
e Calendars (see page 55)
» Granularity options (see page 55)
Except for granularity, changing any of these settings automatically updates the views.

The time range for a summary view islikely to be different from the time range for a
detail view. Therefore, the time range that you select affects only the current view and
drill-downs from it; it does not affect higher-level views.

Freezing a time range

By default, the time range on adashboard is displayed in real time. You can tell this at-
aglance if the word Now is shown in the time range display.

E Wednesday, May 14, 2008 602 AM - Maw 4.0 hours -
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You can disconnect from real time and “freeze” a dashboard at a specified time range.
When this occurs, the views on the dashboard will not receive any new data.

To freeze a time range:
1 Select the dashboard for which you want to freeze the time range.

2 Click the = icon to theleft of the displayed time range at the top right of the
dashboard.

Tip  When you hover over the icon a popup indicates if the time range is real time or frozen:

Gn’da‘y, Auguzt 2, 2008 7:12 &M - Howe 4.0 haurs

|The kime range is real time click ko Freeze| :

Thetimerangeis set and the icon changesto [it].

Hover over the icon to display the message: Time rangeisin the past, click to
switch to real time.

3 If you later refresh a dashboard, you may notice that the time range remains fixed
even though the time that is displayed in the Zonar changes. For example, in the
screen shot below, the time range ends at 9:50 while the current timeis 10:12.

] Wednesday, May 14, 2005 5:50 &M - 150 AM 4.0 houts +

" 51408 10:12:02 amM

To unfreeze a time range:
* Click the [i4] icon.

The time range changesto end at the last monitoring time range that you used (for
example, the last four hours).

Diagnostic Time Range

In vFoglight versions 3.0, if you drilled down the path for an old alarm, all of the
drilldowns applied to the current time, not the time that the alarm occurred. In versions
3.0.1 (or later), the time-sync function called the diagnostic time range was added to
drill-downs.

The diagnostic time range shows a4 hour window, where the alarm time rangeis placed
3 hoursinto the window (e.g. 3 hours prior and one hour past the alarm). The diagnostic
time range stays frozen until you unfreeze (toggle) the time range.
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The diagnostic time range function works as follows:

» For any alarm that is not in the current time range, if you click on adrill down,
places you into a diagnostic time range.

» Some drill-downs indicate that you are in diagnostic time range as shown in the
dialog box below.

[¢Y] Diagriostic time range Jriday, Augusk 8, 2008 7:11 AM - 11:11 AM 4.0 hours
tor0 I3 7 mrog. quest. corgs

Health: @  Alarms: 4 &
@& CRU o~ 4%
@ Memory 78
@ Disk A 1 %
® Metwork 0 %

Related
Hosk Monitar
Haosk Brawser

Note Thediagnostic time range function is not available for al drill-downs.

Zonar

At the top of the dialog isadliding bar called the Zonar. When you place your mouse
over the bar, a popup displays the current date, time, and time range.

[Tuesday, December 11, 2007
P — 12:17 PM - Mow
Tuesdd 4 hours Mow 4.0 hours

+—t—t—t—t+—+—+—t {lrt—t—t—1— t i
@ 12/11/07 4:17:30 *M

Click in the middle of the range to drag the Zonar to the |eft or the right. The start and
end times of the range changes, but keeps the same time period. You can increase or
decrease the time period by dragging the sides of the range. Asyou drag, the popup
displays the new range.

Asyou drag the edges of the range, the Zonar scale automatically adjusts, increasing or
decreasing the units of time. For example, in the above screen shot, the timerangeis
four hours. If you drag the left edge of the range asfar asyou can, the range increases by
about eight hours. When you stop dragging, the scale automatically adjusts and you can
then drag the edge further.

If you drag the right edge of the range when thetime rangeisin real time (the word Now
is shown in the time range display), the range will persist for the duration (for example,
4.5 hours) and not to the specific date/time to which it was set.
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Precision Control

The Precision Control section is collapsed when the dialog opens. To display it, click
the down arrow to theright of Precision Contral.

Date and Time Fields

Type specific dates and times for the range. If you enter an incorrect date or time, ared
exclamation mark is displayed at the right of the field and you cannot apply the changes.
You can also use the Earliest Available or Current Date check box to set the time range.

Calendars

If you prefer to use a calendar to select dates, click the browse button [] to the right of
the date and time fields to display start-date and end-date calendars.

Granularity

Granularity controls the size of the metric intervals. The default option is Raw, which
displays the actual collected data points. The Auto option uses intervals that are sized
according to the time range. For example, a one-hour range has five-minute intervals,
while a one-week range has one-hour intervals. If you choose an option other than the
default, click Apply to update the views.

Caution If you set too large an interval, there may not be enough points to plot on a chart. For
example, if you only have one day of data, an interval of six months will result in a single
point. If an interval is too small, there may be too many data points to display if the chart
is small.

The maximum and minimum values of a metric are actual numbers, while data points
inside an interval are averaged. Agents may report their data at uneven intervals.
vFoglight setsthe datato be plotted in evenly-spaced interval s using data collected from
any number of agents.

To do this, the data pointsinside theinterval are averaged. This hasthe effect of evening
out the maximum and minimum values if an interval contains more than one real data
point. The maximum and minimum values of a metric are based on real data and not an
averaged value. These values are often plotted as markers on the chart. Therefore the
averaged values on the plotted curve or bar may not match the real values of the
markers.
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Splitter

Composite views may have a moveable bar, or splitter, between the two views. It can be
either horizontal or vertical. You can move it back and forth to resize the views on either
side.

The splitter has two arrows facing in opposite directions. When you click an arrow, the
view it isfacing collapses, the splitter moves to the edge of the remaining view, and
only the other arrow isvisible. You can restore the hidden view by clicking the other
arrow.

Columns

When you are creating a custom dashboard or report, you can choose one of the options
under Columns under the General tab in the action panel to divide the display areainto
one, two, or three columns.

 Colurins
=1 (B2 6063

Drop-Down Lists and Trees

Drop-down lists are views that change the context of other views, such asthosein the
same container view. When you select an item from a drop-down list, the view is
refreshed with new data. For example, aview may contain adrop-down list of metrics, a
chart, and atable. Selecting a different metric changes the context of the page, and the
chart and table are updated accordingly.

A drop-down list displays alist of single options. A tree expands to display a hierarchy
of options. They have the same effect on the context.
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Customizer

The Customizer icon is available for charts and tables.

Note To access the customizer it needs to be enabled. Customizers are not enabled by default.

If the Customizer icon 3% isenabled you can:
» Change the chart type dynamically. See “ Changing the Chart Type” on page 81.

» Export charts and tables to PDF or CSV format. See Exporting Data from Charts
and Tables.

Exporting Data from Charts and Tables
The option to export datato CSV and PDF format is available for charts and tables.

For example, you can create new graphs using drag and drop metrics onto a dashboard,
and then export the datato CSV output. Therefore, you can create multiple metrics, set a
time range, export to CSV, and then open the datain Excel.

To export chartsto CSV or PDF format:
1 Navigate to the chart or table you want to export.
1 Click the Customizer icon =5 in the top right hand corner of the table or chart.
2 Choose either Export as CSV or Export as PDF.

Piot

lualy Area
Ly Stacking Ares

Ll Bear

Export &% CSY
Export. 2 PDF

3 If you chose Export as CSV, choose if you want to open or save thefile.
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Common Views

vFoglight makes use of common views in most of the standard dashboards. Using
common views in pre-declared dashboards is an effective way to enable and create easy
workflows. Examples of views used in most of the dashboards include the Alarm list
display and the Host summary display.

Alarm List

When alist of alarms is shown, the same alarm list view appears as a popup or fixed
path depending on the navigation path.

maomaooaoasanaEk s
K

The Alarm list view displays asummary of alarms by severity level at thetop. The
countsin the title are for outstanding alarms. The Outstanding Alarms view shows
Ack’ed and Cleared columns containing aY (Yes) or N (No) to indicate the
Acknowledgement status. While the Alarms list also shows cleared alarms, the cleared
aarms are not included in the count for outstanding alarms. Cleared alarms appears
dimmed out. Cleared alarms can be filtered out. You can also apply afilter to the alarm
list using other criteria, as described in “Filtering the Alarms View” on page 62.

Managing Alarms

You can select an individual alarm and once selected, choose to take action on the alarm
that has been fired such as Acknowledge or Clear. For further information, refer to
either “ Acknowledging an Alarm” on page 63 or “Clearing an Alarm” on page 65.

The Alarm list view alows you to choose from four different perspectives on alarms.
e Current Alarm(s)
 Error Instance(s)
» Related Host(s)
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» Related Agent(s)

Current Alarm(s)

By default, you see the list of alarms with the ability to sort the alarms by different
elements (Severity, Time, Ack’ed, Cleared, Host, Instance, Message, Origin, Agent,
Agent Type).

Error Instance(s)

The Error Instances option lists the agents containing data that triggered an alarm in the
Outstanding Alarms table. For each error instance triggered, it indicates its state of
health, number of each type of alarm, and its health history.

In the example shown below, the alarms are grouped according to their source (Long
Name).

Drilldowns

The following drilldowns are available from the Alarm Source(s) table.

Select To

Long Name see the “Instance” on page 66.

If you select an agent, you also are notified if the agent is
running and the overall health state of the agent (Broken or
OK).

Health icon seelinksto:

¢ health of al alarm sources
¢ health of current alarm source
« dl outstanding alarms for that alarm source

Alarms see alist of dlarmsfor that alarm source
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Select To
Health History Hover over the Health History bar to see the percentage and
duration of time that the alarm source was at a certain severity
level.

Related Host(s)

A convenient way to isolate issues related to systemsisto show the alarms organized by
the originating host. You can expand each host to see the source of the alarm. In the
example below, all alarms are coming from a single host instance.

Drilldowns
The following drilldowns are available from the Related Host(s) table.

Select To

Long Name see the “Instance” on page 66.
If you select a host, the Host Summary as described on
page 74 is displayed.

If you select an agent, you also see if the agent is running and
the overall health state of the agent (Broken or OK).

Health icon see links to:

¢ health of al alarm sources
¢ health of current alarm source
e al outstanding alarms for that alarm source

Alarms see alist of alarms for that alarm source

Hover over the Health History bar to see the percentage and duration of time that the
alarm source was at a certain severity level.
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Related Agent(s)

A useful way to understand which agent is causing an alarm to fire is to show alarms
organized by the agent that collected the data. You can expand each agent node to see
where the agent is gathering data.

The example below shows that the Application Monitor agent isfiring fatal alarms and
critical alarms are coming from the Windows System agent.

B 12 18: 36 Outstanding Alarmn(s) for the Entire Systern (Mot Including SLA Alarmns) Alarmn Filter Mot Set = 1
View: 36 Outstanding Alarm(s) | 12 Alarm Source(s) | 1 Related Host(s) | & Related Agent(s)
Lang Mamme Health Alarms Health Histary
AppMonitor_2@tor014004. prod.guest.corp @ _ e
AppMonitor_1@tor014004 prod. quest.corp @® = I
‘Windaws_System_1@tor014004 prod. quest.corp ) 12 13
TerminalSerwer_1@tor014004 prod.quest com [5) 1
Webloritor_1@ter01 4004, prod.quest com [5) B
WebMonitor_2@tor014004, prod.quest corp @ 2
Drilldowns

The following drilldowns are available from the Related Agent(s) table.

Select To

Long Name see the “Instance” on page 66.

If you select an agent, you also are notified if the agent is
running and the overall health state of the agent (Broken or
OK).

Health icon see linksto:

¢ health of al alarm sources
¢ health of current alarm source
e all outstanding alarms for that alarm source

Alarms see alist of darmsfor that alarm source

Hover over the Health History bar to see the percentage and duration of time that the
alarm source was at a certain severity level.
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Filtering the Alarms View

You can filter the list in the Outstanding Alarms view using one or more of the
following criteria:

Severity (Undefined, Normal, Fire, Warning, Critical, Fatal)
Time (range, earliest available, current date)

Is Acknowledged (true or false)

Is Cleared (true or false)

Host name

Instance

Message

Origin (source of an alarm)

Whether or not the alarm has been acknowledged (True or False)
Agent name

Agent type

Tofilter the alarm list:
1 Click Alarm Filter Not Set in the title bar of the view. (If afilter has already

been set, the link will say Alarm Filter Applied.). The Alarm Filter Not Set/
Applied dialog opens.

Alarm Filter Mot Set o x
Serverity: [T Undefined [T Mormal [T Fire [~ Warning [T Critical [ Fatal
Created Time:

From | | Ta | | _I

[ Earliest Available [T Current Date

Is acknowledged: [T True [T False

Is Cleared: [~ True [~ False

Host Mame: I— ™ Usz Regex
Inskance: I— [ Use Regex
Message: I— [ Use Regex
Qrigin: I— [T Use Regex
Agent Marne: I— [~ Use Regex
Agent Type: I— [~ Use Regex
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2 Select or enter your filter criteria. If you want to use a calendar to choose adate or
date range, click the browse button [ to display two calendars. The dates that
you choose in the calendars appear above in the From and To fields.

3 If applicable, select the Use Regex checkbox to search for aregular expression
(regex). Regex isa special text string that describes a search pattern using
wildcards. For example: .*\.txt$

4 Click Find.
Thetable refreshes to display the filtered alarm data.

Hiding Columns in the Alarms View
You can hide any of the columnsin the Outstanding Alarms view.
To hide columns:
1 Click the editicon (:z) above the table.
A popup displays alist of the columnsin the table.
2 De-select the columns that you want to hide and click Apply.
The de-selected columns are removed from the table.

Acknowledging an Alarm

The Ack’ed and Cleared columns in the Outstanding Alarms view indicatesif an alarm
has been acknowledged. If an alarm has not yet been acknowledged, the column
displays N. When you acknowledge an alarm, the column appears with aY. The name
of the person who acknowledged it is also indicated. Thisinformation is aso stored in
an audit report. You also have the option of adding a note (see “ Alarm Notes’ on

page 70) to indicate an alarm has been acknowledged.

To acknowledge an alarm:

1 Inthe Alarmsview, select the alarm(s) in the alarm table that you want to
acknowledge.

2 To acknowledge the alarm from the Outstanding Alarmslist, click Acknowledge
at the top of the table:
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The Alarm status in the Ack’ ed column changesto Y to indicate the alarm has
been acknowledged. If you hover over the Y, your user name appearsin the By

user column for that alarm.
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Note Alternatively, you can acknowledge an alarm using the Alarm Details dialog box.

a Inthe Outstanding alarms view, click N beside the alarm that you want to

acknowledge.

The Alarm Details dialog box appears.

Alarm Detsil ax
Created Time 10/23(08 310 PM Origin Eventlog
Message and Help Host tor014004, prod, quest.corp
NT Event Log: Application beasve The description for Event ID (5] in Agent Instancel
Source (beasyc) could not be found, Agent Type Windaws_System
Created By Eventlog
Default Drilldown /s
J Alarm History || Alarm Motes |
Acked Info Clearing Info
o
Created Time Sew Dur Status By Liser Shatus By Motes =
10{23/08 3:10 PM (O] 19hr ot Ack'ed Mot Cleared [
Acknowledgs Acknowledge Unkil Normal | clear | Cancel |
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b Click Acknowledge.

Your user name appearsin the Ack’ ed column for that alarm. The Alarm statusin
the Ack’ ed column changesto Y to indicate the alarm has been acknowledged.

Alarm Detail ax

(@) Created Time 10/23(20 311021 Origin EventLog
&Y Message and Help Host kar014004,prod, quest.carp
NT Event Log: Application beaswe The description For Event ID (5 in Agent Instancel
Source (heasve) could not be Found. Agent Type Windows_System
Created By EventLog
Default Drilldown /s
Alarm History | alarm Motes
Created Time * Sev | Du gckedunly eaais Hotes __
Status By User Status By =
10/23/08 3:10 PM @® Wb Adkd hirae hat Cleared i |

dckroniedae | ficknowledze Untiliormall | [clear | [ cancel

If you want to acknowledges the current alarm and all consecutive alarmsfired by
the same rule on the same instance, click Acknowledge Until Normal. This
option is available to an outstanding (not-yet-cleared) alarm only.

You can also apply anote to alarm. See “ Alarm Notes’ on page 70.

Clearing an Alarm

The Alarmstablelist all dlarmsincluding cleared alarmsin a given time range. Cleared
aarms are shown by default. You can filter out cleared alarms using the alarm filter. See
“Filtering the Alarms View” on page 62.

Asavisual cue, cleared alarms appear dimmed out. This appliesto all alarms that are
cleared regardless of the time range. You can add a new note (see “Alarm Notes’ on
page 70) or acknowledge an alarm (see “ Acknowledging an Alarm” on page 63), even
though it is cleared. The Cleared column in the Outstanding Alarms view indicates the
status on whether a cleared alarm was not acknowledged (N) or the cleared alarm has
been acknowledged ().

If the same condition that caused the alarm to fire occurs again in the next sampling
interval, the alarm will reappear in thistable.

To clear an alarm:

1 Inthe Outstanding Alarms view, click the check box beside the alarm that you
want to clear.
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2 Click Clear above thetable.

B 6 Outstane

11 dlares(s) | 4 Erren Irmbare

Select A Unsalect 41

i Bu e B e Be u e B e B

®0

The Alarm Statusin the Cleared column changes to indicate the alarm has been
cleared and the cleared alarm is dimmed out. The alarm is removed from the
count for outstanding alarms.

aapannaananon

Alternatively, you can clear an alarm from the Alarms Details dialog box.

Instance

When you select the instance of the alarm (e.g. in the Alarm list when looking at alist of
Outstanding alarms, or when looking at alarms grouped by Alarm source), a common
health summary for the data that triggered the alarm appears:
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2l 4 5 Qutstanding alarmis) for the Entirs System (Mot Including SLA Alarms) Alarma Filier Mot Set
12 Aarm(s)| 4 Error Instanceis) | 1 Related Host(s) | 1 Related Agentis)
Select All Unselect All Acknowledge Clear | 5=

Sev Time Aded Cleared = Host Instance Message Origh  Agent  Agent Type

O @ e4osiaopn N N terDi¢48Bprodguesicorp  Evenilog NI Event Log: Application Patchlink Lpdate Agent f Eventlog wint  Windows _System
T @ s usrM N N torDis4gG.prodauestoom  Eventlog N Event: Log: Application PatchLink Update Agent U Eventlog wint  Windows_System
O @ we3osrsTPM N N toroitssprodquestop  Eventlog NT Event Log: Application Patchlink Update Agent U EvertLog winl  Windows_System
O o 10esosnsT N N tordi4sBprodquestcorp  Eventlog NI Event Log: Applcation Patchlink Update Agent P EvertLog winl  Windows_System
O @ 103os136am ¥ N tor014455.prod.quest corg b Disk 0 Ci's: utilzation Is 1,00% and the Queve le Disk_Utilzation  winl  Windows_System
I @ wz3osiazan v Mo tor014e8prod.quest ollp FileSystem C:: fres space remaining 1.00% (2234,00 Capacity winl  Windows_System
O @ 10f40812:03PM N ¥ toro1+488.prod.quest.corp Bation winl  Windows_System

- g ranae Thursday, October 23, 2008 8:32 AM - 12:32 PM 4.0 hours
O @ 10f4os11454M N ¥ toroissBprodquestcop  Systp Bation winl  Windows_System
O @ 1040511334 N ¥ tordi4sBprodaquestorp  Systd Pation winl  Windows_System

_ |

Tarms:

O @ iz4061059a0 N ¥ tor+eBprodauestoon  System | Gation  win  Windows _System
F @ 1vz3os1t40PM N Y torDi44GG.prodquest.oorp  Eventlog Agent: winl j winl  Windows_System
I @ 10/23/088:44 PM N ¥ toridss.prodquestoorp  Eventlog NSt tOrOL44EB.prod.quest.com | winl  Windows_System

Related
NT_FileSystem_Space_Overview
NT_FileSiystem_Capacity
Data Browser

The health summary:

« shows the number of alarms by severity and the overall health of the selected
alarm source.

« provideslinksto the agents and host for the alarm source.

» providesalist of related views that show quick drilldowns to help identify the
root cause. Thislist is based on the views that match the type of the alarm source.
The related views are often provided by cartridges. If no related views are
available, then the default views (e.g. Data Browser, Summary) are provided.

Alarm Details

The Alarm Details summary is shown when an alarm message, severity icon, alarm
time, or agent type is selected.

You can check alarm details to view more information about an alarm in the alarms
table. For example, if you are concerned about a particular alarm, click the alarm
severity in the alarms table to view the alarm details. On the alarm details dialog box
you can view the table that illustrates how the alarm has changed state in the current
time range.

The Alarm Details dialog box shows alarms related to the current alarm in the given
time range, acknowledgement information of these alarms (such as whether an alarm
has been acknowledged or is not acknowledged), clearing information of these alarms,
and any alarm notes added to these alarms.
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The alarm details view also shows the full alarm history. Thisincludes all consecutive
adarmsfired by the same rule on the same instance regardless of the time range. The
default for ‘consecutive' is 5 seconds.

Alarrn Detail
£, Created Time 10/24/03 §:02 AM

"2V Message and Help

tor014004. prod. quest corp Terminal Session: Console run by user:
SWSTEM is consuming 1% of syskem memory,

Alarm Histary || alarm Mokes
Created Time Sev  Dur
10/24/08 10:43 AM D 2.8hr
10{24/08 502 AM @ 28hr
10j2308 3:45 PM 16 hr

Drilldowns

O x
Origin TopMermoryiZonsumer Sessions
Host tor014004,prod .quest, corp
Agent Instancel
Agent Type TerminalServer
Created By SessionMemary
Default Drilldown nja

Ack'ed Info
Stakus By User Status
Mot Ack'ed Cleared
Mot Ack'ed Cleared
Mok Ack'ed Cleared
Acknowledge

Acknowledge Until Marmal

Clearing Info

Motes

By =

Syskem; SessionMemory o Bl *
Syskem: SessionMemory o &l
Syskem: SessionMemory 0 &l

I Clearl Cancel |

The following drilldowns are avail able from the Alarm Details with Actions popup.

Select To

Instance The data that triggers an alarm. See “Instance” on page 66.

Host see the Host Summary as described on page 74.

Agent seetheInstance” on page 66, aswell as an indication asto the
status and state of the agent (Broken or OK).

Agent Type seethe“Instance” on page 66, aswell as an indication asto the
status and state of the agent (Broken or OK).
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Select

To

Origin (by rule)

displays the origin of the alarm. You can access links to:

¢ Rule Details—to view a short synopsis about the rule

« Edit Rule—to edit the rule definition

¢ Rule Help—to display online help about the rule

To edit arule, select the rule name and then select Edit Rule
Definition. The Rule Editor appears. For further information
on editing rules, refer to the viFoglight Administration and
Configuration Guide.

Default Drilldown

see the view associated with the rule that is listed in the by
Rule field. From the view, you can then drill down to see
additional details.

If aview isnot available for arule, N/A is displayed.

Severity and show the date and time when the alarm severity occurred
Message at along with a description.
History tab view ahistory of alarms for the:

*  Created Time (time when the alarm occurred)

e Sev (adlarm severity when the alarm occurred)

e Dur: duration of length of time that the alarm wasin the
associated state.

*  Acknowledgment Info (indicating the status if the alarm
was acknowledged or not, and by whom). For further
information, refer to “ Acknowledging an Alarm” on
page 63.

e Clearing Info (indicating the status if the alarm has been
cleared or not, and message). For further information,
refer to “Clearing an Alarm” on page 65.

¢ Notes. Click the Notesicon Rl to display the notes that
were added to the alarm. Clicking the Notes icon takes
you to the Alarm Notes tab described below. For more
information on notes, see “Alarm Notes” on page 70.
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Select To

Notes tab Displays alist of all alarm notes added to the alarm. Alarm

notes allow you to record information about an alarm for

yourself and for others. For example, after acknowledging an

alarm you can include a note and details as to the dlarm. All

users can view and create anote but only the author of the note

can edit or delete an existing note. Notes can be added to any

alarm at any time even after the alarm has cleared. Alarm

notes display:

¢ Created Time (time when the note was created)

¢ Description of the note

¢ User who created the note

« An Edit icon to enable the creator of the note to change
the note description.

For more information, see “Alarm Notes’ on page 70.

Alarm Notes

Alarm notes provide you with a handy way to record information about an alarm for al
other usersto view. For example, if you are managing alarms during an installation of
vFoglight and if an urgent alarm comes up, you can add a note to the alarm that you are
checking if the back-up process may be causing the problem. The note, along with a
username stamp and a timestamp, are attached to the alarm.

There are two ways you can add notes from the Alarm Details dialog box by using
either the:

e History tab. The Notes Rl icon in the Alarm History table is for maintaining
notes attached to a particular alarm in the history table. Clicking the Notes
1 icon, takes you to the Alarm Notes dialog box.

Alarm Mokes X

L add | select Al Unselect All Delete
Created Time ~ Motz Uszrmame Edit
7 11y3ios 9:21 am Investigating - R foglight =1
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» Notestab. In the Notes tab, new notes are automatically attached to the most
recent alarm in the alarm history.

Alarm Detail o x
4, Created Time 10/30/05 10:00 PM Instance Eventlog
_x" Message and Help Host tor014488. prod.quest.corp
T Event Log: System atizmtag nul Agent winl
Agent Type windows_System

Origin (8 Rul)  Eventlog
Default Drilldown /=

History | Motes

g Mew | Select All Unselect Al - Delete | 3= Find | Clear | Advanced
Created Time Mote Usernane Edit
T 11r3i08 9:21 AM Investigating - IR Foglight B

acknowlsdgs | Acknowlsdge Unti Normal | [Clear | | Cancel

You can aso search for anote by using the Find button or Advanced button. See
“Filtering Notes” on page 73.

Creating an Alarm Note
Alarm notes consist of freeform non-localizable text, a user name and a timestamp.
To create an alarm note:

1 Fromthe Alarm Details view you can either:

« IntheHistory tab, click on the Alarm note icon and then click Add.
¢ IntheNotestab click New.

2 Inthe Add Note dialog box, type a description of the note.

Add Mote ®
(“hecking backup process ;I
El
Addl Caricel |
3 Click Add.

The description is added to the Alarm Notes dialog box.
You also have the option to:
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« Acknowledge the current alarm. See “ Acknowledging an Alarm” on page 63.

« Acknowledge Until Normal. Selecting this option acknowledges the current
aarm and all consecutive alarms fired by the same rule on the same instance.
This option is available to an outstanding (not-yet-cleared) alarm only.

e Clear the selected alarm. See “Clearing an Alarm” on page 65.

Editing an Alarm Note
Only the creator of the note can edit the note.
To edit an alarm note:
1 From the Alarm Details view, you can either:

« From the History tab click the Notes 51 jcon.
¢ From the Notes tab, go to step 2.

2 Click the Edit ™ icon.
3 Inthe Edit Note dialog, change the description of the note.

Edit Mote X
(Checking backup process - ok ﬂ

E
Submit I Cancel I

4 Click Submit.

The description of the note changes to the modified text.

Deleting an Alarm Note
Only the creator of the note can delete the note.
To delete an alarm note:
1 From the Alarm Details view you can either:

e Click the History tab, and then click on the Alarm noteicon.
¢ Click the Notestab.

2 Inthe Alarm Notes dialog box, select the checkbox of the note(s) you want to
delete.

3 Click Delete.
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The selected notes are removed.

Filtering Notes

You can filter notes by clicking the Find button or the Advanced button in the Notestab
of the Alarm Details dialog box. Using the Regular Expressions option when filtering
notes enables you to search substrings.

To filter a note using the Find button:

1 Inthe Alarm Details view, click the Notes tab for a particular alarm.

2 Click in the textbox and type a string. If desired, click the Regular Expressions

C

heckbox to filter notes on substrings.

Alarm Detail c

. Created Time 10/30j05 1:59 M Instance ProcessTotals broveser iesxpl
Message and Help Host tor014002, prod.quest.carp
0.00 of the expected 1,00 instances of the process "iexplare” Agent appmonitor2
have been Found; The avallability of the spplication "browser” is in Agent Type AppMonitor

jeopardy,
Origin {5y Fuis) Process_Availability

Default Drilldown App Overview with Zonar

Histary | Motes

[l Mew | Select all Unselect Al Delete | = Irmke Clear | Advanced
Created Time ¥ Mote [ Use Regular Expressions Username Edit
T 11/308 11018 AM looking at this one - mike m Foglight B
™ 1143108 10:10 AW Checking backup process - ok Foglight E&
3 Click Find.

To filter a note using the Advanced button:

11

n the Alarm Details view, click the Notes tab for a particular alarm.

2 You can filter notes by using one or more of the following criteria:

Created Time (range, earliest available, current date)

Severity (Undefined, Normal, Fire, Warning, Critical, Fatal)

Note. Click the Use Regex checkbox to select the Regular Expressions option
to filter notes on substrings.

User name. Click the Use Regex checkbox to select the Regular Expressions
option to filter a user name on substrings.
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Created Time
From| [ To| [ .|
™ Earliest Available [ Current Date

severity [ Undefined [ Normal [ Fire [T Warning [ ritical [ Fatal
Created Time

From| | Tof | ]
[ Earliest fvallable I Current Date
Hoke I Use Regex

Username ™ Use Regex
Find| Clear

3 Click Find.

Host Summary

When a host summary or Host object is shown in the browser interface, you can view a
host summary popup or dwell.

1 O

19 Mlarmis)

Select A1 U
®
8!
-
®

@

e [ o e I e e M M B M e e i |

L4004, prod.Quest.oom Ageniiigs Argent can net contine becauss thars

A diagnostic time range is displayed at the top of the popup summary. Thistime range
indicates the period during which the alarm was fired. It isusually in the past and is
sometimes different from the time range that appears on a dashboard. For example, the
following alarm occurred on Thursday October 23rd at a particular time range, while the
date displayed on the dashboard is Friday October 24th.
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Drilling down from here retains the time range during which the alarm occurred. To go
back to the monitoring time range you last used, "unfreeze" the range by following the
proceduresin “Freezing atime range”’ on page 52.

Drilldowns

The following drilldowns are available from the Host Summary popup.

Select To

Health icon see linksto:

* health of all alarm sources
* health of current alarm source
e dl outstanding alarms for that alarm source
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Select To
Alarms see alist of alarms according to alarm severity. Click on a
particular alarm severity to view:
¢ number of alarmsfor the particular severity
e thealarm error instance on a particular agent or host
e summary table of the time, instance, rule name and ack’ d
by details.
CPU, memory, see adetailed drilldown of that part of the host’s performance.
disk, and network
Host Monitor see areal-time monitoring view of the host.
Host Browser

Creating a Custom Dashboard

In addition to using the dashboards that are supplied with vFoglight or created by
dashboard developersin your organization, you can create custom dashboards for your
specific needs. These dashboards can contain any combination of tables and charts that
you find useful. You can use the Columns options in the action panel to choose the
number of columns for the dashboard.

The custom dashboards that you create are located under My Dashboards in the
navigation panel.

To create a dashboard:
1 Click Create Dashboard in the action panel.
The Create Dashboard dialog box opens.

Create Dashboard x

Hame

Relevant Role(s) iz =)
Allowed Role(s) = hons)

[] Automatically refresh page every
300 seconds (default refresh interval set in user preferences)
second(s)

Context Help
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Type a unique name for the dashboard in the Name field. Thisisthe only
information required to create a new dashboard.

By default, a dashboard you create is not available to any vFoglight roles. You
can select the default roles to control how people gain access to different parts of
the browser interface. To do this, click the edit icon = beside Relevant Role(s)
and/or Allowed Role(s) and select the appropriate roles.

* Relevant Role—Select therolesfor allowing existing dashboard usersto view
adashboard. The option to choose arelevant role isonly valid for super users
such as a Java administrator who also has an operator role. Selecting the
Cartridge Developer role enables afilter to restrict certain user roles (e.g.
Operator role) from accessing the dashboard. Selecting the Oper ator role
allows anyone with this role to access the new dashboard.

« Allowed Role—determinesif auser roleis allowed to see the dashboard.
Selecting the Operator role allows anyone with this role to access the new
dashboard.

If you want the viewsin your dashboard to be refreshed at regular intervals, click
the Automatically refresh page every check box and choose one of the options.
If you choose the second option, you need to enter anumber of secondsin the text
box to indicate the length of the refresh interval.

You can enter a description of the dashboard in the Context Help text box. This
text will appear in atooltip when you hover over the dashboard name in the
navigation panel.

Click OK to save your dashboard.
Two additional tabs (Views and Data) appear at the top of the action panel.

In the action panel, select the Views or Data tab and locate the views or portlets

that you want to add to your dashboard. You can add both types of information to
the same dashboard. For information on editing charts, see “Metrics Chart Editor”
on page 83.

Note  When you have finished adding views to your dashboard, you do not need to save it.
It is automatically available under My Dashboards in the navigation panel.

To divide the display areainto one, two, or three columns, choose the number of
columns in the action panel, under the General tab > Columns.
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Deleting a Custom Dashboard

You can delete any custom dashboard that you have created. You may also be able to
delete dashboards created by other users, although thisis not recommended. You cannot
delete any default dashboards or dashboards created by dashboard developersin your
organization.

To delete a custom dashboard:
1 Select the dashboard that you want to delete from the list under My Dashboards.
2 Click Delete this page in the action panel.
A confirmation dialog appears.
3 Click Deleteto confirm the deletion.
The dashboard is removed from the My Dashboards view.

Working with Charts

Data charting enables you to create pre-defined and customizable charts that et you
access and analyze collected data.

This section describes the options available when you are adding charts to a dashboard
or report that you have created.

Creating a Metrics Chart
To create a metrics chart:

1 Drag each metric from the Data tab in the action panel into its own chart, as
shown below.
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Metrics for: nitrogen (CatalystDatabase) ~E@zox
Me 50
___-_—-——'_'
I

20

07:40 08:10 08:40 09:10 09:40 10:10 10:40 1110

M databaseSize (ME)

You can also add one or more metrics to an existing chart.

Metrics for: Memory (Windows_Memory),tor014002.prod.quest.... = B 5 OX

% ‘ 100

count __——-\____’_,.T'_

B0

&0

| |
07:40 0810 08:40 09:10 09:40 10:10 10:40 11:10

M utilization: Memory (Windows_Memory) (%)

* Themetricsin the chart areindicated by different-colored lines at the left side
of the chart under count and percentage (%).

e Thelinefor the currently displayed metric (by default, the first one chosen) is
bold. To highlight other metricsin the chart, click on the linesin the legend.
The legend below the chart changes to indicate the name of the highlighted
metric.

* When you hover over alinein the chart, a dwell indicates the name of the
metric, aswell as the count or percentage and the specific date and time when
it was collected.
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Matrics for: Memory (Windows_Memory),tor014002.prod.quest.... « B3 O X

% ‘ 100

count w

B0

. &0
runQueuelength: tord14002.prod.quest.corp (Windows_Host)| | |
& count @ 1/22/08 11:01 AM

/ A
07:40 08:10 08:40 09:10 09:40 10:10 10:40 11:10

M utilization: Memory (Windows_Memory) (%)

The Y axis shows the units for the metric. If there is more than one metric in the chart,
the Y axis shows the units for the first metric that was charted, unless you have
unchecked the Layout check box in the Metric Chart Default dialog (see“ Setting Metric
Chart Labels’ on page 88 for details).

By using the Customizer function you have the option to export metric datafor chartsto
CSV format. See " Exporting Data from Charts and Tables’ on page 57.

Zooming Into Charts

For plot or bar charts, you can zoom into an areato view data at different levels of detail
by using CTRL + drag. You can also drag on an axis to specify the region you would
like to zoom into (a zoom region).

To zoominto a chart:

1 Inalinegraph, zoom into the area of the chart. Select one of the following
methods to specify a zoom region:

e pressCTRL + drag on the area
* drag on the axes of the chart

CPU Process Trend on toet 4000 prod guest .oorp

oS Dl s sy g 123 125 13l 133 130 B1d 1A
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2 Thechart will zoom into the range selected and will locally change the time range
so vFoglight displays all data points. Now you can view the data for the selected
metric at amore granular level.

1410 1415 1430 1425 1430 1435 440 1445
7.0 % CPU cbserswd & SA2/08 2:47 PM

3 Tozoom out and return the line chart to its original view, click the Reset Zoom
icon -+ in the top right corner.

Changing the Chart Type

If the Customizer icon 35 is enabled for charts, you have the option to dynamically
change the chart to adifferent chart type (bar, plot, area, stacking area). For example,
choose the chart type to Area to emphasize the magnitude of change over time and
illustrate the metric partsin relation to the whole graph.

Note To access the customizer it needs to be enabled. By default, chart customizers are not
enabled.

To change the chart type:
1 Click the Customizer icon 5 in the top right hand corner of the chart.
2 Inthe Chart Type diaog box, click the chart type to change.

Flot

luly Area
m = Y, h:'-c_; Ares

L] Bar

Export a% CSY
Export 2 PDF

The chart dynamically changes to the selected chart type.
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14:10 [EAE] 1420 1425 1430 1435 144 1440
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To export the chart to CSV or PDF format, see Exporting Data from Charts and Tables.

Chart Options

You can edit, save, maximize, restore, or close a chart by clicking theiconsin thetitle
bar. The editing options are described under “Metrics Chart Editor” on page 83.

Note All other charts are hidden when you maximize a chart.

To save a chart:
1 Click thesaveicon @@ in thetitle bar of the chart that you want to save.
The Save Individual View dialog box appears.

Save individual View X
Name |Data wiew (0}
[iEortiet [] pagelet [] Reportlet

You can accept the default name, edit, or type another name for the chart.
2 Select the format in which you want to save the chart.

¢ Portlet—this option appearsin the Views tab when creating a dashboard. If
you choose Portlet, the view will be available on the Views tab (under My
Views) to be added to a dashboard that you create from the action panel.

« Pagelet—this option appears as aview that is designed to be added to a page
or dashboard.

* Reportlet—the main purpose of reportletsisto appear in the Views tab when
creating areport. If you choose Reportlet, the view will be available on the
Viewstab (under My Views) from where it can be added to areport that you
create from the action panel.
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Pagelets and Reportlets are listed under Configuration > Definitionsin the
navigation panel. If you have access to the Definitions area, you can use them
when building a dashboard. For information about building dashboards, see the
Web Component Tutorial.

3 Click OK.

Metrics Chart Editor

There are two editors that control how metrics are displayed in charts: one controls the

settings for al the charts that you create; the other controls the settings for the current
chart.

Editing a Chart
To edit a chart:

1 To apply changesto any new metrics chart that you created, click Set metric
chart defaultsin the action panel. The Metric Chart Defaults dialog opens.

Metric Chart Defaults X

Chart | Plot Height 300

Layout

Only show axis of selected metric
v
(different charts will line up)

~ Advanced
Line Thickness | Automatic
Metric Value | Minimum Maximum
[[] show data at both start and end of intervals (plot and area charts only)
Show Overall ... [JAverage []Min [IHax
Show Min/Max As ... [JEnvelope [JMarks []Lines
Show Baseline Min/Max As... []Envelope [ ]Marks []Lines
Show Std Dev x| 1 [(d|As... []Envelope [|Marks []Lines

Show Thresholds ... [] For Selected Metric

2 Click theediticon := inthetitle bar of achart to display an edit dialog where you
can make changes that affect only that chart.
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Title

Metrics
Metric Label Parent Label

cpuCount tor0 14004. prod. quest.corp
Chart | Plot Height 300

Layout
O Only show axis of selected metric
(different charts will line up)

~ Advanced
Line Thickness | Automatic
Metric Value | Minimum,/Maximum
[ Show data at both start and end of intervals (plot and area charts only)
Show Overall ... [JAverage [JMin  [JHax
Show Min/Max As ... [envelope [JMarks [Lines

Show Baseline Min/Max As... [|Envelope [ |Marks []Lines

Show Std Devx | 1 id As... [JEnvelope [|Marks []Lines
Show Thresholds ... [ For Selected Metric

The settings you can change are described in the following table. Note that not all the
options are available in both dialogs.

Setting Description Options/Limits
Title Allows you to rename the chart. | No specific limits, but keep
display spacein mind.
Metric Label Allows you to choose another Only available when
label for the metric. editing a single chart.
Parent Label Allows you to choose another Only available when

label for the parent metric. This | editing a single chart.
label appearsin thetitle of a
chart that contains metrics from
asingle parent.

The parent label appearsin the
legend when the chart contains
metrics from more than one
parent. (For example, see
“Grouping Metrics with Many
Parent Hosts” on page 87.)
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Setting Description Optiong/Limits
Chart Lists the available types of ¢ Plot (default)
chart. e Area
e Stacking area
e Bar
Height Setsthe height for all chartsor | The default chart height is
this chart. 300 pixels.
Layout Select “Only show metric of Check box.

selected chart” to show only
one axisis used in the chart,
regardless of how many metrics
are displayed. (For examples,
see “ Setting Metric Chart
Labels” on page 88.)

Clear the check box to display
the label for all metricsin the
legend.

Line Thickness

Specifies the thickness of lines
in all charts or this chart.

e Automatic
e Smal

¢ Medium

e Large
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Setting

Description

Optiong/Limits

Metric Value

Controls the type of value that
is displayed for one metric or
al metricsin achart.

None

Average: The chart
displays the average
value for the metric per
interval.

Minimum: The chart
displays the actual
lowest value for the
metric per interval.
Maximum: The chart
displays the actual
highest value for the
metric per interval.
Minimum/Maximum:
The chart displays the
maximum and
minimum value for the
metric per interval.
Sum

Show data at
both start and end
of intervals

Appliesonly to plot and area
charts.

Check box

Show Overall

Displays the overall value for
the set time range as a dashed
line.

Average displays the
overall average.

Min displaysthe
overall minimum.
Max displays the
overall maximum.

Show Min/Max
As

Displays the minimum and
maximum per interval.

Envelope (afilled-in
area between the
minimum and
maximum)

Marks

Lines
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Setting Description Optiong/Limits
Show Baseline Displaysthe baselineminimum | «  Envelope (afilled-in
Min/Max As and maximum. area between the
minimum and
maximum)
¢ Marks
e Lines
Show Standard Similar to the Min/Max setting; | The default valueis 1, but
Deviation As lets you highlight arange per the unit of deviation
interval. You determinethehigh | depends on the metric.
and low values by setting the +  Envelope (afilled-in
deviation from the average. area between the
minimum and
maximum)
¢ Marks
e Lines
Show Thresholds | If ametric has athreshold, itis | You can choose to show

displayed.

thresholds only for the
selected metric.

Grouping Metrics with Many Parent Hosts

When you have many metrics on a chart from different parent hosts, the parent label
will appear in the legend when metrics are grouped. For example, in the chart on the | eft
below, if you drag metricsfrom aWindows_Host and from aWindows CPU, the parent
label shows up in the metric 1abels themsel ves since the metrics are mixed. In the chart

on theright below, if you drag metrics from the Windows_CPU host only, the legend

does not refer to the parent.
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Setting Metric Chart Labels

W pescankiier Time (%)

The Layout option enables you to choose the layout of the metric chart axes.

Tide [

Matrice

Metric Labee]

Parent Label

II‘I.IT‘:’I\DCESSES

=] [Eortn 4002 prod.quest. corp [Windows_Hasth =

|1:|:\nr.c-:c|5|-¥|l>dle-s

=] [orD14D02 prod.quest.corp (Windows_Hos} =

|naﬁHﬂPﬁg‘|q’59mﬂ
=] Height 500

Chart [Pt

L aneount
P Only show acds of selected metric

[dfierent charts vl lne Lp)
LT S

et hiors

Expeut &5 C5W
Expsut &3 PLF..

= [tor0n 4002 prod. quest. corp (Windows _Host)h = |

oy | _cancel |

Select the L ayout check box for a chart to indicate only one axisis used in the

chart, regardless of how many metrics are displayed, as shown below.
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Metrics for: torl14004.prod.quest.corp (Windows... «+ B35 0 X

count 50

ks

- 0
0

08:45 09:15 0945 10:15 10045 11:15 1145 12:15

M numProcesses {count)

e Clear the Layout check box to display all the axesin the chart, as shown below.

Metrics for: tor014004.prod.quest.corp (Windows... *+ B35 0 X

007 50 1000
s0f 4 800
0t 30 00
% 15 &
01 2 400
01 10 00
0

a 0
08:45 09:30 10:15 11:00 11:45 12:30

intenupts (cfs)
availablePagingSpace (36)
numProcesses (tount)

Viewing Dashboard Properties
When you are viewing a dashboard, you can edit some or all of its properties and
definition if you have the appropriate role(s).
You can also use this procedure to publish a dashboard that you have created.
To view the properties of a dashboard:

1 Select the dashboard whose properties you want to view or change.
2 Click Propertiesin the action panel.

A popup appears.
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Alarms

Reference Id
system:core_alarms. 13

Actions
Edit basic Properties...
Go to full definition

3 Click Edit basic Properties.
The Edit View Properties dialog appears.

Edit View Properties X

Name Alzrms

Relevant Role(s)

Allowed Role(s) =

[¥] Automatically refresh page every
@ 300 seconds (default refresh interval set in user preferences)
o] second(s)

Context Help frhis composite view displays a list of alarms provided by a query which
retrieves alarm objects which have not been acknowledged through & user
action. In addition, the view contains a summary of alarm and change activity

Depending on your role(s), you may be able to change some or al of the
properties.

To make available a dashboard that you have created, it is recommended that you
choose Operator for both the Relevant Role and Allowed Role.

4 Click OK to close the dialog and save any changes.

If you have access to the Definitions area (under Configuration in the navigation panel),
you can view (and possibly make changes) to the definition of a dashboard. For details
about creating dashboards, see the Web Component Tutorial and the WWeb Component
Guide.

To view or change the definition of a dashboard:
1 Select the dashboard whose definition you want to view or change.
2 Click Propertiesin the action panel.
3 Click Goto full definition in the popup.
The definition page for this dashboard appears.
4 If you can make changes to the definition, click Edit.
5 If you have made changes to the definition, click Save.
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Working With Tables

You can sort and filter datain atable, if these functions are enabled on the table.
Sorting Tables

If atableis sortable, you can sort it by clicking the column-header text. A down (=) or
up (=) icon in the table header indicates the current sort order.

Filtering Tables

Some tables have afilter option in thetitle bar. When you click it, adialog opensin
which you select filtering criteria. You then click Apply to refresh the table and display
only those rows in which the data meets the specified criteria. For an example of table
filtering, see “Filtering the Alarms View” on page 62.

Hiding Columns

Another way you can filter tables isto hide some of the columns. If thisoptionis
available, thereisan edit icon (:2) at the top of the table. Clicking the edit icon opens a
popup list of al the columns, where you can de-sel ect the columns you want to hide and
click Apply. To display a hidden column, select it and click Apply. For an example, see
“Hiding Columnsin the Alarms View” on page 63.

Paging Icons

By default, most tables display only a set number of rows. If there are more rows, you
can display the additional rows by using the paging buttons:

Button | Name

O First page

4 ) Previous page
O Next page

O Last page

Note Active buttons are blue. Disabled buttons are gray.
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Printing Views

You can print vFoglight views using the Print option in the actions panel. The view is
displayed in a separate browser with a standard print dialog.

Note To generate a PDF file for a table that exceeds the number of rows to fit on a single page,
the table should be specified as either a top level view with the Purpose = report in
Configuration > Definitions, or it should be included in the Report Layout container.

The output is formatted using the Print theme specified in the User Preferences page.
(see “User Preferences’ on page 36 for details). You can override this setting by
choosing a different option in the action panel under Themes.
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Working with Services and Alarms

A serviceisacollection of objects that you want to monitor. Some services are created
automatically (such as Hosts and Databases) as part of the vFoglight Management
Server or as part of the cartridges you deployed. However, most services are created by
users based on what they find interesting, and are typically organized around what a
user needs to monitor. Different groups of users can define their own services. For
exampl e, adatabase administrator creates database services or avFoglight administrator
creates System services.

Alarms are triggered by performance problems on services. This chapter provides
details on how to view system-wide alarms for all monitored services.

This chapter contains the following sections:

OVBIVIBW. ...ttt s bbb 94
MONIEONING SEIVICES .....vvvuietiieieisieieise ettt bbb bbbttt 96
Viewing System-Wide Alarms and Service DetailS ........covvvvrereeriesnneesessesess s snseeeens 104
Examining Details 0N @ SINGIE SEIVICE ...ttt 105
VIBWING SEIVICE LEVEIS.....coiviiceeisircieiicietsiersirs sttt sess sttt snsesnns 106
BUIIAING 8 SEIVICE .....eiieisieciee ettt 108
T =TT A T 1P 115

Monitoring SYStemM-Wide AIBIMS ........ceieirieerireeienieirre et 118
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Overview

In vFoglight, aserviceis defined as a grouping of one or more monitored components.
Typical examples of monitored components include a host, a database, a Virtual Center
server, etc.

Services can be nested within other services, each with their own monitored
components. All vFoglight services are listed on the Services dashboard, which can be
accessed from the navigation panel. From here you can perform the following tasks:

» Monitoring Services

* Viewing System-Wide Alarms and Service Details
e Examining Details on a Single Service

» Viewing Service Levels

» Building a Service

* Filtering Alarms

* Monitoring System-Wide Alarms

Icons

There are several different types of icons used to represent monitoring datain vFoglight.
Thetypesare:

»  Severity lcons
» State Icons
» Availability Icons

The severity and state icons tell you about the condition of an application, server, or
process. They are based on the values stored in the metrics. What they represent
changes according to their context. For example, the same state icon can indicate that a
server isdown or that a process is down.

Many summary views show icons that represent an aggregation of the detailed objects
of similar types. vFoglight prioritizes the data when determining the aggregation. For
example, if three test servers are down, and one production server is active, then a
summary view would show a critical icon, not afatal icon.

Depending on whereiit is, you can hover over a severity or stateicon or click it to get
further information about the condition it represents.
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Severity Icons

Severity icons indicate the severity level of alarmsthat have fired.

Icon Description
® Normal

o Warning
0] Critical

® Fatal

The normal icon indicates that there have been no critical, warning, or fatal eventsfired.
vFoglight does not record eventsthat are successful; it can only determine that there are
no events that had problems.

State lcons

State icons indicate the status of adomain, server, application, or process.

Icon Description
® Normal

®) Warning
0] Critical

® Fatal
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Availability Icons

Availahility icons indicate the availability of an application, service, or process.

Icon Description

4 Available

¥ Not available

Monitoring Services

You can monitor services using the Services dashboard. This dashboard shows the state
of aselected set of services. From this dashboard you can see the alarmsfor all selected
services, alarms for a specific service, the SLA state for a service, and the contents of a
service. You can also navigate to dashboards where you can change service definitions.
This dashboard is the best one to use for monitoring services.

To start monitoring services:

1 Onthe navigation panel under Dashboards, click Services > Services.

Tip The Services dashboard is one of the default home pages so you can also click Services
under the Homes section in the left hand pane for quick access.

The Services dashboard appears.
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This dashboard contains two views:
» Categories and Services
¢ Outstanding Alarms for Selected Categories

Categories and Services

The Categories and Services view lists all the monitored services by category. For each
category and service it displays the following information for the current time range.

Select To display

A category or service the view that is described in “Viewing Details about
a Service’ on page 99.




98

vFoglight
User Guide

Select To display

A Service Level Compliance | further details about the related Service Level
icon Agreement.

A service can have one or more service level
policies. The compliance icon of agiven service
shows the worst state of al the service level
policies that are defined for the service.

For example, in the above screen, the Windows
service has a Fatal SLA state because one of its
components has a Fatal state, even though the
othersarein a Critical state.

Anaarmicon alist of alarms for components that are being
monitored. Thisisacommon view in vFoglight.
For further information, refer to “ Alarm List” on

page 58.

Filtering the Categories and Services List

You can filter the list of service categories that are displayed in the Categories and
Services view.

To filter the Categories and Services list:
1 Inthe Action pandl, click Category Selector.
The Category Selector dialog box displays all the available services.

Category Selector O 3
Show Al Clear Apply

Cakegory
Hasts
MyHosts
RickTest

2 Select the service or services that you want to display, or de-select the service or
services that you do not want to display.

You can click Show All to select all the servicesor click Clear to de-select all the
Services.

Note If you click Clear, you must then select at least one service before you can proceed.

3 Click the Close button x to close the dialog box.
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The Categories and Services view displays only the services that you selected.

Viewing Details about a Service

The Categories and Services view provides a number of ways to see more detailed
information.

» From the Services and Category list, select a category or service to see details by
service and host. The popup also provides linksto more detailed views, which are
described in the table below.

I AO02, prog GLsst con (FSMService)
has 1 Service Level Agreement(s) ang 1 Monitored Componentis)
Measures availability of host torD 14002, prod.quest. corp

Explore
Service Breakdown
Service Details
Impact List
Service Level Agresment(s)
Scan For A Rook Cause
Configuration
Service Builder: @ tor014002. prod.quest. corp
Service Buildsr

Click this link If you are interested in seeing..

Service Breakdown the structure of a specific service. For details, see
“Drilling Down to Detail Views’ on page 100.

Service Details detailed information about a service. For further
information, see “Examining Details on a Single
Service” on page 105.

Impact List alist of servicesimpacted by the current service.

Service Level Agreement(s) detailed information about the service level
agreement(s) defined for a service. For more
information, see “Viewing Service Levels’ on
page 106.




100 vFoglight
User Guide

Click this link If you are interested in seeing..

Scan for a Root Cause adiagram that shows the composition of a service
and the state of each component in the service. It
allows a user to quickly scan for the root cause of a
problem reported on the service. For details, see
“Root Cause Analyzer” on page 102.

Service Builder the Service Builder for the selected service or al
monitored services. For details, see “Building a
Service” on page 108.

If you hover over a category, you see the same popup without the links.

Drilling Down to Detail Views

Clicking the Service Breakdown link in the popup shown on page 99 takes you to the
Service Breakdown view for that service.

Services = Service Breakdown: @tor014002.prod.quest.corp - time range v

Wiew: Service Breakdown | 1 Manitored Component(s) | 1 Related Hosts)
Component Service Level Compliance = Health Alatms Last Updated =

[%] tor014002.prod.quest.corp (FSMSystem) - ® BEEA 5/23(0 2:51 &M

This view provides details about how a specific service is comprised. From here, you
can drill down to more specific details, as outlined in the table bel ow.

Select To display

A component a popup that provides a summary of the host,
service, or application. This summary includes the
number of alarms by severity, health status, and
related links.

For a description of the host summary popup, refer
to “Host Summary” on page 74.
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Select

To display

A Service Level Compliance
icon

further details about the related Service Level
Agreement.

The Service Level Compliance for a category or
serviceis determined by the component in the worst
state.

A hedthicon

links to:

« health of all alarm sources

« health of current alarm source

« all outstanding alarms for that alarm source

Anaarm icon

alist of alarms for components that are being
monitored. Thisis acommon view in vFoglight.
For further information, refer to “Alarm List” on

page 58.

For example, if you click anicon in the Service Level Compliance column, you will see
apopup like the one in the following screen shot.

torD14002, prod quest. corg (FaMService)

has @

+ 1 Service Level Agreement(s)

1 Service Level Agreement(s)

tor014002 prod.quest.carp .

 Top 1 Monitored Camponentis) In An Alarm State

Long Mame
tor014002 prod. quest. carp (FSMSyskam)

Explore
Service Level Agreement(s)
All Monitored Componentis)

Mame Service Level Compliance = Service Level Alarms Current

[ | : 1 Manitared Component(s) with 5 Alarm Sourceds)

Recent

L ¥

Health Alarms

® HEEs

Health Histary:

Notice that this view contains links to the Service Level Agreementsfor this service.
For details about this dashboard, see “Viewing Service Levels’ on page 106.

The Service Breakdown view also summarizes the service's contents from a number of
different perspectives, namely by Monitored Component(s) and Related Host(s). Refer

to the table below for details.
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Click this link To display
Monitored Component(s) alist of the components that are being monitored by

a specific service.

To quickly find a component, enter the component
name in the search text box at the bottom of the
dashboard. For example, enter CPU in the text box
to find all CPU components in the service.

Related Host(s)

alist of hoststhat are being monitored by a specific
service.

Root Cause Analyzer

Clicking the Scan For A Root Cause link in the popup shown on page 100 allows you
to manually change the vFoglight-created /default, topology layout of the hosts and drill
down to adiagram of the components to which this one is connected. Each component
has a state icon, which helps you trace the critical path of performance issues across a
domain. (For an explanation of theicons, see“lcons’ on page 94.)

As shown below, the path to achild in aFatal stateis red, while the path to achild in a
Normal state is green. The path to a child in a Warning state would be yellow.
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Root Cause Analvzer: @Hosts =i

a ® ¥ auto Arrange
H;;Es ‘o\-
o g B,
windows a3cl32ab-blec-deef-5F35
-c3dsfa34azve
3PS 2] o

tor014488.prod. quest.co Fatal
ra

You can move the depth control in the upper right corner back and forth to set the
number of levels (1-6) in the diagram. The default setting is three levels.

The dots above the depth control determine the scale of the diagram.
» Click the smaller dot to reduce the scale for easier navigation of large diagrams.
» Click the medium dot to restore the diagram to its original scale.
» Click thelargest dot to zoom to the highest zoom level.

Auto Arrangeis selected by default. If you move a component, the Auto Arrange check
box is deselected. From here you can manually layout the components as you wish. To
return to the original layout, select the Auto Arrange check box.

Outstanding Alarms for Selected Categories

The Outstanding Alarms for Selected Categories view contains atable that liststhe most
recent alarms for the category selected in the Categories and Services view.
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1: 1 Outstanding Alarm(s) for Selected Categories Alarm Fiter unset & 1

View: 10utstanding Alarm(s) | 1 Alarm Source(s) | 1 Related Host(s) | 1 Related Agent(s)

Long Name Health ~ Alarms | Health History
Windaws_System_winsys_on_tor @tor014002. prod. quest.corp o] L 1P e -

FileSys_Table C: @ 1 [ |
Eventlog ® ]
FileSrur_Table ® ]
System_Table ® [ Bl
Metwork_Interface_Table MS TCP Loopback interface ) ]
Network_Interface_Table WMware Virtual Ethernet Adapter for VMnet3 ° ]
Network_Interface_Table VMware Virtual Ethernet Adapter for ¥Mnet1 ® ]
Network_Interface_Table 3Com EtherLink XL 10_100 PCI For Complete PC Management NIC [3C305C-TX] ® ]
Logical_Disk_Table C: ® ]
Physical_Disk_Table 0 C: ) ]
Processor_Table 1 ° NN
Processor_Table 0 ® 11T
TCPConnections_Table ® ]
Top_MEM_Table ® ]

You can filter the list in the Outstanding Alarms view using severa criteria. For details,
see “Filtering the Alarms View” on page 62.

Viewing System-Wide Alarms and Service Details
The Services (All Alarms) dashboard is a summary dashboard that contains views with
information from other dashboards such as service levels, darms, and system changes.
To view system-wide alarms and service details:

» From the navigation panel under Dashboar ds, click Services > Services (All
Alarms).

The Services (All Alarms) dashboard appears.
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—
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=

The Categories and Services view is described under “ Categories and Services’ on
page 97.

The All System Alarms and Changes and Outstanding Alarm(s) for the Entire System
views are described under “Monitoring System-Wide Alarms” on page 118.

Examining Details on a Single Service

The Service Details dashboard contains views that provide detailed information about a
service. It shows all the SLAS, the service impacts, afull definition viewer, monitored
components, host perspectives, and an alarm list for the selected service.

Thisis the best dashboard to use to view a service in detail.
To examine details on a single service:
» From the navigation panel, under Dashboar ds, click Services> Service Details.
The Service Details dashboard appears.

Note You can access this dashboard from the Services dashboard by selecting a service and
choosing Service Details in the popup.
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To see data for another service, select Service Selector in the action panel to open the
Service Selector dialog, where you can choose another service.

To choose another service:
1 From the action panel, select Service Selector.
The Service Selector popup appears.
2 Navigate to the service for which you want to see details.

The Service Details dashboard is refreshed with data about the chosen service.

3 Click = to close the popup.

Viewing Service Levels

The Service Levels dashboard provides details about the service levels that are being
monitored by vFoglight. Use this dashboard to measure the availability of a service.
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To examine service levels:

1 From the navigation panel, under Dashboards, click Services> Service Levels.
The Service Levels dashboard appears.

Service Levels * Friday, Aupar B 2008 725 AM - 1125 AM 40 haurs +
Applications (State-Based SLA)
+*

e avsdatty of Applcations. by the state of the sontored scurce
b b & woverily bevend of O

This dashboard lists the current status, recent availability (used to determine the status),
and health history.

Other information that is displayed islisted under the following headings.

Service Level Agreement Information

The Service Level Agreement Information area includes the description, the monitored
source, and the availability criteriathat are used to determine the status of the SLA.

Availability Graphs

The availability graphs display datafor the service level alarms. The three areas display
data for the current time period, week, and month. The tables to the right of each graph
summarize the severity level, source, and message for each alarm. Clicking an alarmin
atable displays a popup with details about that alarm.
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Choosing Another Service Level

To see service levels for another service, select Service Level Selector in the action
panel.

To choose another service level:
1 From the action panel, select Service L evel Selector.
The Service Level Selector popup appears.
By default, the Service Level Agreementsfor all the monitored services are listed.
2 Select the Service Level Agreement for which you want to view details.

3 If you do not want to seethelist of al the Service Level Agreements, deselect the
List All Service Level Agreements check box.

The Service Levels dashboard is refreshed with data about the chosen service.

Building a Service

A serviceisagrouping of one or more components. The Service Builder provides the
functions needed to create a new service, tier, application, or category aswell as edit
existing services. When you create a service, a corresponding service level is
automatically created.

To navigate to the Service Builder:
1 From the navigation panel, under Dashboar ds, click Services> Service Builder.
The Service Builder dashboard appears.

Service Builder = Thursday, August 7, 2008 9144 AM - 141 PM 4.0 hours ~
@add..

Mo Al Filt Acti
Companent AlarmFilters  Service Level Compliance Healh  Alarms D oarmuRers EHans

Health  Alarms  Add Edit Remove +
Hosts (FSMCategory) \.}l ] - 1 - - - - @ Eif Q BI1j08 2:27 PM *
applications (F3MCategory) B ® 3 - - -0 © &i1/08 2:27 PM

Last Updated L

Services are used as inputs on many other dashboards (Hosts Table, Agents) besides the
Services dashboards, as well asin reports. Defining a good set of services can make
other dashboards more useful and easier to understand.



Working with Services and Alarms 109
Building a Service

Creating a New Category

Use the Service Builder dashboard to create categories that will be used as inputs on
many other dashboards.

To create a new category:

1 Inthe Service Builder dashboard, click Add & and then select Add Category.
The New Category dialog appears.

Mew Category ax
Name I e

Short Description I

Lt L

Description I

Create | Cancel I

2 Type aname for the category.

Note  You can change the name of a service at a later date, without losing all history for a
service. See “Editing a Service Name” on page 114.

3 You can enter text in the Short Description and Description fields, but these are
optional. The text in the Description field appears in a popup when you hover
over aservice. You can modify the description later by following the procedures
described in “Editing a Service Description” on page 115.

4 Click Create.
The new category is added to thelist.

Creating a New Application
Applicationsthat you create here will be added as a servicein the Applications category.

To create a new application:

1 Inthe Service Builder dashboard, click Add & and then select Add
Application.

The Application Creator dialog appears.

Mew Application x

Name I *
L]

Create | Cancel |
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2 Typeaname that isunique to vFoglight for the application and click Create.

The new application is added as a service to the Applications service category. An
application topology component is added below the service. For example in the

screen shot below, test app has been added as a service to the Application service
category. A corresponding application topol ogy component has been added bel ow

the new application.

Service Builder
@add ...
Component

Hosts (FSMCategary)
Applications (FSMZategory)
outlook {AppMonitor) (FSMEhildService)
browser {AppMonitor) (FSMChildService)
Iy much longer application nam (FAMChildService)
test app (FaMChildSeryvice)
test app (ApplicationTopalogy)

Alarm Filkers 5LC = Health  Alarms

e
S
S
S
Str
Sy

X I XX

BES
|
|
[

= Friday, May 23, 2008 10:30 AM - 2:30 PM 4.0 hours =

Mo Alarm Filters

Health  Alarms Add Edit Remove  Last Updated

BEE® & © shzicszizem

B o7 © 5/23j08 :51 AM

[ ] 9 F @  5/Z3s9sLam

[ ] 9 F @ @ SieenaidaipM
9 F @  Sieenaz4crM

O F © Sizinazadrm

o (%] @ nja

From here you can add application tiers to the new ApplicationTopol ogy component.
Refer to “Adding an Application Tier” on page 113 for details.

Building a Service

Use the Service Builder dashboard to build aservice or category aswell as add a service

to vFoglight.

To build a service:

1 Click Add & for the service or category with which you want to work.

2 From the popup, select Add Components.

The Add to: dialog appears. From here you can choose the components that you
want to add as well as create anew service.

3 Select the type of component that you want to add by navigating through the
Services, Hosts, Foglight4M odel, Applications, All Models, and Dynamic
Managed Components tabs.
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Add to: tor014002, prod. quest.corp o x

Gervices | Hosts | Foglight4Model | Applications | All Modsls | Cynamic Managed Companents

@ New Service

I (Find | lear | | Advanced

Select All Unselect Al Add
Service Type
™ browser (AppMonitar) FEMChildService
O tar014002.prod.quest. corp FaMService
I~ Windows FSMService

Use Find, Clear, and Advanced to locate a component. Select All and Unselect
All quickly chooses the listed components that you want to add. To locate a
component by name and type, click Advanced. You can also use regular
expressions.

4 When you have chosen the components, click Add.

5 Toadd anew service, click New Service, and then enter a name and description
for the service.

The service is added to the component that you chosein step 1.

Adding Dynamic Managed Components

Using the Service Builder dashboard, you can dynamically manage components by
specifying arule for adding objects to a service so that the default service is created or
updated when certain data arrives. Therefore, if acomponent is added or removed, the
default serviceis automatically updated to handle addition or removal of the component
from the service.

For example, if you are monitoring an application that runs four WebL ogic servers, you
can create a service and specify aruleto add WebL ogic server instances for a particular
domain so that the service is updated when more servers are added or deleted. After
adding the rule, you can see that the new WebL ogic servers appear automaticaly in the
service after four more WebL ogic servers were added. Likewise, if the original four
WebL ogic instances running on Windows are decommissioned, they automatically
disappear from the service.
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In another example, if you create aservice called “FX” on the infrastructure that
monitors a webservice, you can create a rule to include another infrastructure that is
used for extra capacity during peak times. When the other infrastructure for high

capaci

ty is used, it shows up in the service.

To add a dynamic managed component:

1

2

From the navigation panel, under Dashboards, click Services > Service Builder.

Drill-down to the appropriate service or category and click Add € inthe
Actions column.

In the Add to: dialog, click the Dynamic Managed Componentstab.

Type aName for the query.
Add to: My Service has changed ox
Services | Hosts || FoglightdMade! | Applications || Al Madels || Dynamic Managed Components
Mame | !
= Select a root guery or a list node Filter &,
Mame + Type + :I
Foglight -
@ All Agents
© all Data
Servers
Hosts
Services
- [ |
Add | Test | Cancel I

Select aroot node for the query. For example, click Hosts > All Hosts.
In the Filter box, type aquery such as:

nane |ike '% prod. quest. corp'

Click Test and confirm that it comes up with one entry for the query resullt.
Query Resul: O x
Marne Type S
tor014004. prod. quest.carp Hiosk:

Click Add. At this point you should see a new dynamic managed component
appear under the service that is associated with one host.
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Adding an Application Tier

When you create an application using Application Builder or Service Builder, you
specify the application tier that you want to use. In the Service Builder dashboard you
can also do thiswhen you build an application.

To add an application tier:

1 Click Add & for the application topology component for which you want to add
atier.

The Applications Tier dialog box appears.

tudd Application Tier(s) to: browser (AppMonitor) =]k

@ Mew Application Tier

[{Advanced Filter On} FlndI Clear Advanced I

Select all Unselect Al Add
application Tiers Type
Thete Is Mo Data To Display

2 From here you can create anew application tier or select from alist of application
tiersthat are already in use by other monitored applications.

3 Fromthe Application Tierslist, click Add & beside the tiers you want to add to
the selected application

or

o @ New Application Ti
If you want to create anew tier, click @/!= Apslication Tier

The Tier Creator dialog box appears.

Mew Application Tier x

Tier Type lm

Tier Marne | !
Create I Cancel I

4 Select the type of tier you want to create from the drop-down list.
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5 Typeanamefor thetier and click Create.
The name of the new tier is added to the Application Tierslist.

6 UseFind, Clear, and Advanced to locate an application tier. To locate atier by
name and type, click Advanced. You can also use regular expressions.

7 Continue to add tiers to the application.

After you have added all tiers, you can then add other componentsto the tier by
following the steps outlined in “Building a Service” on page 110.

Removing a Service, Category, Monitored Component, or Tier

You can remove a service, category, tier, or amonitored component from its related
service.

To remove a service, category, monitored component, or tier:

1 Click Remove &@ for the service, category, tier, or monitored component that
you want to remove.

From the popup, choose whether you want to remove either the selected item, or
the monitored componentsin the selected item.
Note Depending on the component that you select, you may not receive a popup but
instead are prompted to confirm the deletion. Click Confirm to remove the item.
2 If you want to remove monitored components, you are prompted to select the
components that you want to remove. Use Select All and Unselect All to quickly
choose the components.

3 After you have selected the components, click Remove.
You are prompted to confirm the deletion.
4 Click Confirm to continue.

Editing a Service Name

By clicking the Edit button on the Service Builder dashboard and Services dashboard,
you can rename an existing service without having to delete and recreate the service.
Thismeansthat all history for a service isretained, such as the performance of the
systems to suit your needs. For example, if you create 50 services but then you need to
change the name of the service due to a spelling error you can change the service name
without losing service data information.
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To edit a service name:
1 On the Service Builder dashboard, click Edit [ for the service name you want
to change.
The Edit Service Descriptions dialog box appears.

Edit Service Descriptions ox

Mame browser (AppMonitar)

Short Description Measures availabiity of application N
browser (AppManitor) >

Description Measures availahiity of application ﬂ
-

browser (AppManitor)

Update Cancel

2 Change the name and click Update. The service name is changed but the service
state is not altered.

Editing a Service Description

You can change the service description that is displayed when you hover over a service
that is listed on a dashboard.

To edit a service description:

1 Click Edit [# for the service you want to edit.
The Edit Service Descriptions dialog box appears.
2 Modify the descriptions and then click Update.

Filtering Alarms

Alarm filters can be defined for any service or application tier instance in the Service
Builder. You can use alarm filters to specify alarmsthat are relevant to a given service
asaway to keep anirrelevant alarm from falsely causing a service outage, rather than
have all alarms impact the state of a service.

For example, alarm filtering can be used to ignore a certain state for acomponent with a
high CPU usage. vFoglight is monitoring an application that runs on a Weblogic server
and you create a service called "Retail” that includes the server and the host. The
"Retail" service is shown as being unavailable when the host has a CPU usage greater
than 90%. However, generally thisis not considered a true service outage for this
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service. If you look at the host alarms none of the alarms apply to the Retail service. As
aresult, you can use an alarm filter to filter out all host rules.

In another example, you can use an alarm filter to ignore the state of a service that
appears as unavailable when the file system component for the D: drivefills up.
vFoglight is monitoring an application that uses a host for the Siebel database and you
want to filter out the Oracle database. The databaseis configured so that it uses only the
C: drive, not the D: drive. A service was created to monitor the application that includes
the Oracle agent and the host instance for the Oracle host. However, the service shows
as unavailableif the D: drive fills up. Since the D: drive does not contribute to the
availability of the application, you should add an alarm filter to exclude the monitoring
of the D: drive. You can restrict the filter by choosing the FileSystem alarm, then
specifying a Groovy script to refine the filter to apply only to the D: drive.

Adding an Alarm Filter

By specifying an alarm filter, you can decide what alarms impact the availability of a
service.

To add an alarmfilter:

1 From the navigation panel, under Dashboards, click Services > Service Builder.

2 Drill-down to the component and click the Alarm Filters # button.

The Alarm Filters dialog shows alarms inherited from parents of the current
service.

Alarm Filkers: @ applications

¥ O alarm Filker{s) inherited From parents
w0 Alarm Filker(s) defined For Applications
<HAdd | Select all Unselect all <3 Remove | 35

Rule Scope Rule Marne Alarrms Groowy Scripk
There Is Mo Data To Display

Note Alarm filters can be defined for two nested services. Alarm filters work the same way
regardless they are nested or not. Even though a set of alarms is not filtered out by
the alarms’ immediate parents, the set of alarms are eventually filtered out by an
alarm filter defined for one of the alarms’ parents further up the hierarchy of nested
services.

3 You can select an existing filter from the list or click N Add to add a new filter.

The Add Alarm Filter dialog appears.
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Add Alarm Filker to: kor014488, prod, guest.corp oXx

Filker by I By Rule

Rule Scope - Rule Mame Rule Conditions Filter Count =5
© Agent Agent Health Stake  Critical, Warning o P
' AppMonitor_AgentMsas fgentMsgs i}
i pppMonitor_ProcessTotals Process_fvailability  Fatal, Critical, wWarning 1]
© Windows_System_EventLog EwentLog o
© Windows_System_FileSys_Table Capacity Fatal, Critical, Warning 1]
i Windows_System_Physical_Disk_Tahle Disk_Ltilization Fatal, Critical, Warning 1]
© wWindows_System_Processor_Table ProcessorUtilization  Fatal, Critical, Warning 1]
0 Windows_Systern_System_Table CPU_Ukilization Fatal, Critical, Warning 1
o 10_Interrupts arning il
© Memory Shortage Fatal, Critical, Warning 0 i

Alarms: @ Ewclude Al {7 Exclude Critical And Watning € Exclude Warning
" Include &l Include Fatal and Critical {7 Include Fatal

Groovy Scripk: =
ea. E

-

Propetty Lookup: Select Property Path Mo path has been selecked

Save I Cancel

4 Select one or more filtering options:

« By Rule—sdlect the By Rule check box and choose a rule to monitor one or
more of the nested children added to the service. You can define more than one
alarm filter for the same rule.

¢ Alarms—select the state of alarmsto include or exclude:

- Include: all alarms are excluded except those specified in the includefilters.
- Exclude: all alarms are included except those specified in the excludefilters.
- If both Include and Exclude filters are defined: include alarms that are
specified in the Include filters as long as they are not excluded by the Exclude
filters.

e Groovy Script—an optional script used to refine thefiltering. An alarmisthe
only required input, meaning you can filter on anything that is referenced by
the alarm. An example of agroovy script is:
@alarm.get('topologyObject).getType().getName() ==
'Windows System System_Table'

5 Click Save.

Thefilter is saved on the Alarm Filterslist.
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Deleting an Alarm Filter
To delete an alarm filter:
1 Drill down to the component from the Service Builder dashboard and click the

Alarm Filters & button.

2 Inthe Alarm Filters dialog, select the filter and click SpRemove

Example: Filter fatal alarms fired by the Processor Utilization rule

For example, to include only alarms fired on Processor 0 by the CPU_Utilization rule,
you select the following parameters in the Alarm Filters dialog box:

« By rule: CPU_Utilization
* Alarms: Include All

» Groovy script: @alarm.get('topologyObject).get('longName’) ==
'Processor_Table 0")

Monitoring System-Wide Alarms

Unlike the alarms displayed on the Services dashboard which show only those alarms
for a selected service, the Alarms dashboard is useful for viewing the state of al alarms
across the entire viFoglight installation and allows you to take immediate action on
them. It also shows the alarm count by time, so that alarm storms or outage events can
be identified.

To monitor system-wide alarms:
» From the navigation panel, under Dashboards, select Alarms > Alarms.

The Alarms dashboard appears.
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anaanaanaanaaanalig:

The Alarms dashboard has two views that display data for the time range indicated at
the top right of the dashboard. For information about changing the time range, see
“Time Range” on page 51.

* All System Alarms and Changes
» Outstanding Alarm(s) for the Entire System

All System Alarms and Changes

This view contains charts that summarize the alarm and change activity for the current
time range. Hovering over aline or bar in a chart produces a tooltip with details about
the alarm or change that occurred nearest to that time.

Outstanding Alarm(s) for the Entire System

This common view listsin atable all the alarms for the current time range, except SLA
alarms. The current time range can be fixed as described in “Freezing atime range” on
page 52.

Thetotals for each level of alarm, and the total number of alarmsin the table, arein the
upper left corner of the view. You can filter thelist, sort it by column, and acknowledge
and clear alarmsin this view.
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You can see more detailed information about an alarm by hovering over or clicking a
column to display a dwell or a popup. The content of the dwells and popups varies
according to the column you choose.

For information on working with the different alarm views, refer to “Alarm List” on
page 58.



Monitoring Agents and Hosts

This section describes how to view monitor agents and hosts. Several dashboards are
available in vFoglight to help you with this activity.

This chapter contains the following sections:

OVEBIVIBW ... eeceeees e 122
VIBWING AGEBNES ...vverieeeeiseieisceis sttt ettt ettt n e 122
Viewing HOSt PEIOIMANCE .........cvuieerireirice sttt 124

VIEWING HOSE DELAIIS......cvvieeeerirciei ettt 128
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Overview

Agent and host dashboards are monitored by Operators (for example, Unix System
Operators) whose primary responsibility is availability of those hosts. From these
dashboards you can perform the following tasks:

* Viewing Agents
* Viewing Host Performance
« Viewing Host Details

Viewing Agents

The Agents dashboard lists the agents that are available for each host. It is useful for
monitoring from the perspective of hosts and agents. If you want to look at agents and
the hosts where they are running, you will find this the most helpful dashboard.

To get started monitoring agents:
« From the navigation panel, under Dashboar ds, click vFoglight > Agents.
The Agents on All Hosts dashboard appears.
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The Monitored Hosts and Agents and the Outstanding Alarms views are displayed.
Drilldowns for each of the columns on this dashboard are explained below.

Drilldowns for the Agents on All Hosts View

Select Todisplay

Agent or a host a popup that provides a summary of the host,
service, or application. This summary includes the
number of alarms by severity, health status, and
related links.

Thisisacommon view in vFoglight. For a
description of the host summary popup, refer to
“Host Summary” on page 74.

Health icon links to:

e hedlth of all alarm sources
»  health of current alarm source
« dl outstanding alarms for that alarm source

Alarmicon alist of alarms for components that are being
monitored. Thisisacommon view in vFoglight.
For further information, refer to “ Alarm List” on

page 58.

Health History a popup that focuses on the state history of a host
condition such as OK, warning, critical, or fatal.

State a popup that allows you to activate or deactivate
the agent as well as start and stop data collection.

Health State aarms for the host or agent selected in the
Monitored Hosts and Agentsview. Thisisa
common view in vFoglight. For further
information, refer to “Alarm List” on page 58.

Tip  Hovering over a column displays a dwell with more detailed information.
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You can filter the hosts by clicking Service Selector in the action panel to open the
Service Selector diaog. For more information on working with the Service Selector,
refer to “ Examining Details on a Single Service” on page 105.

Viewing Host Performance

You can view the performance of:
e asingle host
 all monitored hosts

* hostsin real-time

Viewing Performance of a Single Host

The Host Resource dashboard provides a detailed full-page view of the performance of
asingle host. It contains charts and tables that provide details about CPU, memory, disk
[/O, and network utilization.

This dashboard shows more current and historical information than the Host Monitor
dashboard, which is more like a rea -time monitor.

To view the performance of a single host:
1 From the navigation panel, under Dashboards, click Hosts > Host Resour ce.

The Host Resource dashboard appears.
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The name of the current host is at the top left of the dashboard. To see data for another
host, click Host Selector inthe action panel to open the Host Selector dialog, whereyou
can choose another host.

Viewing Performance on All Monitored Hosts

The Hosts Table dashboard is the best high-level summary of host performance. It
summarizes information on alarms and CPU, memory, disk, and network utilization for
active hosts. This dashboard is useful for monitoring from a host perspective, especially
where there is alarge number of hosts.

To view the performance on all monitored hosts:

» From the navigation panel, under Dashboards, click Hosts > Hosts
The Hosts Table dashboard appears.
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You can remove one or more of the columns in the table by clicking the edit icon := at
the right-hand end of the title bar to open alist of columns, where you can de-select the
column(s) that you want to remove.

You can filter the list of hosts by clicking Host Filter in the action panel to open the
Host Filter dialog.

Host Filter ox
Filter By Activity:
sts Only {(Hasts for which CPU or Memory metrics are collected)

Filter By Service
Service =
Hosts (FSMCategary)
Windows (FSMService)
+or014002. prod. quest.corp (FSMService)

3.prod.quest.corp (FSMService)
windows service a (FSMService)
winserive b (FSMService)
winservice c (FSMService)

Applications (FSMCategory)

cat a (FSMCategory)

cat b (FSMCategory)

cat ¢ (FSMCategory)

You can choose to display all hosts or only active hosts and filter the information from
each host by service.

Viewing Real-Time Performance

The Host Monitor dashboard provides a real-time overview of how ahost is
functioning. The name of the current host is at the top left of the dashboard. The state of
the various componentsisindicated by colors (see“ State Icons’ on page 95 for details).
Discs with stateless metrics are displayed in blue.

To view real-time performance of hosts:
1 From the navigation panel, under Dashboards, click Hosts > Host M onitor.

2 Toselect ahost to view in the host monitor, select the host from the Host Selector
menu at the bottom of the navigation panel on the left.
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Drilling Down to Detail Views

The dwellsin this dashboard are mostly charts, such as the onein the Host Monitor
dashboard. This dashboard a so has a number of areas from which you can drill down to
more detailed dashboards.

For example, clicking the Processes button in the CPU view takes you to a dashboard
that displays detailed information about CPU utilization and processes for the current
host, as shown below.
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Hovering over aline or areain a chart displays atooltip with data for the nearest time.
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Viewing Host Details

You can view details on:
» asingle host

» ahost (in portlet format)

Viewing Details on a Single Host

The Host Browser dashboard is similar to the Agents browser, except that it shows the

agentsfor only one host at atime. It contains two views: Agents Running on <host> and
Outstanding Alarm(s) for <host>.

To view details on a single host:

* From the navigation panel, under Dashboards, click Hosts > Host Browser.
The Host Browser dashboard appears.

.......

The name of the current host is at the top left of the dashboard. To see data for another

host, click Host Selector in the action panel to open the Host Selector dialog, whereyou
can choose another host.
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The Outstanding Alarms view displayed at the bottom half of the dashboard is a
common view in vFoglight. For further information, refer to “Alarm List” on page 58.

Viewing Host Details in Portlet Format

The Active Hosts Summary dashboard displays information about each active host in a
separate view. This dashboard is useful when you have a small nhumber of hosts and
want to see avisual summary of them.

To view host detailsin portlet format:

1 From the navigation panel, under Dashboards, click Hosts > Active Hosts
Summary.

The Active Hosts Summary dashboard appears.

Note A host becomes active when its memory usage is greater than 0%.

) tord14004 prod. quest..
Health: @ Alarms: B iE ==

& CRPU - B
® Memory — 94 %
@ Disk 0w
@ Nebwork 3%

If you have alarge number of hosts, you can use the Hosts Table dashboard, or use the
Host Summary as a portlet in a custom dashboard and configure custom dashboards for
each set of hosts.
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Monitoring the vFoglight
Management Server

The vFoglight Management server is used to perform tasks such as host data sent from
agents, run rules, and provides web-based Ul access for monitoring servers. The
vFoglight Management Server also contains various tools to monitor database schema
and data objects and view diagnostic dashboards.

This chapter contains the following sections:
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Viewing Persistence Handler Details




132 vFoglight
User Guide

Overview

The vFoglight modul e contains various toolsto monitor schemaand data objects aswell
asto monitor the vFoglight Management Server.

The vFoglight module contains the following dashboards and group of dashboards:
e Agents
» Diagnostic (Log Anayzer dashboard and Performance-related dashboards)
» Schema Browser
» Servers (vFoglight Management Server, MySQL database, Persistence Handler)

Viewing Logs

You can display multiple log filesin vFoglight to view and analyze known events and
error conditions such as verbose or informational type of messages. The Log Analyzer
dashboard enables you to navigate, view, and download logs. The time, level, source,
and description of log messages is displayed for logs you view in this dashboard.

To view logs:
1 Onthe navigation panel under Dashboar ds, click vFoglight > Diagnostic > L og
Analyzer > Overview.

Note You can also access the Log Analyzer dashboard through the Administration
dashboard if you have access to the vFoglight Administration functions. On the
navigation panel, under Dashboards, click Administration > Administration. In the
Navigation view, under Tooling and Diagnostics, click Server Log Overview.

The vFoglight Log overview dashboard appears.
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Viewing Logs
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To download alog, select the appropriate log from the Log Overview dashboard
and click [drowniaad to open and view the log messages.
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Viewing Performance-related Dashboards

vFoglight includes a set of diagnostic dashboards which are useful for analyzing the
performance of avFoglight Management Server aswell as diagnosing problemsrelating
to the Management Server, agents, database, etc.

The following performance-related dashboards are available:
* Overview Tab

Displays database activity, data service performance, VM performance and
server load on one dashboard.
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Agents Tab

Displaysalist of agents by type. This dashboard is useful for understanding the
agents connected to the management server. Select the Plot feature to view the
appropriate agent connectivity.
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To plot agent connectivity:

1
2

In the Plot tab, drill-down to the agent type.

Select the check box for the agent that you want to plot. Alternatively, click
Select All, to view al agent types.

Click Plot from the menu.
The connectivity charts for the sel ected agent appears:
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e Connectivity Tab

Shows the vFoglight connectivity for the JDBC Connection Pool and the User
Session count.
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» Database Tab

Shows database activity such as data Input/Output, database buffer pool, and the
number of inserts/del etes.

arva Vrtual Memery || Topology & Agent Manager || Server Load | Ruistbe b Topology | Messages BData || Dertvabion B Query

Databiane Buffer Pool Status

e JavaVirtual Memory Tab

Contains information on Java Virtual Memory such as usage, initialization,
committed, and maximized.
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Topology and Agent Manager Tab

Shows the number of topology changes, skipped messages, and total messages.
Thisdashboard isuseful for understanding the topology structure relating to agent
activity.
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» Rulette and Topology Tab

Shows the number of rulettes and the number of topology objectsin the vFoglight
Management Server. This dashboard is useful for understanding model
complexity.

[ —— by, sk K1, 2000 4 AM - N 48 st =
Choosa a Foghoht Serves [10.4,119,54: 109 =]
wwwwwww agents | Connectrty | Database | Bva vitual Memery || Topskogy B Agert Manager || Server Load | futetts & Topokgy | Messages & Data || Dertvtion & Query

Objects - Rulette & Topology
Fube Service! 10,4, 114.54: 1099 Topokogy Sorvice: 10.4,114.54:1099

1=

0
to
) CENCES mey

» Messages and Data Tab

Highlights whether data and metrics are being processed in time or getting
discarded.

o Wordrsduy, ook 12, TO0E §:59 A0 Faw 4.0 bt =

Verformance Uvereien

Chaase & Fogksht Server [10A114.59:1099 =
Sverviewr | Agents | Conrectivky | Dutabase | Java virtusl Memory | Topology b Agent Manager || Server Load | Fulette b Topology | Meeages B.08S || Derivakion b Query.

Service - Data F Message

Agent Manager: 10.4.114.54:1009 fgenk Managee: 10.4.114.54: 1008
) = i
fe
ax x
1w
ora P wa
Duata Service 10.4.114.54: 1009 i |Data Sarvice 10.4.114.54: 1099
~m 0
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» Derivation and Query Tab

Shows activity in the derivation and query service such as the number of
evaluations, rulettes, errors, and cache performance.

sarver [10.4.114.54:109 =

Correctrety | Datsbase | Java Vitusl Memary || Topology & agent Manager || Server Losd | Rulstte & Topology | Messages BData || Derivation & Query
Service o B Query.

Derivation Sorvica: 1004.114.54: 1099 Derivation Sorvice: 10.4.114.54; 1099

Inspecting Object Types

Use the Schema Browser dashboard located in vFoglight > Schema to view
information about data object types such as check which types are available, search for
specific types, understand the relationship between types, and view instances of a
particular type.
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Schema Browser
Select a type to inspect.

Abstract
AgentHealthState
AgentStateObservation
AggregateModelInstance
ATH_Host
AlarmChangeType
AlarmStateObservation
AlarmSystemEvent
Details of Alarm View by: Properties | Ancestors
MName
uniqueld
sourcell
sourceMame
ruleld
ruleName
severity
topologyObject
message
isAcknowledged
createdTime
clearedTime
dearedBy
acknowledgedTime
acknowledgedBy
help

Viewing a Data Object

The Schema Browser dashboard allows you to browse through the vFoglight
Management Server connections and view the structure of the database and the schema

Visdnasdzy, Fabruany 6, 2001
Filter
Agent
AgentState
AgentStateValus
AggregateModelRoot
Alarm
AlarmSeverity
AlarmStatevalue
AlTypelnstances
Descendants | Instances
Type Name
String
String
String
String
String
AlarmSeverity
TopologyChject
String
Boolean
Date
Date
String
Date
String
String

objects to understand the structure and dependencies of the objects.

To view an object:

1 Onthe navigation panel, under Dashboards, click vFoglight > Schema >

Schema Browser.
2 Findthe datatypeinthelist.

« To apply afilter to narrow down the search criteria, type a character in the

Filter box (for example, “Host”) and press Enter.

e Toseethefull list of datatypes, clear the Filter and press Enter.

3 When you select an object type, you can sort by various constituents of the object
by using the View by options: Properties, Ancestors, Decendants, and

I nstances.
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Cleaning up Data Objects

The vFoglight Data Management dashboard is useful for inspecting and deleting data
objects, and particularly for cleaning up objects that are no longer needed. For instance,
if aset of agentsis no longer required, the objects created by those agents will still be
visiblein the user interface. Removing these objects can have a positive impact on the
performance of vFoglight and ensure that only necessary information is maintained in
the database.

Asan example, deleting agent instances from the Services dashboard removes the agent
definitions. However, you can still view the agent entries in other dashboards such as
the dashboard for Oracle. To remove the agent entries from these dashboards, you need
to delete the agents using the vFoglight Data Management dashboard to remove the
services and OracleModel Instances that was created for the Oracle dashboard.

Deleting a Data Object

The Delete option removes an object and al of its children. If you delete an object that
isdtill active, it will be re-created.

Note Metrics are always preserved and deleted as part of this topology maintenance operation.

Data Managemant = Wednesday,

Oibject of Interest Delete {object and all children)
Host Model

Foglight 4Model

000

All Services

To delete a data object:

1 Onthe navigation panel, under Dashboar ds, click vFoglight > Servers> Data
M anagement.

2 Drill-down to the data object you want to del ete.

3 Click Delete @ beside the object to remove the object and all of its children.

4 Click Yesto the “Areyou sure you want to delete this object” confirmation
message.
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Selecting Metrics to Compare

You can select host metrics in the chart on the vFoglight Data Management dashboard
to compare metric datain chart form.
To select other metrics to compare:

1 On the navigation panel, under Dashboards, click vFoglight > Servers>
vFoglight Data M anagement.

2 Click ahost object in the table to display a popup with additional information,
such as the following:

Foglight Data Management

Object of Interest De
Hosk Mode! Delete
hosts
tor014002 prod.quest. corp Delete
kor014002.prod.quest corp Delete
Femary Surmary For tar14002, prod quest corp o x
CPUs torO39002, prod, guest. conp (Windows_Host)
Storage Health Alarms Health History:
Hetwork @ =L
detail
agents Monitored Host  tor(14002.prod. quest.corp
Monitoring Agent  There is no monitoring agent: associated with this object,

peterc-wzk3.prod.o
Foglight4tode]

All Services
tor014002 prod.quest corp

~ Metrics Select Metrics To Compare

- T a0

1130 1200 12:30 1300 13:30 1400 1430 1500

available PagingSpace

3 Click Select Metricsto Compare.
4 If thereis other datato display, select one or more metricsto display it in the
chart.

Sedect Metrics To Compare

awalablef agngSpace
contest Swatches

5 The selected metrics are displayed in the chart.
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Summary For torl) 1 9002, prod quest. com
008 prod quast.conp

Haakt Abwvrs Hinalth History

Adding Other Metrics to the Chart

Using the Metric Viewer you can add other metricsto view in achart. This Viewer also
contains atable that lists the start and end times when data was collected and the
average for each collection period.

To add other metrics to the chart:

1 Onthe navigation panel, under Dashboards, click vFoglight > Servers>
vFoglight Data Management.

2 Click ahost object in the table to display a popup with additional information.
3 Click alinein the metrics chart to open the Metric Viewer.
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Surnmary For kar014004. prod. quest. corp ox
o 014004, prog, guest. corgrivindows_Host)
Health Alarms Health Histary

® N s 2 I
Monitored Host tor014004,prod.quest, corp
Monitoring Agent  There is no monitoring agent associated with this object,

Metrics tor0 04 prod.quest.corp. &

tor014004 prod quest.corp

100
80
" . a0
availablePagingSpace 5
70 @ 3(27/08 6:29 AM 2
20

05:20  05:50 06:20  0A:50  07:20 0750 08:20  DB:50

4 Todisplay another metric, select the metric from the drop-down list. For example,
interrupts.

Foglight Cata Managernent = Metric Viewer

tor014004.prod.quest . corp: seleck metric to display | availablePagingSpace -

availablePagingSpace
lort1 4004 prel contextSwitches
modelAlarmCriticalCount
modelAlarmFatalCount
miodelAlarmyy arningCount
modelChangeCountDelta
numProcesses
runtyueuelengt

5 The selected metrics (i.e. avail ablePagingSpace and interrupts) displaysin the
chart.
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Viewing Server Metrics

The Management Server Metrics dashboard consists of atree view and adisplay area.
You can select a server or data object from the tree view and view the metrics of
particular objects by drag and drop.

To view the vVFMS metrics:

1 On the Navigation panel, under Dashboards, click vFoglight > Servers >
Management Server Metrics.

2 Drill-down in the tree view to find the server or data object and drag it to the
display areato view the datain the chart.

3 To choose the number of Columnsto display the view, click 1, 2, or 3.

Note  When displaying charts, it is not recommended to use 3 columns since this can skew
the presentation of data.
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Management Server Metrics
10,4114, 110: 1089
aggregatedlarmState
B services
Bjvm
& licensedHosts
B tor014004prod. quest.corp
aggregateAlarmState
B3 agentTypes
cpuCount
B foglight
aggregateAlarmState
£ tables
B status
databaseSize

Metrics for:

count

Metrics for:

B

9, 2006 12:12 PM - 4112 PM 4.0 hows »

tor014004.prod.quest.c... ~E=

1230 13:30 1430 15:30
B cpuCount (count)

foglight

——

230 1330 1430 1530

M datsbasesize (MB)

For details on viewing charts, see “ Tooltips, Dwells, and Popups” on page 50.
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Looking at Server Details

The Management Server View dashboard is useful for examining the performance of
VFMSS (vFoglight Management Server). You can a so use this dashboard to look for root
causes of performance problems with vFoglight.

To view details of the vVFMS

1 On the Navigation panel, under Dashboar ds, click vFoglight > Servers >
Management Server View.

2 Choose avFoglight Server from the drop-down list to display the various views.

JVM (1004.114.54:1099) 100C Conmection Pool (10.4.114.54:1039)

T T T R

FMS Database Sza (10.4.114.54/nitrogen)

The views display the following information:

» Rule Service view—shows the number of bound rulettes for processing rules and
derived metrics. (For information about rulettes, see the Administration and
Configuration Guide.)

« Data Service view—shows the ability of the server to keep up with incoming
data.

* JVM view—shows the memory performance of the JVM running vFoglight.
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» JDBC Connection Pool view—shows how many connections are in use at any
time.

 FSM Database Size view—shows the size of the database.

The combination of these five views gives a good overview of the performance of the
vFoglight environment.

For details on viewing charts, see “ Tooltips, Dwells, and Popups’ on page 50.

Viewing MySQL Database Details

The MySQL Database Overview dashboard contains charts that display data about the
embedded or external MySQL database.

Note If you are using an external Oracle database, the views in this dashboard will be blank.

To view the MySQL database details:

1 Inthe navigation panel, under Dashboar ds, click vFoglight > Servers >
MySQL Database Overview.
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2 Consult the views on this dashboard, which display the following information:

* Row Operations

e Database Buffer Pool Status
e Database Datal/O

e Database Pare 1/O

For details on viewing charts, see “ Tooltips, Dwells, and Popups’ on page 50.

Viewing Persistence Handler Details

The Persistence Handler Overview dashboard contains charts that display information
about the persistence handler such as the number of rows in the table, datalength, index

length, batch insert time, and query time.

Persistence Handler Overview

Number of rows in table

0735 0745 0745 0805 0E:A5 025 0355 00:08 005 0025 00:35 0045 0055 1005 I0dE 1028 1038 D48 103 108 118 1128

08:35

08:45

Persistence Handler Table - Data Length

0735 0745 0755 0805 085 0825 1008 1118

Persistence Handler Table - Index Length

108 1108

0735 0745 0745 0805 0E:A5 025

Batch Insert Time

sw

0735 0745 0755 0RN05  0RNS 0826 0G5 @45 OGBS 0905 095 0825 0935 0845 0056 1005 1048 1025 1035 M08 105 1105 1105 1125
Query Time:
4
2%
O35 0745 OTA5 DE05 DB 0E25 0835 0345 085 0OMS 0G5 0825 0035 0045 0055 1008 1045 1025 1035 M0 D5 118 I00E 1128

G Wednesday, Ortober 22, 2008 7:34 AM - Nows 4.0 hou
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To view details on the Persistence Handler Dashboard:

1 Inthe navigation panel, under Dashboards, click vFoglight > Servers>
Persistence Handler.

2 Consult the views on this dashboard, which display the following information:
¢ Number of rowsin thetable
e Sizeof thetable
¢ Batchinsert time
¢ Query time

For details on viewing charts, see “ Tooltips, Dwells, and Popups’ on page 50.
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This section describes the A pplications module dashboard.
This chapter contains the following sections:

Monitoring an APPIICALION .......cvvveeeirercereesieesre e sss e s s nnnes 154
BUIlAING N APPLICALION ... 155
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Monitoring an Application

You use the Application Detail s dashboard to monitor the details of a single application.
It shows the structure of the application (tiers and flows), as well as the alarmsfor the
application and its service impact.

Application Details: (@ New Application time range v
Tier Overview for New Application i || Application Contents
i Health
@. Long Name Health Alarms (25T
=
Mew Tier New Tier (EndUserTier) e I Bl
tor014483.prod. quest.corp (Windows_Host) ® B | | ]
tor0 14488, prod, quest.corp (Windows_Host) ® I B
- 0 x
Ly Windows System WndossJaniB@Er01468s @ =
New Trer(EndUserTier) rod. quest.corp
Health: @ Alarms: BE Storage (Windows_Storage) ® I -
AppManitor_AppMonitor-Jan 18 @tor0 14488 pr 0
od quest.corp @ u
Related System_Table ® [
Agents
Summary Top_lO_Table Y ||
Property Viewer Top_MEM_Table ® -
Edit Tier Flows jfopleRl i L4 |
Edit Tier Components Metwork (Windows_Metwork)
Go to Application Builder ... = L4 .
CPUs (Windows_CPUS) ° [ |
Memory (Windows_Memory) * ||

BE : 2 outstanding Alrm(s) for New Application Alarm Fiter unset 1 || Service Impact List i
View: 2 Qutstanding Alarm{s) | 2 Alarm Source(s) | 1 Related Host{s) | 2 Related Agent{s) Health Parent Service
Select All Unselect Al Acknowledge Clear | 5 @  New Application
Sev Time ¥ Host Source Message
O . 1/18/08 3:43PM tor014488.prod.quest.corp FileSys_Table C: FileSystem C:: free space remaining 0.0 *

O @ 1/18/08 2:45PM tor014483.prod.quest.corp AppMonitor_AppMonito... Agent "AppMonitor_AppMonitor-Jan 18@

<] 0 ) B-

The following views appear on the Application Details dashboard:

« Tier Overview view contains an icon for each tier. Clicking an icon opensaview
with details of that tier and links to related views.

» Application Contents view lists the components of the selected application. For
each component it indicates the state of health, number of each type of alarm, and
health history.
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» Outstanding Alarms view lists alarm information for the selected application.
For adescription of thisview, see“Alarm List” on page 58.

» Servicelmpact view lists services that may be affected by a problem with the
selected application.

Building an Application

An application is a set of tiers in which each tier contains a set of monitored elements,
such as hosts and servers. A tier has adefined flow that represents the data moving from
the user to the back-end systems.

The Application Builder dashboard is where you create a new application from scratch.
It contains all the functions needed to build an application model in three views — one
for each step in the process.

Agplicat

* Inthe Step One view, you add tiersto an application or edit thetiersin an existing
application.
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* Inthe Step Two view, you create tiers and define the flows and components for
tiers.

* Inthe Step Three view, you inspect the application.

Note A new service is automatically created for a new application.

Step 1: Adding Tiers to an Application

Adding an application involves creating a set of application tiers that make up the
different logical layers of the application. After the tiers are identified and created, they
can belinked to show alogical flow of information. This makes it easier to understand
the dependency between tiers. When you add vFoglight objectsto thetiers, states begins
to flow up to thetiers. The result isamodel that shows which logical part of an
application is causing a problem.

Note You can also add an application using the Service Builder Dashboard. See “Creating a New
Application” on page 109.

To add tiersto an application:

1 Inthe navigation panel, expand the Applications node and select Application
Builder.

The Application Builder is displayed.

2 Inthe Step Oneview, click Add @ or select an existing application from the
drop-down list.

The Application Creator dialog box appears.

Mew Application =

Name I L]
H

Create I Cancel I

3 Typeanamethat is unique to vFoglight for the application and click Create.

The name of the new application is added to the drop-down list in the Step One
view.

4 Choose the new application you just created from the drop-down list.
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Step 2: Creating Tiers, Defining Tier Flows and Tier Components

Creating Tiers

The following steps describe the procedure to create new tiers. If the tier already exists,
you can add the tier to the application. See “ Step 3: Adding Tiersto Preview the New
Application and Tier Flows’ on page 159.

To create a tier flow:
1 To create anew tier for the application, in the Step Two view click the Add icon
0.
The Tier Creator dialog box appears.

Mew Application Tier x

Tier Type WehTier - I
L]

Tier Marne | H

Create I Cancel I

1 Select the Tier Type (e.g WebTier, DatabaseTier, etc. ) from the drop-down list.
2 Typeanamefor thetier and click Create.

The name of the new tier is added to the drop-down list and appears under Add a
Tier.

3 Continue to add new tiersto the application if required.

Defining Tier Flows

When you define tier flows you are specifying the workflow sequence from one tier to
another.

To define a tier flow:

1 Inthe Step 2 view, choose the tier from the drop-down list in which the flow
originates.

Exdiree Tier Flosvs | Cefire Teer Comparert

oo
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2 Clickthe Addicon & beside thetier which the flow.
3 Thetier flow isadded and appears under Current Flows.

Shen Twi: Dafire of Thodbs 3 Tee

Gadd QRemve [ AopServerin) (hoptere Ter) =]

Dodfires Thowr Flowws | Cosfires Tier Comporents
Floww o BppGarves i b Current Flows
Tews Add = FPlos

ELL Tiee o EppSarver (O] =2 MyS0L Teer

4 Continue to add tier flows for the application if required.

Shop Twioe Defne of Choome 3 Tier
Gadd QRemove [Appterantil (AopterverTin) =]

Drefiires Tier Fioews | Defires: Tow (Commpaonenis
Flows Frints ApeSasvai 0] b3 Cogrenlt Fidees

Turs Add = Plows
BpoServerO0| -2 ELL Thsr

BppSereerl] -> My 0K Ter

Defining Tier Components
When defining tier components, you choose the components to add to the selected tier.
To define a tier component:

1 Inthe Step 2 view, choose the tier from the drop-down list .

2 Click Define Tier Components.

3 Drill-down to the component(s) you want to add and click Add & beside the
component.

Step Tend: Derfirs or Chooss & Tier

aadd i@ Remae [EUL Toer (Enations Tier ) =1
Dl Tuer Fiows | Doelir Tier Comgreris
A Componenits to ELL Ter Curmant Comporaril
Corporenty L ] R
3 st Hdel (HostMcdel) t cont
B rond 4002 prod uest oo (Windows_Host)
B pemry (@indorss_Memony)
Sybesm_Tabie
B crus {windoes_CPUs)
= Sor e (Wriornl _SEorage)

B & {Windoews_Phscalisk

COCOQOOi
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4 The component that you added appears under the Current Components list.

Step Two: Define of Chooss a Tier

G add QRewee. [EIA Tier {EnchiserTarh I |
Diefire Teer Fiows: | Defire Tier Components
B Componenits to EUL Tier CUTEnt Compareris
Commpiarenis Add Compreri: R
B Hegi Hoded [HostHodel] L+ - [ Nels -
= Eoail | 40T Jproed quest oo [ Winciows._Ficst] (+]
Peveiry (sredonrs_Heton ) o
Syshem_Table ]
P (Wirslow_CPUND o
B Showags (Windows_Shorege) '+
0E; {Warsionns:_Phvpsc sllisk) v ]

Step 3: Adding Tiers to Preview the New Application and Tier
Flows

When you have finished adding tiers to the application, you can preview the new
application in the Stepand tier flows in the Step 3 view.

To add Tiersto the Application:

1 Under Add aTier, click Add & for each tier(s) you want to add to the new
application.

Application Builder

Step Cree: Define or Chooee an Apphcation i

& add (QiRemove [MyTestipp =]
Current Tiers for MyTestApp Add & Tier
Tiesr Rednione Tiar & Add
AppSarver(]] » [+
ELIL Tier [+
MYSCL Tie [+

2 Thetiersyou added movesto thelist under Current Tiers and you can preview the
application tiers and flows in the step 3 view.
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3 Click theicon for each tier and choose one of the linksto view its monitored hosts
and agents, asummary of metrics by host and agent, or alist of its properties.

When you have finished building the application, you can check the Services dashboard
to confirm that the service that was created for the application islisted in the Categories
and Services view.

Removing an Application, Tier, Tier Flow, or Tier Component

Use the following procedure to remove an application, tier, tier flow, or tier component
that is no longer required.

To remove an application, tier, or tier flow, or tier component:
1 Inthe Application Builder, click Remove & for the application, tier, tier flow,
or tier component that you want to remove.

2 If you selected to remove an application or tier, adialog prompts you to confirm
the deletion. From the popup, click Delete to remove the selected item.



Working with Reports

The Reports feature provides the ability to share data outside of vFoglight. In vFoglight,
the tasks of report scheduling and report browsing/viewing are separated into the Report
Manager dashboard and the Reports dashboard.

This chapter contains the following sections:

Introducing the REPOMS MOUIE .......c.cvevieiicerre et 162
Supplied REPOIt TEMPIALES ....c.cuevieeiieieireceire et 164
WOTKING WIth REPOIS ...vuveeiiiceiercieissseesseesise et ssseessss s st sss st sssessssssssns s sansesnns 192
Managing SChedUIE REPOMS ...ttt 200
Managing Generated REPOMS .....c.cvvrerrreirieerire e e sss s ssse s ssses s sssessnnes 204

Working With CUSEOM REPOMS ......cecuvieeirieirireeiesieisre et 213
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Introducing the Reports Module

Most users can use the Reports dashboard to run and schedul e reports; however, the use
of the Report Manager dashboard to work with scheduled reports as well as test
(preview) report templates, and create a new schedule should be limited to those with
advanced operator permissions.

You can create reports based on:

» Pre-defined, standard reports—out-of-the-box templates for a high-level,
overview perspective of the data. For information on the list of supplied report
templates, see “ Supplied Report Templates’ on page 164.

» Custom reports—created from any displayed dashboard. See “Working with
Custom Reports’ on page 213.

vFoglight divides the report-related functions into two separate dashboards:

* Report Manager dashboard—allows users with advanced operator permissionsto
perform the tasks of editing, copying, and managing scheduled reports, test
(preview) report templates, create a new schedule (that is not part of the defined
list of schedules), aswell as delete scheduled and generated reports.

* Reports dashboard—available to all users who are assigned the Operator role.
Enables operators to perform some common tasks as available in the Report
Manager dashboard such as run or schedule a report as well as delete areport.

Report Manager Dashboard

The Report Manager Dashboard enables you to create, edit, copy, and schedule reports,
test report templates, and del ete scheduled and generated reports.

The Report Manager consists of four panes:

» Thetop pane runs across the top of the Report Manager dashboard contains the
iconsto Run Report, Create (custom) Report, Schedule Report.

« Theleft-hand pane contains a hierarchical list on the left to better organize the
reports. The report templates are grouped accordingly:

* By Module—reports are classified by the module in which the report template
is created (for example, Services, Administration, or Host).

* By Role—reports are grouped according to common use by afunctional role.
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o All—displays al available reports. The Module column indicates the module
in which the report was defined.

The upper right pane displays the Scheduled Reports view with the scheduled

reports that have been created on the basis of the template.

e TheName, Template, and Schedule columns for each scheduled report is
listed. Click on atemplate or schedule to view details.

e TheUser column lists who created the report.

e TheRetain column lists how many instances of areport are kept. For
example, if the value is 3, then when a fourth report is generated, the oldest
one will be deleted.

e TheDisabled column indicates whether the report is not currently being
generated (true) or is being generated (false).

The lower right pane displays the Gener ated Reports view containing the

following columns:;

« Dateand Time when each scheduled report was generated, Report name,
Size, Template, and Schedule.

* Message column displays any error messages associated with the report.

« View column containing the PDF output of a generated report.

To show or hide columnsin the generated reports view, click the “= Show/Hide
columns and select the checkboxes beside the columns to appear.

Eapart Mansger
Ren Report Lreste Report 1 Schedule Report
-3

aaanonon
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Reports Dashboard

The Reports dashboard is avail able to Operators and lists the reports which have been
generated. You can sort the list according to date, scheduled report, size, template,
schedule, or message. The Reports dashboard has the same view as the Generated
Reports areathat isin the Report Manager dashboard, except that the Reports dashboard
shows all reports that were generated in the Generated Reports view. The Report
Manager dashboard shows reports according to the type of scheduled report as well as
generated reports.

You can aso use the Reporting dashboard to run areport using areport template, create
acustom areport, and schedule areport to run at alater date.

To navigate to the Report Manager dashboard from the Reports dashboard, click the
M anage Reportsicon. Note that you will need Advanced Operator permissions to do
0.

To filter the shown reports based on search text see “ Applying a Filter to Generated
Reports’ on page 206.

To show or hide columns in the Generated Reports view, click the = Show/Hide
columns and select the checkboxes beside the columns you want to appear.

Reports Sep 29, 2009 L1i43:34 AM EDT

! Run Report Schedule Report
PP Generste arepart fram the repart template . The = () schedule 5 report From the report template list to run at
a specfic date and time

resulting report appears in the Generated Reparts kable

Create Report Manage Reports
= 3 Create a custom report using the repartal page ko Use the Report Manager dashboard to organize reparts
extract dats for display. Drag views and data elemerts hierarchically by module or role, The Report Manager
fram the Action Ranel, on the right, onta the custom dashboard alows you to creste, edt, copy, and
report. schedule reports, test report templates, and delete
scheduled and generated reports.

Generated Reports
Select All Select Mone Delete | =

Date ~ Name Wien Size Template
T [ /2208 11:40 40 Hosts on tpdc10 FOF 15KB Hosts Summary Report

Supplied Report Templates

Reports are created based on existing templates. Before you can create a report, you
must know the template’s capabilities. Different reports use different parameters; these
parameters define the content of the report
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vFoglight contains a number of pre-defined, overview type reports based on default
templates that you can use as they are or edit to meet your requirements. Each one
serves aparticular purpose however, there are multiple report templates that have the
same expected inputs. The predefined report templates allow you to quickly generate
reports with the option of setting and changing the values in the report inputs. The
supplied templates are described on the following pages.

You can also create a custom report, which is similar to creating a dashboard. When you
create a custom report, it is added to the report templates list. See “ Creating a Custom
Report Template” on page 213.

Note Most of the pre-defined reports have grid components that do not support CSV (Comma
Separated Value) output.

This section also lists the possible report inputs that are available for each supplied
report template. The contents of the report input dialogs vary depending on the type
value you are editing. You can set your own specialized parameters by specifying values
for the report inputs using the Web Component Framework which is used to build al the
viewsin the vFoglight user interface. For more information on context input and val ues,
see the Web Component Guide and Web Component Reference.

Event Analysis for Any Resources Report

Provides an overview of the events for the given topology objects grouped by severity.
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‘Event Analysis for TopologyObjects
Topology Object Name Fatal
Hosts 3
tor014488 prod quest corp 3
Windows 3
Applications [
OUTLOOK EXE (AppMomitor) [

O 8 e e e

Sep 29, 2008 — Oct 6, 2008 7.0 days

O O wmowm o

Fatal Events
Hosts

Comt Alarm Message
3 FileSystem C:: free space remaining 12.00% (14217.00 Mk).
tor0 14488 prod quest corp

Comt Alarm Messaga
3 FileSystem C:: free space remaining 12.00% (14217.00 Mk).
Windows

wa

wa

Fatal Eveats
Last Issnad State Histary
Defanlt Text
Fatal Eveats
Last Issnad State History
Defanlt Text




Working with Reports 167
Supplied Report Templates

Count Alsrm Message Last Issned State History
FileSystem C:: free space remaining 12.00% (14217.00 Mb). na Defanit Text

Applications Fatal Events
Count Alarm Message Last ssued State History

There Is Mo Dara To Display

OUTLOOK EXE (AppMonitor) Fatal Events
Count Alamm Message Last Issued State History

There Is Mo Data To Display

Report Inputs

Report Input Description of Values

timeRange Specify aperiod of time to report from. TimeRange for a
metric observation can be specified in variousways, but it is
aways composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
 Unit: select the timeframe (e.g. Year, Month, etc)
* Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- agpecific timeinterval from the drop-down (e.g. 1
minute).
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Report Input

Description of Values

topology objects

Required. Use the Topology layout to define different views
for up to four zoom levels of combinations to display atree
of objects descending from a defined Root Object, which is
either:

» Data (for asingle object of that data type)

o List (specifying alist of objects for that data type)

Select an object by navigating to the data node to find the
data source for the object.

You can also use:

* Query Selection—to use WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—to invoke afunction run-time value by
specifying a null parameter.

Event Analysis for Hosts Report

Provides a summary of events for the given hosts grouped by severity. Also displays
the count, alarm message, last issued, and state history for each event, if applicable.

Event Analysis for Hosts Monday, October 6, 2008 6:11 PM — 10:11 PM 4.0 hours

Host Name Fatal Cntical Warning

tor014488.prod quest.corp 1 1 5

Events for tor014488.prod.quest.corp

Warning
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Event Analysis for Hosts Monday, October 6, 2008 6:11 PM - 10:11 PM 4.0 hours
Fatal Events
tor014488. prod.quest.corp Fatal Events
Couat Alarm Message Last [ssued State History
1 FileSystem C:: free space remaining 12.00% (14217.00 Mb). nfa Definult Text
Event Analysis for Hosts Monday, October 6, 2008 6:11 PM —10:11 PM 4.0 hours
Critical Events
101014488 prod. quest corp Critical Events
Count Alarm Message Last Issued State History
1 ‘CPU Utilization is at 4.00% and the number of process in the run queue is 0.00. A CPU Bottleneck is n/a Default Text

being detected on tor014488 prod quest corp. Check the top processes (using the Top_CPU_Table) to

the greatest
help to find out if the system is CPU constrained.

Event Analysis for Hosts

‘Warning Events

to CPU Loads, or follow the Foglight online

Monday, October 6, 2008 6:11 PM — 10:11 PM 4.0 hours

tor014488 prod.quest.corp Warning Events
Count Alarm Message Last Issued State History
4 NT Event Log: Application PatchL ink Update Agent Agent: Get TaskList Communications Failure.  n/a Default Text
Open Request Exror (1110) occurred opening request to hitp://patchlink prod quest.
corp/update/gravitixISAPLAIL The error string is: (An authentication HTTP esror (401) occurred
contacting patchlink prod quest.
1 Disk 0 C-’s: utilization is 0.00% and the Quene lengths are greater than 2. This indicates a possible  n/a Default Text
performance problem on this disk.

Note:

The aumber of Critical and Warning events shown in the summary on the top of this report may not match the aumber of events showa under the Count column in the Event detail
sections. The Counts shown in the Event detail sections do not include events that have escalated to higher severity levels. For example, a CPFUWarning that escalates to a
CPUCritical and then to a CPUFatal event will show as 3 events in the summary but only as 1 event in the Fatal Event detail section.
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Report Input

Description of Values

timeRange

Specify a period of time to report from. TimeRange for a
metric observation can be specified in various ways, but it is
always composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
* Unit: select the timeframe (e.g. Year, Month, etc)
» Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- aspecific timeinterval from the drop-down (e.g. 1
minute).

fsmService

Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameLike

Returns alist of values matching the string.
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Report Input Description of Values
maxHosts Returns alist of objects representing the maximum hosts.
Choose either:

* Integer—enter an integer value

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and select a node.

* Query Selection—uses WCF queries that are similar to
SQL queries to select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value.

Physical Host - CPU Utilization Monthly Summary Report

Provides a monthly summary of host CPU utilization.

CPU Utilization Relling 12 Month Swmmary

Rolling 12 Months (%)
Host Processor Ot Nov Dec Tan Feb Mar Apr May Tun Tal Ang Sep  Summary
There Is No Data To Display
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Report Input

Description of Values

nMonths

Type an integer value to denote the number of months.

fsmService

Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameL ike

Returns alist of values matching the string.

maxHosts

Returns alist of objects representing the maximum hosts.

Choose either:

* Integer—enter an integer value.

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and select a node.

» Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value.

Physical Host - Memory Utilization Monthly Summary Report

Provides amonthly summary of a host’s memory use.



Host Memory Oct
There Is No Data To Display

Report Inputs
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Memory Utilization Rolling 12 Month Summary

Rolling 12 Months (%)
Dec Jan Feb Mar Apr May Fm Tul Aug Sep  Summary

Report Input

Description of Values

nMonths

Type an integer value to denote the number of months.

fsmService

Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameL ike

Returns alist of values matching the string.

maxHosts

Returns alist of objects representing the maximum hosts.

Choose either:

* Integer—enter an integer value

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and select a node.

» Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in adata
source.

* Invoke Function—invokes a function run-time value.
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Physical Host - Network Utilization Monthly Summary Report

Provides amonthly summary of host network utilization.

Network Utilization (Rolling 12 Month Summary)

Rolling 12 Months (%) Trend
Host NIC Name Ot MNov  Dee  JTm  Feb Mar  Apr  May Jm  Ju Aug  Sep  Graph
There Is No Data To Display
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Report Inputs

Report Input Description
nMonths Type an integer value to denote the number of months.
fsmService Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameL ike Returns alist of values matching the string.
maxHosts Returns alist of objects representing the maximum hosts.
Choose either:

* Integer—enter an integer value

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and select a node.

* Query Selection—uses WCF queries that are similar to
SQL queries to select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value.

Physical Host Utilization Summary - Last 10 Days Report
Liststhe host CPU, Memory, Disk and Network data over the last 10 days.
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Report Input

Description

timeRange

Specify a period of time to report from. TimeRange for a
metric observation can be specified in various ways, but it is
always composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
* Unit: select the timeframe (e.g. Year, Month, etc)
» Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- aspecific timeinterval from the drop-down (e.g. 1
minute).

fsmservice

Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameLike

Returns alist of values matching the string.
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Report Input Description
maxHosts Returns alist of objects representing the maximum hosts.
Choose either:

* Integer—enter an integer value

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and select a node.

* Query Selection—uses WCF queries that are similar to
SQL queries to select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value.

Management Server Performance Summary Report

Displays current vFoglight Server performance information, including DB metric, VM,
and agent connectivity.

Iu!‘ performance over last 2 months. Foglight Performance Report
me
Foglight Server Configurations
Federation
u_'u}'gdeﬂmm Mode Chld/Standalone
=5 Number of Children ]
Server
Version 524
Build developer—5.2.4
Foglight Home C LEF £k
TBoss Server Directory C\sandbox olight L EP Felcorelbuildd defaalt
Federation Configuration
Commection URLs n/a
Max Alarm Update Delay (millis) 50,000
Max System Time Difference (millis) 60,000
Topology Queries ITopologyObject

Topology Refresh Period (millis) 1,800,000
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Database
Host

Port

Type

Hibernate Dialect
Database Name
Usex

Location

Name
Version

Vendor
Architecture (bit)

performance over last 2 months

localhost

3306

mysgl

com. quest nifro. hibemate MySQLDialect
foglight

nitrogen

External

Java HotSpot(TM) Client VM
1.6.0_06 (10.0-522)

Sun Microsystems Inc.
32-hit

Windows 3P =86 5.1,1a32
Service Pack 2

290
HEAD-20081005-2330

Foglight Performance Report
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Report Input

Description

timeRange Specify a period of time to report from. TimeRange for a
metric observation can be specified in various ways, but it is
always composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
* Unit: select the timeframe (e.g. Year, Month, etc)
» Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- aspecific timeinterval from the drop-down (e.g. 1
minute).
description Specify a string value describing the report.
FoglightServer Select avFoglight server.

Alternatively, click Show Advanced to returns alist of
objects representing the FSM service by using one of the
following:

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying anull parameter.
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Report Input Description

currentTime

Use the calendar to specify the current time of the report.

Physical Host Load Summary Report

The Hosts Summary report provides a host summary for the CPU, memory, file system,
and network usage.

Thursday, October 2, 2008 12:06 PM — 4:06 PM 4.0 hours

Hosts — Utilization Summary Table
Host Name CPU
tor014488.

2% @ 51% g 1% g 0%
prod.quest. - -
corp

Memory File System Network



Thursday, October 2. 2008 12:06 PM — 4:06 PM 4.0 hours

System Load Summary for tor014488.prod.quest.corp

System Overview of tor014488 prod quest corp

Working with Reports
Supplied Report Templates

4T 317 _ T 100
| 180
3
4 2 [
T60
s — i 1«
] 140
1T . ]
14
| T20
] LY 4
. N .
ol pbr e e e e b gttt t—L
12:10 12:40 13:10 13:40 14:10 14:40 15:10 15:40
Metric High Low
CPU Utilization 20 1
Memory Utilization 51 48
Network Utilization 1 0
Context Switches 3,739 2,734
Swap Available 96 93
Interrupts 1.210 1.118
Processes Queued 3 0
Disk Utilization 14 0

Average

S0

95

3,082

1135

181
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Report Input

Description of Values

timeRange

Specify a period of time to report from. TimeRange for a
metric observation can be specified in various ways, but it is
always composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
* Unit: select the timeframe (e.g. Year, Month, etc)
» Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- aspecific timeinterval from the drop-down (e.g. 1
minute).

fsmService

Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameLike

Returns alist of values matching the string.
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Report Input

Description of Values

maxHosts

Returns alist of objects representing the maximum hosts.

Choose either:

* Integer—enter an integer value

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and select a node.

* Query Selection—uses WCF queries that are similar to
SQL queries to select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value.

Physical Host Performance Details Report

Provides an overview of the host system data over a given time range including CPU,
Memory, File System and Network metrics.
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System Resources
System Resources
At—A—Glance
CPU Memory Disks Network
Hosts System User Total Page Pages Swap  Capacity Packet Packets
sIn  Out Avalable Used sSent Receved
tor014488 prod.quest.
o VVYVVYY VvV & VY
v Under Utilizxd’,Nmmal A()ver Utilized
System Resources
Details
tor014488.prod.quest.corp (Host)
CPU
Start Time Ead Time System Utilization (%) User Utilization (%) CPU Utilization (%) Idle Time (%)
Max Avg Max Avg Max Avg Max Avg

10/2/08 10:57 AM  10/2/08 11:12 AM 1 [ 2 ’ 3 3 » n
10/2/08 11:12 AM  10/2/08 11:27 AM ] ] 1 ¥ ! 1 - "
10/2/08 1127 AM 10/2/08 11:42 AM I ] 2 b 3 3 ” -
10/2/08 1142 AM  10/2/08 11:57 AM I ] 1 4 12 5 » »
10/2/08 11:57 AM 10/2/08 12:12 PM I [ 1 k 2 ¥ » "
10/2/08 12:12PM  10/2/08 12:27 PM [ ] 1 ¥ ! ¥ - "
10/2/08 1227PM 10/2/08 12:42 PM 2 1 3 ¥ 3 3 - "
10/2/08 1242 PM 10/2/08 12:57 PM 0 0 1 b 1 ¥ » "

10/2/08 12:57PM  10/2/08 1:12 PM L 1 3 ¥ 4 b » -



Memory

Start Time

10/2/08 10:57 AM
10/2/08 11:12 AM
10/2/08 11:27 AM
10/2/08 11:42 AM
10/2/08 11:37 AM
10/2/08 12:12 FM
10/2/08 12:27 PM
10/2/08 12:42 PM

10/2/08 12:57 PM

Disk Name

Network

Start Time

10/2/08 10:57 AM
10/2/08 11:12 AM
10/2/08 11:27 AM
10/2/08 11:42 AM
10/2/08 11:37 AM
10/2/08 12:12 PM
10/2/08 12:27 PM
10/2/08 12:42 PM
10/2/08 12:57 PM

End Time

10/2/08 11:12 AM
10/2/08 11:27 AM
10/2/08 11:42 AM
10/2/08 11:57 AM
10/2/08 12:12 PM
10/2/08 12:27 PM
10/2/08 12:42 PM
10/2/08 12:57 PM

10/2/08 1:12 PM

Space Total

114,469.00 MB

End Time

10208 11:12 AM
1072/08 11:27 AM
10/2/08 11:42 AM
10/2/08 11:57 AM
10v2/08 12:12 PM
10v2/08 12:27 PM
10/2/08 12:42 PM
10/2/08 12:57 PM
10/2/08 1:12 PM

Working with Reports
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Pages In (1/sec) Pages Out (1/sec)
Max Avg Max Avg
1 0 0 0
0 1] 0 0
0 ] 0 0
0 1] 0 0
0 0 0 0
0 0 0 0
27 9 20 7
0 ] 96 58
0 1] 0 0
Space Available
Max Avg
16,866.00 MB 16.866.00 MB
Utilization Packets Sent
Max Avg Max Avg
o o 36 33
o o 34 33
o o 40 33
1 o 47 37
o o 32 29
0 o 31 31
[ o 40 36
[ o 33 32
[ o 37 35

B E R 8 B B 8 B ¥

41
38

52
37
36
45
37
41
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System Resources

Swap Available (%)

Max

£ 8 8 8§ 8 8 8 8 8

Avg

System Resources

Capacity Used (%)

Max

B¥

Avg

Packets Received

Max

38
37

42
35
35
41

39

Avg
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Report Input

Description of Values

timeRange

Specify a period of time to report from. TimeRange for a
metric observation can be specified in various ways, but it is
always composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
* Unit: select the timeframe (e.g. Year, Month, etc)
» Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- aspecific timeinterval from the drop-down (e.g. 1
minute).

fsmService

Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameLike

Returns alist of values matching the string.
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Report Input Description of Values
maxHosts Returns alist of objects representing the maximum hosts.
Choose either:

* Integer—enter an integer value

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and select a node.

* Query Selection—uses WCF queries that are similar to
SQL queries to select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value.

Physical Host Performance Summary Report

Provides an overview of the current host system dataincluding CPU, memory, and file,
and network.

System Performance

System Performance

At-A—Glance

Hosts CPU Memory Disk IO Network

tor014488 prod quest corp v ’ v '

Under Utilize: NormalJill High & Over Utilized
v W A
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System Performance
Details
tor014488.prod.quest.corp (Host)
CPU Memory
Util (%) Run Quene (#) Pages Out (1/sec)
5 0 0
Disk Name Uil (%) Service Time (ms)
C 0 1 ms
Network Interface Name Util (%) Errors (£)
3Com EtherLink XL 10_100 PCI TX NIC [3C905B-TX] — Packet Scheduler Miniport 0 0
‘VMware Virtual Ethernet Adapter for VMnet1 0 0
‘VMware Virtual Ethernet Adapter for VMnet8 0 0

MS TCP Loopback interface 1 0
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Report Input

Description of Values

timeRange

Specify a period of time to report from. TimeRange for a
metric observation can be specified in various ways, but it is
always composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
* Unit: select the timeframe (e.g. Year, Month, etc)
» Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- aspecific timeinterval from the drop-down (e.g. 1
minute).

fsmService

Returns alist of objects representing the FSM service by

using one of the following:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.
Drill-down to the object and navigate to the data node to
find the data source for the object.

* Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value by
specifying a null parameter.

longNameLike

Returns alist of values matching the string.
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Report Input

Description of Values

maxHosts

Returns alist of objects representing the maximum hosts.

Choose either:

* Integer—enter an integer value

» Data—displays atree of objects descending from a
defined Root Object, for asingle object of that data type.
Drill-down to the object and select a node.

» Query Selection—uses WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—invokes a function run-time value.

Service Level Summary Report

Provides service level summary information including alarm information and
availability over a given time range.
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Report Input

Description of Values

timeRange

Specify a period of time to report from. TimeRange for a
metric observation can be specified in various ways, but it is
always composed of arange of date-time objects, and a
granularity. Select:
» TimeRange Type: Choose one:
- Last N (to display the time range for the last <number>
<unit>) For example, last 2 months.
- Calendar Aligned (enter atime range and offset number)
- Custom (choose the date range on the calendar)
* Unit: select the timeframe (e.g. Year, Month, etc)
» Number/Offset: enter avalue for the timerange.
» Granularity: Choose one:
- RAW—data observations are shown in the metric history
with the smallest available granularity, or a number of
milliseconds, for example, 300,000 for 5 minutes.
- AUTO—the system will pick the best granularity based
on the time range. For example, a numeric value of -2
- aspecific timeinterval from the drop-down (e.g. 1
minute).

SLA

Required. Choose a method to return alist of objects

representing the FSM Servicel evel Policy by using one of

the following functions:

» Data—displays atree of objects descending from a
defined Root Object, for a single object of that data type.

* Query Selection—to use WCF queries that are similar to
SQL queriesto select a subset of information in a data
source.

* Invoke Function—to invoke afunction run-time value by
specifying a null parameter.
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Working with Reports

This section describes the functions that are available to work with reports such asrun a
report, schedule areport, test a report template, and add a new schedule to the default
report scheduleslist. The tasks of running areport and scheduling areport are available
in both the Reports dashboard and Report Manager dashboard. The Test and New
Schedule buttons are only accessible in the Report Manager dashboard.

Running a Report

The Run Report option on the Reports Manager dashboard or the Reports dashboard
enablesyou to choose areport from the report template list and run the report so you can
view the PDF output of the report immediately without having to schedule the report.
The resulting report appearsin the Generated Reports table.

When you run areport you do not attach a schedule to it. To schedule the report to run
on aparticular date and time, see “ Scheduling a Report” on page 194.

When choosing atemplate in the Run Report option you can specify values for the
report inputs or leave the report values without attaching any valuesto it.

Torun areport:

1 Inthe navigation panel, under Dashboards, click Reports > Report Manager. If
you do not have access to the Report Manager dashboard, click Reports >
Reports.

2 Click Run Report “» to open the Run Report dialog box.

Run Repart ax
Report Template Please click here to select a template

Module

Type

Description

Report Inputs

Report inputs will be available when a template is selected.

Name I
Yiew Now r

Report Format PDF =

Email Recipients =

M Cancel

3 Complete the entriesin the Run Report dialog box:
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a Report Template—click Please click hereto select template and drill-down

L]

to the report template on which to base your report. To help you focus on the
source of the report, when choosing areport you can select by module, role or
all.

Template «
Al Report Templates
By Module
By Role

Click the report template you want to use.

The dialog box populates with the data for the template you selected.

b

You can leave the report inputs asis or tailor the report by specifying report
input values according to your business requirements. To specify an input
valueto thisreport, click the =™* Edit icon in the Value column of the
Report Inputs table to open an edit dialog. The contents of this dialog vary
depending on the type value you are editing. For example, an input can be a
time range that determines the range of data to display. For information on
report inputs, see the Report input section for the appropriate report template
in “ Supplied Report Templates’ on page 138. If a Report Input is marked as
required under the Usage column, avalue must be set to create the scheduled
report. If you enter anew value click Set.

For more information on the Web Component Framework and context inputs,
see the Web Component Guide and Web Component Tutorial.

Name—type a unique name for the report. Thisisarequired field.

Note If you are using a template in which the host name is required, you must enter the

host name in the text field exactly as it appears at the top of the reports.

View Now—select the check box to view the PDF output of the report
immediately.

Report Format—select PDF to create the report in PDF format.

Note The CSV option does not appear for pre-defined reports (with the exception of
the vFMS Database View diagnostic report) since most pre-defined reports are
not capable of generating meaningful CSV data. To generate a CSV report, the
component type of the report must support CSV output. For details, see
“Creating a CSV Report” on page 215.

Email Recipients—type the recipient’s email addressin the text box to send
an email notification about this report. For multiple email recipients, you can
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enter alist of comma-separated email addresses however, you must restart the

vFoglight Management Server.

Note To send reports to email recipients from the Report Manager, you must configure
the e-mail server by enabling the “Email Reports Sample” rule. By default, this
rule is disabled. When enabling the rule you may also have to edit the “Fire”
condition to filter the reports before sending them to email recipients. For more
information, see the vFoglight Administration and Configuration Guide under
“Working with vFoglight Rules and Registry > Working with Rules > Defining
Conditions, Alarms, and Actions > Defining actions > vFoglight actions > Viewing
email settings and configuring email actions”.

4 Click Run to generate the report immediately in PDF format.

Scheduling a Report

Select the Schedule Report option on the Reports Manager dashboard or the Reports

dashboard to create a report using the report template list and then scheduling the report
to run at a particular time. You have the option to leave the report input values asis or
tailor the report by specifying input values according to your business regquirements.

Note You can also schedule a report that has generated. See “Scheduling a Generated Report”
on page 208.

If you want to define a new schedul e other than the out-of-box schedules provided with
vFoglight, see “Adding a New Schedul€e” on page 198.

To schedule a report:

1 Inthe navigation panel, under Dashboards, click Reports > Report Manager. If
you do not have access to the Report Manager dashboard, click Reports >
Reports.

2 Click Schedule Report @ to open the Scheduled Report dialog box. You can
schedule areport by either:

¢ Choosing atemplate from the Reports list in the Reports Manager dashboard:



By Module || B Raole || Al
[ Schedule Repart )} TijTest | £ Mew Schedule

Template ~
< Show All =
Foglight
Foglight
Hosts
Dperating Systems
Reparts
Canned Reparts
Event Analysis - Any Resources
Event Analysis - Hosts
Physical Host - CPU Ukilization Manthly Summary
Pheysical Hosk - Memaory Utilization Monthly Surmmary
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If you chose this option, when clicking Schedule Report, the Create Scheduled

Report popul ates automatically with data for the selected template.

Create Scheduled Report

Report Template Phyysical Host - CPLU Utilizstion Manthly Summary
Module Reports/Canned Reports

Type WICF

Description A monthly summary of host CPU utilization.

Report Inputs

Hame Usage Tvpe
ranths oOptional Cornmon: Inkeger
FsmService Optional Foglight F5MService
langrameLike oOptional Common:String
maxHosts Optional Foglight: Integsr
pageniumber optional Common: Inkeger
currentTime Optional Common: Dake
reportTitle Optional Common:String

Name I

Schedule [Beainning of the day =

Retained Results E

Enabled =

Report Format [FoF =

0 x

Walue
S nok set
f=not set
= nok set
i=nok set
= nok set
5 nok set

5 nat set

4l -

il

« Choosing Schedule Report from the top pane of the Reports dashboard or

If you chose this option you will need to click Please select report template.

Reports Manager dashboard.

Bapert Munsger

T Run Report % Create Regort
1 , 3% o ;

create | cancel
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Create Scheduled Report ox

Report Template Please select Report Template

Module

Type

Description

Report Inputs

Report inputs will be available when a template is selected.

Name I L]
H

Schedule IBegmnlng of the day -

Retained Results |5

Enabled I

Report Format FOF =

Email Recipients ;I
=

Create | | Cancel

Drill-down to the report template on which to base your report. Select atemplate
on which to base your report from the Report Template column. To help you
focus on the source of the report, choose a report based on their classification: By
Module, By Role, or All.

Template =
All Report Templates
By Madule
B Role

If you choose this option, the dialog automatically populates with the data for the
template you selected.

3 Complete the remaining entries in the Create Scheduled Report dialog box:

¢ Report Inputs—if you want to specify avalue of an input to this report, click
the := Editiconin the Value column of the Report Inputs table to open an edit
dialog. The contents of this dialog vary depending on the type value you are
editing. For example, an input can be atime range that determines the range of
datato display. For information on report inputs, see the Report input section
for the appropriate report template in “ Supplied Report Templates’ on
page 164.
If aReport Input is marked as required under the Usage column, avalue must
be set to create the scheduled report.
If you enter anew value click Set.
For more information on the Web Component Framework and context inputs,
see the Web Component Guide and Wweb Component Tutorial.
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¢ Name—type aunique name for the report. Thisisarequired value.

Note If you are using a template in which the host name is required, you must enter the
host name in the text field exactly as it appears at the top of the reports.

» Schedule—choose when to run the report. For example, choose “End of day”
to run the report on an end-of-day schedule.
To create a schedule that is not in the list, see “Adding a New Schedule” on
page 198.

¢ Retained Results—choose avalue to indicate how many instances of areport
to keep. Thisisarequired field. For example, if the valueis 3, then when afourth
report is generated, the oldest report will be deleted.

« Enabled—the checkbox to set report generation is selected by default.
¢ Report Format—select PDF to create the report in PDF format.

Note The CSV option does not appear for pre-defined reports (with the exception of the
VFMS Database View diagnostic report) since most pre-defined reports are not
capable of generating meaningful CSV data. To generate a CSV report, the
component type of the report must support CSV output. For details, see “Creating a
CSV Report” on page 215.

« Email Recipients—type the recipient’s email address in the box to send an
email notification about this report. For multiple email recipients, you can
enter alist of comma-separated email addresses however, you must restart the
vFoglight Management Server.

Note To send reports to email recipients from the Report Manager, you must configure the
e-mail server by enabling the “Email Reports Sample” rule. By default, this rule is
disabled. When enabling the rule you may also have to edit the “Fire” condition to
filter the reports before sending them to email recipients. For more information, see
the vFoglight Administration and Configuration Guide under “Working with vFoglight
Rules and Registry > Working with Rules > Defining Conditions, Alarms, and Actions
> Defining actions > vFoglight actions > Viewing email settings and configuring email
actions”.

4 Click Create to create and schedule the report. The report appearsin the
Scheduled Reports View. See “Managing Scheduled Reports” on page 200.

When the report is generated, it will appear in the Generated Reports view. See
“Viewing a Generated Report” on page 204.

Testing a Report Template

If you have the appropriate permissions, you can use the Test button on the Report
Manager dashboard as a quick and easy way to preview areport template without
having to create a scheduled report nor generate the report.
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To test a selected report template:

1
2

In the navigation panel under Dashboards, click Reports > Report Manager.
Create areport based on a pre-defined or custom template. For a pre-defined
report template, see “ Supplied Report Templates’ on page 164. For custom report
templates, see “ Creating a Custom Report Template” on page 213.

Click B Test.

A test dialog box with the context inputs for the selected report appears.

Test Template: FMS Database Size View o x

Marne Usage Type Walue

timeR.ange Optional Cormmon: Time Range =onfa

You can optionally enter context input values for the report. If a Report Input is
marked as required under the Usage column, avalue must be set to preview the

report. To change the value of a context input value click =" *** | By entering
values for the context input you can set your own specialized parameters using
the Web Component Framework which is used to build al the viewsin the
vFoglight user interface. If you specify a context input value, make sure you click
Set. For information on report inputs, see the Report input section for the
appropriate report template in “ Supplied Report Templates’ on page 164. For
more information on the Web Component Framework and context inputs, see the
Web Component Guide and Web Component Tutorial.

Click Test to view a PDF output of the report template.

Adding a New Schedule

If the schedule options available in the Report Manager do not meet your needs, you can
define a new schedule to fit your requirements. For more information about schedules,
see the Administration and Configuration Guide.

To add a new schedule:

1

In the Report Manager dashboard, click :f New Schedule.

2 Type aunique name for the schedule in the Schedule Name field.

3 Add an optional description about the schedule in the Description/Comments

field.
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Click Next to go to the Details of Schedule page.
Set the Start Date using the fields and drop-down menu, or click the browse
button ([--]) to open a calendar where you can select the start date.

Enter aSart Time and End Time, or select the Whole Day check box if you
want the schedul e to cover the whole day. The Whole Day check box may or may
not be available depending on the Recurrence Pattern you select. For example, it
does not appear for the Recurrence Pattern "Once" (which is the default option.)

Note The End Time must be later than the Start Time.
Choose an option under Recurrence Pattern:

* Once—to specify the schedule to execute only one time during the specified
start and end time.

 Periodical—specify the hour and minute that the report will run. For example,
type 06:00 to run the report every 6 hours.

» Daily—specify the number of days the report will run. For example, type 2 to
run the report every 2 days.

e Weekly—specify the number of weeks and the days that the report will run.
For example, to run the report to schedule every 2 weeks on Friday, type 2 and
select Friday.

¢ Monthly—select to run the report by date or by week.
For example, to run the report by date you can run the report every 6th day
each month. Type 6 in the Day box and type 1 in the month field.
If you select to run the report by week, select the week (First, Second, Third,
Fourth, or Last), the weekday and monthly frequency. For example, you can
schedule the report to run on the last week of every Tuesday every 2 months.

* Yearly—select the report to run by date or by week.
For example, to run the report by date you can run the report on a particular
day on the selected month such as every December 31.
If you select to run the report by week, select the week (First, Second, Third,
Fourth, or Last), the weekday and the month. For example, you can choose to
specify the report to run on the last week on Friday every December.

Choose an option under Range of Occurrence (the period during which the
schedule will recur).

If you sel ected an option other than Once asthe recurrence pattern, you can select
the No End option button to cause the schedule to recur indefinitely, or set an
End By Date using the fields and drop-down menu or by clicking the browse

button ([--]) to open a calendar from which you can select the end date.
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9 Click Add to create the schedule.

Managing Scheduled Reports

After you scheduled areport, the report appears in the Scheduled Reports view in the
Reports Manager dashboard where you can edit, copy, enable/disable, and delete
scheduled reports.

Scheduled Reports Scheduled Report Filter Mot Set

Select Al Select Mone Manage | 3

Mame & Template Schedule Liser Retain Enabled Copy  Edit
T Ktk Performance Repart Beginning of the day Foalight s true L4 Ei}
T test performance report Performance Repart Frequent [Test] Foalight 5 true L3 [E}

For information on creating a report with a schedule, see “ Scheduling a Report” on
page 194.

Editing a Scheduled Report
You can change any or all the parameters of a scheduled report.
To edit a scheduled report:

1 Inthe Scheduled Reportswith Filter view of the Report Manager dashboard, click
the edit icon = beside the report that you want to edit.

The Edit Scheduled Report dialog opens.



Edit Scheduled Report
Name

Schedule
Retained Results
Enabled

Report Format

Report Inputs
Mame
timeRange
Fsmservice
longhlameLike

maxHosts

Email Recipients

Jeorzons

Usage
Optional
Cptional
Optional
Optional

Type

Common: Time Range
Foglight:FSMService
Common:String

Foglight: Inkeger
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ox

Valug
= nfa

i=nfa
Honfa

= nfa

Save
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2 Make your changes (see “ Supplied Report Templates’ on page 164 to create a
report using the report template list. You have the option to leave the report values
asisor tailor the report by specifying the input values according to your business

reguirements.

3 Click Saveto save your changes.

Copying a Scheduled Report

You can create a new scheduled report by copying an existing one and changing one or
more of the parameters.

To copy a scheduled report:

1 Inthe Scheduled Reports with Filter view of the Report Manager dashboard, click
the copy icon - beside the report that you want to edit.

The Copy Scheduled Report dialog box opens.
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i_apy Scheduied Heport ox
Template Name Hosts Summary Report
Module Reporting
Type WCF
Description There Is Mo Data To Display
Report Inputs
MName Usage Type Yalue
timeR.ange Cptional Zommon: Time Range iEnfa
fsmService Cptional Foalight:FaMService iEnfa
longMameLike Cptional Zommon:String iEnfa
maxHosts Cptional Foglight: Integer iEnfa
Name |Cnpy of tor2008 [
Schedule Frequent [Test] - I ‘
|
Retained Results
5 \
Enabled Ird

Report Format POF - I

Email Recipients e

Create
2 Make your changes (see “ Supplied Report Templates’ on page 164 for details
about the parameters).
3 Click Createto create acopy of the report.

Disabling/Enabling a Scheduled Report

When a scheduled report is created, it is enabled by default. You can disable areport,
which means that it will not run at the scheduled time until it is enabled again.

To disable a scheduled report:

1 Inthe Scheduled Reports with Filter view of the Report Manager dashboard, click
the check box(es) beside the report(s) that you want to disable.

2 Click Manage Scheduled Reports.
3 Inthe popup, click Disable.
In the Disabled column, the value changes from false to true.

To enable a disabled report, click Enable in the popup menu. The value in the Disabled
column changesto false.
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Deleting a Scheduled Report
When you delete a scheduled report, any generated reports that are associated with it are

aso deleted.
To delete a scheduled report:
1 Inthe Scheduled Reports with Filter view of the Report Manager dashboard,
select the check box(es) beside the report(s) that you want to delete.
2 Click Manage > Delete..
3 Inthe popup menu, click Delete.
A dialog prompts you to confirm the deletion.
Delete Scheduled Reports ox
Are you sure you want to delete selected Scheduled
Reports?
Mote: This action will also delete associated
Generated Reports.
4 Click Delete.

The report isremoved from the list of scheduled reports and all generated reports
associated with it are removed from the list of generated reports.

Applying a Filter to Scheduled Reports

Creating afilter on scheduled reports helpsyou find reports based on criteria such asthe
report name, template, schedule or if the report was enabled.

To apply afilter to a report:

1
2

In the navigation panel, under Dashboar ds, click Reports > Report Manager.
In the Scheduled Reports view, click Scheduled Report Filter Not Set.

Scheduled Repaort Filker Mok Set ox

Marme |

Template I

Scheduls |

Enabled [T True [ False

Lndl Reset I CIearI
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3 Enter thecriteriafor thefilter based on criteria such as areport name, template,
schedule (such as “day” for end of day reports), or enabled (True or False).

4 Click Find to output the reports that match the filter condition.

5 If you want to apply another filter, click Clear and repeat steps 2 to 3.

Managing Generated Reports

Reports that have generated appear in the Generated reports view in both the Reports
dashboard and Report Manager dashboard. The Generated reports view contains reports
that were generated when clicking Run Report and Schedule Report icons.

Generated Reports

Select Al Select Mone ) Delete | 5

Date ™ Mame Wiew
r L,j:‘ 10/7105 12:00 AM Testool PDF

T 52 10708 12:00 A1 TestTapology POF

Viewing a Generated Report

Size Template
22 KB Ewent Analysis Report - Hosts

S7KE Ewent Analysis Report - Topology Objects

As aconvenient way of visualizing the data, you can view report details or reports can
be output to a PDF on a ongoing basis. Operators can view and output a generated
report in the Reports dashboard. Advanced operators can access the Report Manager
dashboard to view report details or produce a PDF output of a generated report.

To view PDF reports, Adobe Acrobat Reader version 7.0.9 or later is preferred.

To view a report that has been generated:

1 Inthe navigation panel, under Dashboards, click Reports> Report Manager. If
you do not have access to the Report Manager dashboard, click Reports >

Reports.

« To view details of agenerated report, hover over ™ Report Details or PDF.



T & 9/29/08 12:40 PM

Hosts on tpdc10

Report Details

Run on
Scheduled Report
Size

Template

Report Format
Recipients

9/29/08 12:40 PM
Hosts on tpdcl0

15 KE

Hosts Summary Report
FCF

Mo Recipients Specified
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2 Toview the PDF output of the report, click the PDF link next to the report.

Generated Reports

Select &l Select None Delete |

Date ™
T G, 9/29/08 12:50 PM

Mame
Hasts on tpdeln

Wigw Size Template
PODF 15 KB Hosts Summary Repott

[ View Report @) Delete Repart

Report Details

Run on 9/29/08 12:50 PM
Scheduled Report  Hosts on tpdcio

Size 15KE

Template Hosts Summary Report
Report Format FDF

Recipients Mo Recipients Specified

Generated Report History

Select All Select Mone Delete

Date ™ Size Hame
[T oz9i0& 12:50 PM 15 KE Hosts on tpdeli

3 Click B view Report.
The PDF output of the report is displayed.

Sep 21, 2008 — Sep 28, 2008 7.0 days

Hosts — Utilization Summary Table

Host Name CFU Memory File System Network
tor014488. 0% 40% 0% 0%
prod.quest. ® @ @ e
corp
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System Load Summary for tor014488 prod.quest.corp

System Overview of tor()14488 prod quest corp

47 97 100
6+
L 80
3 percent (%)
3 CPU Utilization
L Utihization
&0 — Utilization
L4t ~ Swap Avallible
v, 8 | o Disk Ut
2 & thousand per second (K<)
3+ Context
40 Interrupts
T count
21 Processes Quened
1
i 20
14
0= 0 + a
S 21 Mon 22 Tue 23 Wed 24 Thu 25 Fri 26 Sat 27 Sun 28
Metric High Low Average
CPU Utilization 28 0 2
Memory Utilization 45 4D 42
Network Utilization 1 o o
Context Switches 3326 2,764 2,988
Swap Awvailable 97 94 97
Interrupts 1,269 1,118 1.131
Processes Quened 7 0 ]
Disk Utilization 2 0 1

Applying a Filter to Generated Reports

Creating afilter on agenerated report helps you find reports based on criteria such as
the report name, template, schedule or the date range for which the report was run.

To apply afilter to a generated report:

1 Inthenavigation panel, under Dashboar ds, click Reports > Report Manager. If
you do not have access to the Report M anager dashboard, in the navigation panel,
under Dashboards, click Reports > Reports.

2 Inthe Generated Reports view, click Report Filter Not Set.

3 Inthe Report Filter Not Set dialog box, enter the criteriafor the filter such as
report name, template, schedule (such as“day” for end of day reports), or specify
atime range for the report on the Date Run fields.
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Report: Filker Not Set ax

Scheduled Report Name
Template
Schedule

Date Run

From | | 7o | o

[ Exrliest Availsble [T Current Date

Generated Manualy [T True [ False

(Find| _Reset | Clear

» |f you select the Earliest Available check box, enter the period end datein the
Tofields.

¢ If you select the Current Date check box, enter the start date in the From
fields.

4 To havethereport filter generate manually, select the True check box.
5 Click Find to output the reports that match the filter condition.
6 |If you want to apply another filter, click Clear and repeat steps 2 to 5.

Deleting a Generated Report
To delete a generated report:

1 Inthe navigation panel under Dashboar ds, click Reports > Report Manager. If
you do not have access to the Report Manager, in the navigation panel, under
Dashboards, click Reports > Reports.

2 Inthe Generated Reports view, click the check box beside the report(s) that you
want to delete.

3 For generated reports, click @ Delete from the menu.

Generated Reports Report Filter Mot Set

Select Al Select Mone Delete | =

Dake ™ Mame Wiew Size Template
) l__:‘ 9f20/06 1:45 FM Hosts on tpdel0 FDF 15 KB Hosts Summary Report
[} l__:‘ 9f20/06 1:40 FM Hosts on tpdecl0 FDF 15 KB Hosts Summary Repork

A dialog box asks you to confirm the deletion.
4 Click Delete to delete the report from the list of generated reports.
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Scheduling a Generated Report

You can re-schedule or add another schedule to areport that has generated.

To schedule a generated report:

1

In the navigation panel under Dashboar ds, click Reports > Report Manager. If
you do not have access to the Report Manager, in the navigation panel, under
Dashboards, click Reports > Reports.

In the Generated Reports view, click the check box beside the report(s) that you
want to schedule.

Click PDF for the generated report you want to schedule.
In the dialog box that appears, click Schedule Report:

[5a] View Report (&) Delete Report | [ Scheduls Report

Repart Details

Run on b 10/22{05 9:05 AM
&cheduled Report Mot Scheduled

Size 16 KB

Template Event Analysis - Hosks
Module Reports/Canned Reports
Report Format PDF

Recipients Mo Recipients Specified

Now you can attach a new schedule or re-schedule the report. To schedule the
report, see “ Scheduling a Report” on page 194.

Adding Your Own Logo to Reports

You can add your own company logo or alogo of your choice to replace the Vizioncore
logo that appears on the top-left corner of reports. This section shows how you can
replace the logo for out-of-the-box, pre-defined reports.

To add your own logo to out-of-the-box reports:

1

From the Generated Reports view of the Reports dashboard or Report
Manager dashboard, click the PDF for the report to view it. Asan example, you
will change the default logo that appears on the out-of-the-box report: Rolling
CPU Utilization.
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CPU Utilization Rolling 12 Month Summary

Rolling 12 Months (%)
Sep

Aug Summary

2 To edit the image on the top left of the report, click Configuration > Definitions
on the left-hand panel. In the content page, expand Reports and click Canned
Reports. From thelist of Viewsin the lower left-hand pane, select CPU
Utilization (Rolling N Month Summary).

= Bookmarks Definitions CPU Utilization (Raelling K Month Surmmary) # 3
There are no bookmarks " i
prDeriidon: Z{Edt @ Remove TyTest POF [[Co
* Homes v | &3 Administration ~ ) G [y cop
Al -
Administration 4 :D’E_‘tms . Module Carmed Reports
Agents Fadlight « Mams CPU Litiization {Roling M Month Summary)
:'j;{gs Hosts = Component Report
Reports Spe'at“”g Systems - Preferred Size B00px = GO0px
Services E Purpose(s) Report:
Icome to Foglight i T
Welcome glig! Editor - Contezxt Inputs
 Dashboards R ?ervicest - Key Usage Data Source Type|Data Type Defaul value
L N ransactions - nMonths Optional Comman Integer 1z
Administration Other User Definitions ; & . ger_
Alarms femService  Optional Foglight FSMService
Applications longhiameL ke Optional Common String
:Ug\t\ght maxHosts  Optional Foglight Integer
=t Wiews || Gueries || Renderers | Tasks || Icon ™
COpersting Systems Q Additional Context
Reports @ Add Key alue
Repork Manager title Localized string (CPU Utilization Reling {0} Month Summary)
Event Analysis - Cell- =
Reports sl Fented P8R B o {0} Context Selertion <niManths: retuming "Localized
Services plihee, Criented  poportiet alue”
Configuration (timerangejserver) Table e
Dats Event Analysis - Table  Row- 3 foalightServer Query Selection (Foglight Servers' From the System module
et S of Everts For Topalogy  Oriented :aegz :?Jét Reports/Canned Reports, Path: lsnghlame, Return First
Objact[Zverity Tabl o Object in List: brug)
Euent Analysis - allMonitaredCompanents Query Selection (getAlMonitoredComponents)
User Freferences Tapology Object Iterakor Pagelet, o {fsmService} Context Selection <fsmService: returning
Iterator Repartlet "Localized ¥alue"
Event Count Chart - (o maxHostsDefault 15
Tterakor hosts Query Selection {'Get Top N Hosts with liks longhame' from
: . . y the System module Reports/Canned Reparts)
Hosst Utlization Grig i Pageiet ® {hosts) List (merge: true)
Page, © Cn Mul Query Selection (Host Modef from the
Host Ubllzstion Tterator | Iterator |, " j, System module Reparts/Cannad Reparts, Path:
N B - hosts, Return First Object In List: trug)
| Ol ‘]’ © {0} Context Selection
Ll L Mt ik Al e o e e berevmib AU sk b e

3 Scroll down on the right-hand pane for the CPU Utilization (Rolling N Month
Summary) view and click the hyperlink for the embedded view Header: Logo,

Title, Time Range.
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CPLU Utilization (Raoling M Monkh Summary) 3

[#Edit @ Remove {73 Test FDF @CDpy

T OO

Reference Id syskem:Fsmreporting. 42

Last: Modified Time Sep 14, 2007 1:56:23 PM EDT

Fublic Mo

Deprecated Mo

Pricrity Mone

Relervant Role(s) {Srom mogeie: Advanced Cperator, Operator]
Allowed Roleds) fadl

Wietns

0,
zader: Loga, Title, TimeRanas' From the Syskem madule
=" Header: Loga, Title, TimeRange' fram the System moddl
Foglight/Reporting
Cormponent  Page Decoratm
Size F20p= = Aukomatic
Scrollbars  Mewer
Configuration
® ‘Wiew Function Header

Mame

0L
B 'Footer; Page, Foglight Server' from the System module
Foglight/R.eporting
Component Page Decoration
Size 7F20p= = Aukomatic
Scrollbars Mewer
Configuration
® View Function Footer

Mame

The Header Logo view opens.

CPU Ukilization {Roling M Manth Summary) X || Header: Loga, Title, TimeRange # X

[ Edit (@) Remove T Test PDF DCnpy

Madule Reporting
Mame Header: Logo, Title, TimeRange
Compaonent Page Decoration
Preferred Size B00px  B0px
Purpase(s) Pagelet, Repartlet
Conkext Inputs
key Usage Data Source Type Data Type Default Yalue
timeRange Optional Common Time Range
title Cptional Common Skring Localized string (Foglight Report)

Configuration

& Left Image Icon Selection {Compary Loga)

® Center Context Selection <title = returning "Localized Walue”

Right Context Selection <timeRange:=, Renderer: 'absolute Time Range' from the System
module FoglightReporting returning "Localized Yalue"

Popup Options

O Allow Maximize true

Feference Id system:corereporting, 40

Last Modified Time Aug 16, 2007 11:41:03 AM EDT
Fublic es

Deprecated Mo

Priority Mone

Reelevant Rolels) fnone}

Allowed Rolels) faliy

4 To upload the image you want to use for your reports, return to the lower |eft-
hand pane and click the Filestab. Click Add and then click Browse... to upload
theimage.
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Yiews || Queries

@ Add

Renderers | Tasks

i

Icons | Files || 77 o

Tew File
Under Directory

none

Add Directory

Add ar Replace File

Browse
gl Cancel

5 Click the Header: Logo, Title, Time Range tab. Click Edit and select the

Configuration tab.

CPU Utikzation {Raling N Month Summary) % | Header: Logo, Title, TimeRange X

i Save ¢ Cancel [ Test

General | Context | Configuration

erties

Property

Right

B Popup Opti

Type
Ay
Any %, "Company Loga"™
ny = <tkle>

Any =, <tmeRange:

Legend: Set | Unset | Required
Value

6 Select the drop-down icon next to the Vaue for the row Left Image. Select the

Image Reference link.

Definitions

My Definitions i

2 adrrinistration «
Alarms -

3 applications -

3 Foglight -

3 Hosts -

2 Operating Systems -

= Reports -
-
Editar -
< Services -
 Transactions -

2 Cther User Definitions

LI Ukilizakion (Ralling M Month Summary) >
= Save % Cancel

Gereral | Context || Configuration

I Show Advanced Properties

Wiews || Queries

@) Add
Narne =
% images/Report_edit_logo_image. gif

Renderers | Tasks

Property Type

Left Any

Left Image Any

Cenker Ay

Right: Any

Right Image Any

teors | Files . Title Any
Disabled Eoalzan

Header: Logo, Title, TimeRange 3 ||

Legend: Set | Unset | Required

Value

String
Rich Text

Drate

Context Selection
Query Selection
Localized String
Icon Selection
Theme Selection
String Temnplate
Rich Text Ternplate
Crata

Lzt
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7 Inthe pop-up window, locate the image you just uploaded. It should be located
under Reports > Canned Reports.

Edit - Left Image x

Enter a valid URL to an image or select one from the tree below

IWCFMODULE:system: Fsmreportingfimages/Report _edit_lago_image. gif

Avalable Images Preview
Adrniristration
Foglight
Hasts
Reports
Canned Reparts
% images/Repart_edit_logo_image.gif

Editor
Services
Theme - application_defaul:

FExFE

Savel Cancel I

8 Click Save to keep this change and the Header: Logo, Title, Time Range view.

9 Select the tab showing CPU Utilization (Rolling N Month Summary) and click
the Test PDF button.

The new report appears with the image you recently uploaded.

®

Rolling 12 Months (%)

Host Processor  Amg Sep  Oct Nov  Dec Jam  Feb Mar Apr  May Jmm  Jul  Summary

t0r014004 prod quest corp

Note  Most of the reports share 1 or 2 header views. These headers can all be edited
directly by expanding vFoglight > Reporting in the upper left-hand content pane of
the Definitions view.
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Working with Custom Reports

If you have the appropriate permissions, the Report Manager dashboard enables you to
create a custom report at a more specific level than what is available on the set of
supplied report templates. By creating your own report templates you can customize the
content and presentation of areport.

Creating a Custom Report Template

The process of creating a custom report is similar to creating a dashboard. You can add
any dashboard displayed in the user interface to the list of reportsin the Report Manager
or Report dashboards. Custom reports that you create will appear under My Dashboards
in the navigation panel. They also appear in the Report Manager dashboard as a report
template as soon as the report is created, and you can schedule the report.

To create a custom report:

1 Inthe navigation panel under Dashboar ds, click Reports > Report Manager. If
you do not have access to the Report Manager, in the navigation panel, under
Dashboards, click Reports > Reports.

2 To create a custom report, click the “# Create Report icon on the Reports
dashboard or Report Manager dashboard or click Create Report... in the action
panel.

The Create Report dialog box opens.

Create Report X

Mame I

[ Allows this report to be included in another repart.
Relevant Role(s) 3= fnons)

Allowed Rolels) =, fad)

Help :I
[

%I Cancel |

3 Type aunique name for the report in the Name box. Thisisthe only information
required to create a new report.

Tip  Since custom reports are listed under My Dashboards in the navigation panel, you
may want to choose a name that indicates that this is a report.

4 To set accessto thisreport, click the edit icon = beside Relevant Role(s) and
Allowed Role(s) and select the role(s) to control which users can access the
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10

11

12

13

report. For example, choosing "Operator” publishes your dashboard to everyone
with the Operator role.

* Relevant Role—thisoptionis only valid for super users who may have
multipleroles. For example, a Java administrator who also has an operator role
can choose the Cartridge Devel oper role to restrict the Operator role from
accessing the report.

* Allowed Role—determines which user roleis allowed to see the dashboard.

You can enter a description of the report in the Context Help box. Thistext
appears in atooltip when you hover over the report name in the navigation panel.

Click OK to save your report.
Two additional tabs (Views and Data) appear at the top of the action panel.

Select the Views or Data tab and locate the views or portlets that you want to add
to your report. You can add both types of information to the same report. For
information on creating and editing charts, see “ Creating a Metrics Chart” on

page 78.

To add parameterized inputs to include in your report, click the Data tab. A
parameterized input allows you to define aview in which you can enter an input
value for the object during report scheduling or testing the template.

e Drag an object into the Parameterized Input section.

« Drag an element from the Parameterized Input section onto the workspace to
the left.

If you want to add text to the report, click and drag Drag into report to add text
under Text in the action panel into the display area and type the text in the
Entering User Text dialog box.

If you want to customize the header or footer of the report, click Customize
header or Customize footer in the action panel. For details, see “Customizing
the Header or Footer of a Custom Report” on page 215.

To divide the display areainto one, two, or three columns, choose the number of
columnsin the action panel, under the General tab > Columns.

To see how the report will look when it is printed, click Create PDF in the action
panel. Use the browser’s Back button to return to the report.

You have the option to schedule areport by clicking Schedule Report in the
Reports dashboard or Reports Manager dashboard.

When you have finished creating a report, you do not need to saveit. It isautomatically
available under My Dashboardsin the navigation panel and also appears as atemplate
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in the Report Manager, where it can be scheduled. To schedule the report, see
“Scheduling a Report” on page 194. To run and generate a report without scheduling it,
see “Running a Report” on page 192.

If you want to preview the report template without scheduling or generating the report,
see “Adding a New Schedule” on page 198.

Creating a CSV Report

By generating a comma-separated value (CSV) report, you can import raw datafor the
contents of the report into Excel for charting and analysis.

Note  You can also export metrics and generate a CSV report for a table or chart using the
customizer. See “Exporting Data from Charts and Tables” on page 57.

When scheduling a custom report, you can choose to run areport as either a PDF report
or aCSV report using the dropdown. See “ Scheduling a Report” on page 194.

Note To generate a CSV report, the component type of the report must support CSV output and
have meaningful results for the CSV report to generate. This applies to most chart and
tables. For the full list of supported component types, see the Web Component Guide. The
CSV option will not appear if the report is not capable of generating meaningful CSV data.
Except for the pre-defined vFMS Database View (diagnostic) report, most default reports
will not work as CSV reports.

Customizing the Header or Footer of a Custom Report

You can add custom headers and footers to a custom report while you are creating it, or
you can customize them at alater time.

To customize a header or footer:
1 Open the report from the Report Manager dashboard.
2 Click Customize header or Customize footer in the action panel.
The Customize header (or Customize footer) dialog opens.
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Customize header x
Page Number ReportTile CurrentTime Time Range
Select an Image IS {@timsRanasr Select an Image i
Size (0.0 |x|0.0 Size 0.0 |x[0.0
Pixels Pixels
Maintain Aspect Ratio[v] Maintain Aspect Ratio[v]
Left Center Right
3 Click in atext box to add text, or click Page Number, Report Title, Current

Time, or Time Range to add those variables to abox. You can add both text and
variablesto a box.

If you want to add your own graphic to the report, click theicon to the right of
Select an | mage to open the Select an Image dialog.

From the drop-down selector for the left image, navigate to an image that was
previously uploaded and click OK. For more information on uploading an image,
see “Adding Your Own Logo to Reports’ on page 208.

The image appears in the Customize header dialog box.
Use the Size text fields and drop-down menu to adjust the size of the image.

If you leave the Maintain Aspect Ratio check box selected, you need to enter
only one size value. Clear the check box if you want to change the ratio of the
image.

Click OK to save your changes.

Printing a Custom Report

You can print a custom report in two ways (when it isin the display area):

Click Print in the action panel and print the HTML page from the Print dialog.
For more information, see “Printing Views’ on page 92.

Click PDF beside the report to print agray color PDF output of the report from
the PDF viewer. To print a colorful PDF report, you need to setup the PDF
behavior in the User Preferences dashboard under the Themes setting. For more
information, see “User Preferences’ on page 36.

Deleting a Custom Report

You can delete any custom report that you have created. You may also be able to delete
reports created by other users, depending on the roles that were assigned to them.
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To delete a report:

1
2

3

Select the report that you want to delete from the list under My Dashboar ds.
Click Delete thisReport in the Actions panel.

A confirmation dialog box appears.

Click Delete to confirm the deletion.

Deleting areport removes the report from the My Dashboards view and the
Report Template list.

For details about how to work with chartsin a dashboard, see “Working with Charts’ on
page 78.

Example: Create a Custom Host Report

In the following example, you will create asimple custom host report in which you will:

Include parameterized input in which you can drag and drop views onto your
report for the Windows_host object. During report scheduling, you can define
what the report’s input values will be at run-time.

Include host elements (Virtual Memory metrics).
Test the templ ate.
Schedul e the report to generate hourly.

To create a custom host report:

1

In the navigation panel under Dashboar ds, click Reports > Report Manager. If
you do not have access to the Report Manager, in the navigation panel, under
Dashboards, click Reports > Reports.

Click the “* Create Report icon or click Create Report in the action panel.
In the dialog box that appears:

a Typeareport Name.

b Select which roles are allowed to view this report.

- Relevant Role—this option is only valid for SuperUsers who may have
multipleroles. For example, a Java administrator who a so has an operator role
can choose the Cartridge Devel oper role to restrict the Operator role from
accessing the report.

- Allowed Role—select the user role that is allowed to view the report.
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¢ To make text appear in atooltip when you hover over the report namein the
navigation panel, type a description of the report in the Context Help text box.

4 Click OK.
5 Click the Data tab.
6 DragaHost object (Windows Host) into the Parameterized | nput section.
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7 Drag host elements (i.e. VirtualMemory) from the data or input trees of the
Parameterized Input section onto the display areato the left.

...... plaild Tharsdas, My 15, 2008 T4 A - Eol] PH 4 By = taeael || Vi || Dits | 1uls

8 On the navigation panel, under Dashboards, click Reports > Report Manager.
Notice that the report is added to the list of report templates.

9 From the Report Template, choose the report you created.
10 Totest (i.e. preview) your report template before generating the report.

¢ Click the host report you just created.
» Click Test.

¢ Inthe Test diaog box, enter the context for the run-time values to includein
your report. This step is optional.

Test Template: Host_tcpdcOl o x
IName Usage Type Vahue
timedtangs Optional Common: Time Range =
Windows_Host Opticnal Fosglighst -Windows _Host E
Test| Cancel |
e Click Test.

11 To generate your report hourly, you need to add a schedule.

« Select thereport template you just created from the Report Template column.
=
e Click ge Schedule Report to open the Scheduled Report Editor.
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12 Enter the report inputs for the time range and Windows host. This step is optional.
13 Click Createto schedule the report.

14 After an hour, the report appears under Generated Reports view.

15 Click pdf to view the generated report.

Example: Create an SLA Availability Report
In the following example workflow, you will create a report showing SLA availability
datafor the workweek from 8 am to 8 pm.
Reporting Parameters
The report will use the following criteria:
¢ Outagesfrom 8 amto 8 pm
» Time plot with chart type “ Stacking area”
 Include number of outages, outage duration and cause(s) of outage

Step 1: Add a New Schedule

To get the 5 time ranges, schedule the report for Friday nightsat 7:59 pm. You will need
to create a new schedule since thisis not part of the standard schedules in the Schedule
drop-down.
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To create a new schedule:

1 Inthe Report Manager dashboard, click Add New Schedule.
2 Create the schedule. Type a Schedule Name and Description/Comments.

Eapst Esnistir w Cennle Grbasdule
Echwdiba Mame and Deseriphion Doskads of Sebmdile Schachie dedded

Fep 1 Creale Sheguls - SChaduls Nams and Desiriplon 'ﬁ

Schedule Name:
[Friday nightc st 268 pn
Bescription Camments:

[Fchescibe rapoet Frr Friciy rights o8 7:5% pre bo gk 5 Rines rangess Far
[ v

ot |

3 Click Next.
4 Add the schedule details.
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Egaity | Moodey [ Toriday MWedneiday M Prosdiy
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¥parly

Ranie of Oocumnemos
= hs End
' Ead By Dabe

5 Click Add.
6 View the details of the schedule.
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Step 2: Create the report

To create the report:

1

In the navigation panel under Dashboar ds, click Reports > Report Manager. If
you do not have access to the Report Manager, in the navigation panel, under
Dashboards, click Reports > Reports.

Click the B Create Report icon or click Create Report in the action panel.
Type areport Name.

If you want to enable this report to be included in other reports, click the Allow
thisreport to beincluded in another report checkbox.

Select which roles are allowed to view this report.

* Relevant Role—thisoptionisonly valid for super users who may have
multiple roles. For example, a Java administrator who also has an operator
role. The Java administrator can choose the Cartridge Devel oper role to
restrict the Operator role from accessing the report.

¢ Allowed Role—select the user role that is alowed to view the report.
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Create Report x

Mame [ H
I Allow this report ta be included in anather repart

Relevant Role(s) i= fhonaj

Allowed Rols(s) i=. fal)

Help

¢ _caneel

You can enter adescription of the report in the Context Help text box. This text
appears in atooltip when you hover over the report name in the navigation panel.

Click OK.
Click Set metric chart defaults.
In the Chart drop-down choose Stacking Area and click OK.

Mgkric Chart Dafauks 3

Chart [ sockng area [ = | Height 503
Layout

k¢ Unly show asis of selected metnc
(different chartsval e up)

+ Advanoed

_ox | cancel |

10 Create two derived metrics for a specific FSM Servicel evelPolicy:

« Outage - every minute, if previously available and currently not, return 1. The
sum of this metric over the period gives the number of outages.

¢ OutageTime - every minute, if unavailable return 60. The sum of this metric
over the period gives the approximate outage duration.

11 Create Time Chunks query - the last 5 daysin 12 hourly chunks.

Step 3: Generate the Report

To generate your report hourly, you need to add a schedule.

1

g B~ W N

Select the report template you just created from the Report Template column.

Click e Schedule Report to schedule the report.

Type aname for the scheduled report.

In the Schedule drop-down, select Friday nights at 7:59 pm.
Enter the report inputs.
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6 Click Createto schedule the report.

7 Check that the report appears under Generated Reports with Filter on Friday after
8:00 pm.

8 Click PDF to view the generated report.
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Working with Data and Data
Sources

In vFoglight you can create custom views using the framework that is available in the
Configuration module. Thistype of work is primarily focused on those users who are
advanced dashboard designers.

This chapter contains the following sections:

(@AY= T 226
Data DASNDOAIT ......cvivieiiiei ettt sttt 226
Data SOUrCES DASNDOAIT .......ceviiiicecreie e bbbt bbbt beb s 229
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Overview

The dashboards listed under the Configuration module include the following:
» DataDashboard
» Data Sources Dashboard
» Déefinitions
* User Preferences

The Definitions dashboard is where you create and edit views. For information about
these functions, see the Web Component Guide and the \Web Component Tutorial.

The optionsin the User Preferences page are described under “ User Preferences’ on
page 36.

This section briefly describes the Data and Data Sources dashboards.

Data Dashboard

The Data dashboard is an advanced tool intended for use by dashboard designers and
datamodelers. It showsthe underlying set of objectsthat are available in the system and
how they are organized. This dashboard is useful for figuring out the paths used to
define dashboard tooling queries, and for inspecting the underlying objects to ensure
that the data is collected and transformed properly.

To display the Data dashboard:
« From the navigation panel, under Dashboar ds, click Configuration > Data.
The Data dashboard appears.
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You can expand the nodes in the |eft-hand pane and follow a path to find objects. For
example, you can find a Host object by expanding the Hosts abject, expanding All
Hosts, then finding the Host of interest (asin the above screen).

Theright-hand paneisadisplay area. You can choose from a number of views, which
are listed under Viewsin the action panel. The most useful view for inspecting an object
isthe Property Viewer. The Property Viewer shows the raw object details — the
property values and metrics.

Understanding Metrics and Observations

In general, vFoglight and the Web Component Framework are concerned with the
collection of information over time. This collection isreferred to as observations. The
Data dashboard displays metrics and observations for atopology object.

An observation is a collection of a particular piece of data over time. An
EnumObservation is the data collected by agents, which is atype of observation where
the data being observed is a enumerated value. For example, the state of an object.
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A metric isatype of observation that is concerned with numeric observations. For
example, the CPU usage of a host.

All observation objects have the following properties:
» latest—the value of the last recorded sample.

» current—the same asthe latest value except if the latest value is considered stale
(not fresh), the current value is considered null.

» history—contains a historical list of values for the selected time range.

To view the current, latest, or history values for a topology object:
1 From the navigation panel, under Dashboards, click Configuration > Data.

2 Inthe Data dashboard, drill-down to the topology object to view the metric
values:

Yalue Data Type
Administration
Alarms

Cutstanding Alarms Alarm
Foglight:
Hosts

&ll Hosts Host

tor014004, prod. quest, corp

{Host) Host

aggreqgatedlarmstate AlarmstateCbseryation
current AlarmSkateialue
latest AlarmSkateialue
hiistory List of

AlarmStateialues

3 Click on the metric to view more details about the topology objectsin the
Property Viewer. Each value entry for an observation hasa Start time, End time,
and Value.
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Data Sources Dashboard

Walue Data Type
Adrninistration
Alarms
COutstanding Alarms Alarm
Foglight:
Haosts
&ll Hosts Host
Eﬂroﬂslt;mﬂ‘l.prod.quest.corp Host
aggregateslarmstate Alarmstateobservs
current Alarmstateyalue
value AlarmSeverity
aggregatedlarmstate  AlarmStateObserys
current Alarmatateyalue
value AlarmSeverity
latest Alarmstateyalue
value AlarmSeverity
history I.;Is;r;FStateValues
Alarmstatevalue  AlarmStateYalus
walue AlarmSeverity

Data Sources Dashboard

-

Property Yiewer

(Foglight:0bject) Tuesday, July 23, 2008 11:50 AM - 3550 PH 4.0 hours ™

current iAlarmstateyalus)

Mame Walue
startTime 772903 11:50 AM
endTime  7/29/08 3:50 PM

topologyObjectId topologyObjectiersionId topologyObjectVersion effectivestartD.

7(22/08 11:06
31 65 z i

The Data Sources dashboard is where you choose a data source for vFoglight. The
default (and only current) option is the foglight-5 data source. Click a data source to
display its ID, name, and topology and Ul query service JINDI names.

To display the Data Sources dashboard:

» From the navigation panel, under Dashboards, click Configuration > Data

Sour ces.

The Data Sources dashboard appears.

00D A v
Foglicht 1D
oglight-5 (Default) Description

Schema
foglight-5 (Default)

Data Sources

foglight-5
Foglight DataSource

Topology Service JNDI Name nitrogen/TopologyService

UI Query Service JNDI Name nitragen/UIQueryService

The icons above the data sources allow you to add &3 , delete @ , copy [ , and edit
[ them, aswell as set adefault & data source.

Caution

If you click the Delete icon, the data source is removed without a confirmation dialog.
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